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ABSTRACT 
 
This paper reviews the requirements, characteristics and 
open issues of wireless ATM, particularly with regard to 
handover. It introduces key aspects of WATM and 
mobility extensions, which are added in the fixed ATM 
network. To support user mobility for a wireless network 
new mechanisms are needed and are fundamental, such 
as handover. Also an important key feature is mobile 
QoS offered by the WATM. A survey of the various 
schemes and types of network handover is provided. 
Several open issues for research have been identified. 
Failure to offer efficient solutions will result in handover 
severe delays and degradation of QoS offered to the 
applications. 
 

I. INTRODUCTION 
 
This paper gives an overview of wireless ATM (WATM) 
technology, in particular with regard to handover issues. 
It is appropriate to give first a short description of ATM 
technology and its basic principles in order to discuss the 
motivation for wireless ATM.  
 
A. Asynchronous Transfer Mode (ATM): Basic 
Principles – Characteristics   
The Asynchronous Transfer Mode (ATM) is a data 
transport technology that supports a single high-speed 
infrastructure for integrated broadband communication 
involving voice, video and data [1]. ATM technology 
combines some important features: short fixed-size 
packets or cells, virtual circuits, statistical multiplexing, 
and integrated services. All these concepts together 
provide a uniform framework that can carry multiple 
classes of traffic provided with a guaranteed quality of 
service (QoS).    
ATM is a high-speed packet-based scheme, in which 
information is transferred in small packets (called cells) 
transported via transmission links at a bit rate of about 
155 Mbit/sec or about 600 Mbit/sec. Each ATM cell is a 
small 53 bytes packet comprising of a 5 bytes header and 
a 48 bytes data field.  
There are two ways to build a packet-switched network 
[2]. The first method is to have each packet to contain 
the full destination address (called a datagram). As 

addresses can be large, and if the average datagram 
length is small, bandwidth is wasted.  
The second method of building a packet-switched 
network is to have packet headers to carry identifiers 
instead of addresses. In this way, each switch maintains 
a translation from the identifier to a destination. This 
saves header space, as identifiers are smaller than 
destination addresses. However, the mapping from an 
identifier to a destination must be set up at each switch 
along the path before data transmission begins. Hence, a 
call setup phase must precede a data transmission phase. 
This is called virtual circuit switching [2]. 
As stated above, for virtual circuit switching, although 
data is split into fixed size cells, those cells belonging to 
the same connection will travel along the same path. The 
path between the two parties is thus composed of virtual 
circuits (VCs) established between switching nodes. 
These VCs are set up on call establishment when various 
parameters such as acceptable QoS and demand profile 
(e.g., maximum and mean cell transmission rates, burst 
duration) can be negotiated.  
This leads to a basic characteristic of ATM. ATM 
operates in a connection-oriented mode. That is, before 
any information is transferred from the terminal to the 
network, a logical/virtual connection set-up phase must 
first allow the network to do the reservation of the 
necessary resources, if these are available. If no 
sufficient resources are available the connection is 
refused to the requesting terminal. When the information 
transfer phase is finished, the resources are released. 
This connection-oriented mode of operation allows the 
network to guarantee in all cases a minimal packet loss 
ratio, and thus a maximal quality [3].     
ATM scheme effectively offers bandwidth on demand. 
ATM accomplishes bandwidth efficiency through 
statistical multiplexing (sharing) of transmission 
bandwidth.  
 
B. Wireless ATM 
Wireless ATM (WATM) is mainly considered as an 
“access to an ATM network” issue. Depending on what 
kind of an ATM network is to be accessed, different 
aspects of wireless networking need to be addressed [4].  
The following sections introduce key aspects of WATM 
and mobility extensions, which are added in the fixed 



ATM network. To support user mobility for a wireless 
network new mechanisms are needed and are 
fundamental, such as handover, routing, and location 
management. Also an important key feature is mobile 
QoS offered by the WATM as opposed with that of other 
technologies. 
It is worth mentioning that WATM has not been 
standardized yet. There are many proposals, and 
discussions by various researchers and companies 
contributing to the WATM working group of the ATM 
Forum. Research laboratories have developed several 
WATM prototypes. They include WATMnet, 
BAHAMA/MII, Magic WAND, AWACS, and others.   
 

II. THE NEED FOR WIRELESS ATM 
 
The area of wireless transmission systems has been 
increasing rapidly. Mobility raises a new set of 
questions, techniques, and solutions. This growth will 
occur in an environment characterized by rapid 
development of end-user applications and services 
towards the Internet and broadband multimedia delivery 
over the evolving fixed-wired infrastructure [1].  
Therefore, new developments of wireless networks are 
needed to enable wireless technologies to interwork with 
existing wired networks. 
A short look back into the history shows that all the 
current popular wired networks have their own wireless 
extension [5]. Therefore, in order for ATM to be 
successful, it must offer a wireless extension. Otherwise 
it cannot participate in the rapidly growing field of 
mobile communications [6].  
As ATM networks scale well from local area networks 
(LANs) to wide area networks (WANs), and there is a 
need for mobility in local and wide area applications, a 
mobile extension of ATM is required in order to have 
wireless access in local and wide environments. 
Many other wireless technologies, such as IEEE 802.11, 
typically only offer best-effort services or to some 
extend time-bounded services. However, these services 
do not provide as many QoS parameters as ATM 
networks do. WATM could offer QoS for adequate 
support of multimedia data streams [6]. 
 Also, other wireless technologies are implemented in 
specific environments. For example, IEEE 802.11 only 
covers local area access methods, Bluetooth only builds 
up piconets, and Mobile IP only works on the network 
layer. WATM, on the other hand, tries to build up a 
comprehensive system covering many different 
networking scenarios, such as private and public, local 
and global, mobility and wireless access [7].  
Considering all these aspects of WATM, it is apparent 
that this wireless system will be more complex than most 
of the other wireless technologies. Many open issues 
remain to be addressed and resolved. In particular, ATM 
was designed for media whose bit error rates are very 
low (about 10-10). This performance benchmark is 
difficult to match with highly noisy wireless 
communication links.  

As nodes do not have permanent access points to the 
fixed network while moving in a wireless environment, 
the need to accommodate mobility while satisfying 
established QoS presents a serious problem. 
It is interesting to note that the performance of 
conventional ATM networks based on bandwidth optical 
fibers are limited by the switching capacity of the ATM 
switches. However, with WATM, the performance 
bottleneck has now shifted from the switching capacity 
of the switches to the transmission bandwidth of the 
wireless link [1]. 
 

III. WATM CHARACTERISTICS 
  
Some of the critical requirements and characteristics of 
wireless ATM are outlined. Key aspects of WATM and 
mobility extensions, which are added in the fixed ATM 
network, are introduced. 
 
A. Cellular Architecture 
WATM networks covering reasonable distances must be 
built in a group of small geographical coverage zones. 
Since bandwidth is shared and spatially reused by many 
nodes, it is possible to give rise to co-channel 
interference. Reducing the size of the coverage area - to 
accommodate greater capacity per unit area- increments 
handover rate (due to increased crossings between 
coverage areas per unit of time). Consequently, the 
probability of dropped connections is increased. Also, 
routing becomes more dynamic because routes may need 
to be re-established whenever a handover occurs. This 
places great demands on the switching architecture [1]. 
 
B. Resource Allocation 
The base stations of cellular WATM networks will need 
to provide assurance that QoS requirements will be met. 
This can be achieved by explicit resource allocation 
using a combination of admission, traffic shaping, and 
policing mechanisms. Requests for new connections are 
blocked if the anticipated traffic load presented by a new 
connection causes unacceptable congestion to build for 
existing connections.  
The connection admission mechanism must also insure a 
low rate of dropped connections as users roam among 
different wireless coverage areas. The admission 
decision is usually based on several criteria [1] such as: 
traffic and handover characteristics; call holding time 
statistics; desired QoS of each class of traffic; and 
amount of radio resource available. 
 
C. Mobility Management 
Mobility is added to the current ATM protocols. 
Mobility management refers to roaming issues such as 
handover signaling, location management, and 
connection control. Location management is responsible 
for finding the mobile node. Handover refers to the 
process of changing frequency channels so that 
uninterrupted service can be maintained when nodes 
move across wireless coverage areas. This process also 
helps to track the mobile node dynamically. Connection 



control deals with connection routing and QoS 
maintenance [1]. 
Since a mobile node is usually located in a wireless 
coverage area on a temporary basis, all of these functions 
must be performed more frequently and at higher speeds.  
In a mobile environment, management of the VC with 
QoS is not easy since the end-to-end path has to be 
continually modified as terminals move during the 
lifetime of a connection.  
Because wireless base stations and mobile routing nodes 
are normally less capable than the wired network 
counterparts, WATM networks may potentially suffer 
from excessive delay and latency. In addition, the 
allocation of resources has to be re-evaluated each time a 
node moves to a new location. Moreover, mobile routing 
protocols need to operate in both wired and wireless 
environments if they are to be usefully integrated into 
future networks. Hence, the routing of ATM cells to 
mobile terminals requires new mechanisms. 
Developing solutions that ensure QoS resources keep 
pace with continually changing network states resulting 
from user mobility, without consuming large amounts of 
overhead in the process, is a major subject for WATM 
research [8]. 
 

IV. HANDOVER 
 
The system is responsible to route the traffic through the 
wireless network to the access point (AP), which is 
currently responsible for the wireless terminal. As the 
wireless terminal moves to a new position (AP), the 
system must reroute traffic. Therefore, the network must 
apply mechanisms responsible for searching new APs, 
and setting up new connections between intermediate 
systems.     
One of the most important issues in a WATM network is 
handover. Handover involves rerouting of connections, 
as well as reserving resources in switches, testing of 
availability of radio bandwidth, tracking of terminals to 
perform look-ahead reservations etc [6]. The main 
consideration during handover in a WATM environment 
is to maintain connection quality.  
The requirements for the handover procedure are 
expanded and detailed in ATM Forum/97-0153 [9]. 
Some of the key points of the requirements defined are 
explained [9]: 
• The handover process should be fast enough so that 

the handover decision is still valid for the new 
position of wireless terminal after the handover 
process is complete. 

• The switching of the active VCs from the old data 
path to new data path should be as efficient as 
possible in order to minimise the interruption to cell 
transport.  

• The handover procedure should support handover 
between: 

o APs in a private network 
o APs in different private networks 

connected by a public network 
o APs in public networks. 

• The handover procedure should aim to preserve the 
requested QoS of all VCs at handover. This may not 
always be possible and some form of QoS 
renegotiation and/or dropping of certain VCs on a 
priority basis may be required. 

• Minimise cell loss but avoid cell duplication or cell 
reordering. 

The purpose of the handover procedure is to ensure user 
mobility among the APs of the mobile network with 
minimal degradation on their QoS. Ensuring the 
completion of this procedure with very low delay has 
always been of primary importance [10].   
These requirements are used to determine the suitability 
and performance of different handover schemes 
proposed by various researchers. Various solutions are 
developed performing efficient connection management 
in the case of handover.  
 
A. Path Rerouting Scheme 
Path rerouting involves changing the route of some 
portion of a connection from a suitable switch called a 
Crossover Switch (COS) to the new AP. Depending on 
the COS selection, the new route of the connection can 
be close to optimal [9].  
For example, in Fig.1, let a mobile terminal move from 
its current coverage area (AP1) to a new area under AP2. 
Then the portion of the existing connection from the 
“handover switch” (COS) to AP1 is removed, and a new 
sub-path, from the point of detachment, is added with the 
remainder of the original connection path being extended 
to AP2. Details of this scheme can be found in [11]. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Fig. 1: Path Rerouting Scheme 
 

Behind the simplicity of this method, some issues arise 
like the selection/discovery of the COS that need to be 
considered and further investigated. Different methods 
on selecting the COS give different performance for 
handover control in terms of latency, data loss and 
resource utilization [13].  One method is  to iteratively 
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probe each switch on the existing connection path such 
that the rerouted path through the switch satisfies the 
QoS of the original connection path [8]. However this 
method has the disadvantage of not preventing cell loss 
or reordering.  
 
B. Path Extension Scheme 
Another simple approach to handover consists of 
extending the route of a connection from the old AP to 
the new AP. The key issue behind this scheme is that 
after handover, the new connection consists of the 
existing connection from the source to the old AP 
followed by an additional sub-path, called the 
“extension”, from the old AP to the new AP [8]. 
For example, in Fig. 2, let two users A and B, initialising 
a communication between them, being located under the 
coverage area of AP1 and AP2, respectively. Suppose 
that user A moves from AP1 to AP3. The traffic 
transmitted from the user A to user B will be transmitted 
from its current AP, AP3, to its source home AP, AP1, 
and from there to the current location of user B through 
AP2. Details of such an approach can be found in 
[16,17]. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
                    
 
 
 
 
 
 

Fig. 2: Path Extension Scheme 
 
The first obvious advantage of this kind of scheme is that 
no COS discovery phase is required, and the existing 
path is maximally reused [8]. Moreover, this approach 
makes it easier to implement connection handover 
without affecting data integrity [9], that is, maintaining 
the transmission order of the ATM cells during the 
handover procedure.  
However, the extended path increases the end-to-end 
delay and also reduces network utilisation due to the 
creation of loops – since the extended path may traverse 
the same link, more than once [8]. Some form of route 
optimisation has been proposed, so as to counter these 
inefficiencies. A simple optimisation that is used to 

improve network efficiency during the path extension 
process is to detect and eliminate loops [12].  
 
C. Handover Classes 
Handover, which is implemented by the network, allows 
the users to roam freely within a limited wireless 
coverage area, while they are communicating. This has 
as a consequence to have handovers of virtual 
connections frequently.  
Handover requires radio resource management functions 
for the air interface as well as network signalling and 
control functions for handover control, QoS management 
and rerouting of the connection to the new point of 
access to the ATM network [14]. 
WATM supports the following classes of handover: hard 
and soft, backward and forward handover.  
• Hard handover: In a hard handover, a wireless 

mobile terminal has a radio connection with only 
one AP at any time.  

• Soft handover: Soft handover supports simultaneous 
communication of a wireless mobile terminal with 
more than one AP during the handover.  

• Backward handover: In a backward handover, the 
wireless mobile terminal notices, for example, a 
fading signal and initialises the handover to a new 
AP. The terminal continues to maintain the radio 
link while the handover is in process and switches 
over to a new AP after radio resources have been 
reserved and all entities involved are prepared for 
the handover [6]. Hence the handover execution can 
be initiated via the old AP.  

• Forward handover: A forward handover is 
characterised by a wireless mobile terminal arriving 
at a new AP suddenly. The handover can only be 
initiated after the terminal has associated itself with 
the new AP. In this case, the new AP has to initiate 
and control the handover from there after. This 
happens when the terminal suddenly loses its 
connection to the old AP (due to interference or a 
fast-moving terminal), so there is no time to perform 
a backward handover.  

These types of handover can be flexibly chosen, 
depending on radio conditions and QoS requirements, to 
enhance handover performance and robustness. 
The two basic handover mechanisms are hard and soft 
handover. In the case of hard handover, the handover 
control flow can be directed either across the current 
AP’s air interface (backward handover) or across the 
target AP’s one (forward handover) [14]. A number of 
handover protocols have already been proposed based on 
hard handover [8, 15, 16, 17, 18]. 
In the case of having the radio link deteriorating rapidly, 
what is important is to have reliability and robustness of 
the handover signalling protocol. However, under these 
circumstances the regular backward handover 
mechanism will not perform reliably any more. In 
practice, the quality of the radio link prevents any 
communication on the dying radio link before the 
handover procedure can be completed. The signalling 
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control flow will most probably be severely impacted 
[14]. 
Therefore the handover protocol has to be supplemented 
by a forward handover procedure, so as to avoid having 
handover failure and subsequent call dropping. 
The forward handover aim is to maintain a connection 
despite the fact of having unexpected link failures during 
a handover situation. However, this is achieved at the 
expense of losing data on the old mobile connection 
segment and a higher cost of resynchronisation.   
Summarising, the advantage of having a backward 
handover mechanism is that it gives you the possibility 
to choose the bes t AP for the wireless mobile terminal to 
connect to. In case of forward handover, the terminal 
suddenly interrupts the old connection and tries to 
connect to a new AP. However, this new AP cannot 
reserve resources in advance and therefore may not be 
such a good solution. But if the current connection is 
interrupted by radio interference, this is the solution of 
reconnecting fast enough. The terminal has to optimise 
its AP locally [6].      
In [19-21] a handover scheme is designed in such a way 
as to support both backward and forward handover in a 
flexible way. It enables the wireless mobile terminal to 
instantaneously detach from its current AP and hand 
over its connection to the target AP at any time instance. 
As during backward handover the handover signalling is 
exchanged with the old AP, this instantaneous detach 
facility of the proposed scheme is of no particular use in 
this case. However, it can be very successfully exploited 
to provide zero cell loss forward handover [14]. 
An enhance performance of the proposed handover 
scheme in [19-21] through soft handover mechanism is 
proposed in [14].  
However, [15] excludes the support for soft handover, 
arguing that soft handover is most often related to 
CDMA, which has been judged less likely for high 
bandwidth systems such as WATM.  
Coming back to [14], it states that soft handover will be 
a basic feature for high-tier Mobile ATM systems, as air 
interface technologies for next generation wideband 
mobile services will enable soft handover, like for 
example 3rd generation CDMA technology. Soft 
handover poses the highest requirements on the radio 
technology, because it requires the wireless mobile 
terminal to be able to communicate concurrently with 
two APs. Therefore, in the overlapping boundary region, 
it enables dynamic selection of the best radio path. 
Provided that the overlapping region is sufficiently large 
and both APs can maintain a sufficiently strong signal in 
this region, this ensures enhanced QoS for the 
connection as well as handover reliability. 
Two basic features must be taken into account during a 
soft handover process: synchronisation of the two 
communication paths over the different APs and 
dynamic path selection.  
            
D. Handover QoS 
A main key issue that must be taken into account during 
the process of handover is that of minimising the effects 

of QoS disruption [8]. For example, handover blocking 
due to limited resources at target APs, cell loss during 
handover, or the speed of the whole handover process 
are some of the critical factors for QoS.  
One way to minimise QoS disruption during handover is 
to ensure a lossless handover [15]. In a network 
consisting of very small radio cells, the number of 
handovers could be high. As argued in [15], if even a 
single ATM cell is lost at each handover, the overall 
effect of the cell loss on the system throughput could be 
significant with the experience of delay too. Therefore, a 
key design aim of handover is that it is lossless. 
To ensure a lossless handover, all cells in transit during 
the handover procedure are buffered within the network 
in order to maintain in-sequence cell delivery, without 
loss, to the wireless mobile terminal [8]. 
However, ensuring lossless operation is typically done at 
the expense of introducing additional buffering and 
therefore delay. This delay needs to be minimised [15]. 
Hence, an open issue to be further investigated is the 
planning of a lossless handover mechanism that also has 
low delay and delay variation.        
In [15] the presented handover procedure can support 
both forward and backward hard handover, showing that 
lossless operation is important in order to achieve high 
radio link utilisation for loss sensitive connections 
subject to buffering in the AP. 
 
E. Handover Research Issues 
The main complexity of WATM arises from the 
functions and protocols for handover. In this paper, 
several schemes and types for handover procedure have 
been presented. The complexity of WATM is due to its 
ability to maintain QoS parameters for connections 
during handover and the connection-oriented paradigm 
of ATM [6]. As WATM has these critical characteristics, 
a main consequence is the need for resource reservation, 
checking for available resources at APs, as well as 
rerouting of connections.  
An important issue in WATM that needs further 
investigation is the planning of an optimal handover 
procedure that enables the network with a guaranteed 
level of QoS being protected against cell loss, cell 
duplication, and loss of cell sequence.                      
An optimal design of handover should give a lossless 
mechanism that also has low delay and delay variation. 
What is important in the design of handover is to have in 
mind some critical factors that influence handover QoS. 
Such factors [8] are: handover blocking due to limited 
resources at target APs, cell loss during handover, and 
the speed of the whole handover process.  
The way of implementing handover by means of 
choosing the right scheme and type for handover must 
ensure enhanced QoS for the connection as well as 
handover reliability. The main consideration during 
handover is to maintain connection quality. Ensuring the 
completion of handover procedure by preventing any 
cell loss and avoiding cell duplication or cell reordering 
with very low delay is of primary importance.  



Hence a major subject for WATM research is the 
development of solutions ensuring that QoS resources 
keep pace with continually changing network states - 
resulting from user mobility – without consuming large 
amounts of overhead in the process.     
          
  

V. CONCLUSIONS 
 
ATM is a connection-oriented technology using cell-
based switching/multiplexing techniques. It allows 
voice, video, and data services to be carried transparently 
through a single integrated network. WATM exploits 
these capabilities with the added benefits of mobility. 
However, due to the differences in characteristics 
between wired and wireless links, the design of WATM 
networks is aimed primarily at resolving issues related to 
resource allocation, mobility management and 
maintaining QoS in the presence of intermittent 
connectivity. Handover is a key function of a WATM 
network. Various types and schemes used for the 
network handover are addressed. In this paper several 
open issues for research have been identified, as for 
example in the field of giving to the network a 
guaranteed level of QoS, being protected against cell 
loss, cell duplication, cell reordering, handover blocking, 
and the speed of the whole handover process. Failure to 
offer efficient solutions in above will result in increased 
handover delays and thus influences the ability to offer 
QoS to the applications.  
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