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ABSTRACT

We describe HyMAC, a new hybrid MAC layer protocol for
wireless sensor networks that is, to the best of our knowledge,
the first effort to combine the strengths of both TDMA and
FDMA schemes in these constrained networks. While allow-
ing the network to operate in an energy-efficient collision-free
manner, HyMAC takes advantage of the multiple frequencies
provided in the radio component of recent sensor node hard-
ware platforms such as MICAZ, TELOS and FireFly. We show
how HyMAC outperforms protocols such as B-MAC, RT-Link
and MMSN achieving high throughput and small bounded end-
to-end delay suitable for newer types of sensor network appli-
cations such as real-time voice streaming.

I. INTRODUCTION

A wireless sensor network is a network made of tiny embed-
ded systems each of which composed of sensors (for light,
temperature, etc.), a low-power communication device (radio
transceiver), small amount of memory and processing capabil-
ity as well as limited battery power supply. Traditional WSN
applications such as [1] [2] [3] have mostly focused on passive
low-duty cycle sensing and monitoring, in-network data reduc-
tion and asynchronous operation designed to extend the sensor-
net lifetime. However, recently proposed applications of sen-
sor networks in both mission-critical operations and wide-area
surveillance like real-time streaming for voice and low-rate
video delivery [4] require relatively high bandwidth utiliza-
tion and throughput as well as bounded end-to-end delay of a
few milliseconds. Therefore, design of effective WSN medium
access control (MAC) protocols has become a more challeng-
ing task given the unique set of resource constraints in these
networks which result in very different design trade-offs than
those in wireless ad hoc networks.

An important fact to be observed in WSN MAC layer pro-
tocol design is that current WSN hardware such as MICAZ
[6], Telos [7] and CMU FireFly [5] use CC2420 radio [8]
which provides multiple channels. Given the limited radio
bandwidth available for sensor nodes (19.2Kbps in MICA2 [9]
and 250Kbps in MICAZ and Telos), designing MAC protocols
which can exploit the available frequencies to improve parallel
transmission and increase the network throughput seems to be
an imperative task. The significance of such a design becomes
even more clear when we notice that almost all of the purposed
solutions for WSN MAC layer such as [10] [11] [12] [13] [14]
[15] [16] assume the availability of only one single physical
frequency.

Although multi-Frequency MAC protocols have been a topic
of intense research in general wireless networks, the purposed
protocols are a poor fit for wireless sensor networks due to
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the restricted sensor-net hardware, its limited bandwidth and
the small WSN MAC layer packet size. The single low-power
transceiver on the WSN node (mote) is not capable of simulta-
neous packet transmission and reception or simultaneous oper-
ation on different frequencies. Consequently, the protocols [17]
[18] [19] [20] which assume a hardware capable of listening to
multiple frequencies at the same time or protocols designed for
frequency hopping spread spectrum wireless cards such as [21]
[22] are not suitable to be used in sensor networks. Further-
more, protocols based on IEEE 802.11 [23] like [24] [25] [26]
[27] [28] as well as those that employ RTS/CTS control pack-
ets for frequency negotiation such as [29] [30] [31] [21] do not
prove efficient in sensor networks due to the noticeable over-
head imposed by RTS/CTS packets in these networks which
have a small MAC layer and data packet size (about 30 to 50
bytes) comparing to much larger packets in general wireless
networks (e.g. 512+ byte MAC layer packet).

In this paper, we introduce HyMAC, abbreviation for Hy-
brid TDMA/FDMA MAC layer protocol for wireless sensor
networks. HyMAC provides high throughput, bounded end-
to-end delay across multiple hops, collision free operation and
predictable lifetime. Furthermore, our protocol, takes advan-
tage of multiple frequencies provided in recent WSN hardware
platforms. The rest of the paper is organized as follows: We
briefly discuss several key WSN MAC protocols in section II.
The details of our proposed protocol is presented in section III.
We provide the performance evaluation of HyMAC in section
IV. We conclude with a summery of our findings in Section V.

II. RELATED WORK

In this section we briefly overview the key MAC layer proto-
cols that have been proposed for wireless sensor networks.
S-MAC [11] and T-MAC [13] are hybrid CSMA and TDMA
approaches that employ local sleep-wake schedules to coordi-
nate packet exchanges and reduce idle listening. The use of
RTS/CTS control packets makes up for the possible failures
of the loose synchronization of the schemes. However, these
schemes suffer from the high overhead of using the RTS and
CTS due to the small size of WSN packets. Furthermore, as
the size of the network increases, either increasing number of
schedules has to be maintained by each node or additional over-
head of repeated resynchronization rounds is imposed to the
network. B-MAC [10], the default MAC protocol in TinyOs
[9] achieves Low Power Listening (LPL) by having each node
periodically wake up after a sample interval and check whether
the channel is active for a short duration of time (2.5 ms). In the
case of detecting the channel to be active, the node stays awake
to receive the payload following an extended preamble. In this
scheme, the responsibility of ensuring that the receiver receives
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the packet is delegated to the transmitter, in that it has to trans-
mit a preamble that is long enough to be sensed by the receiver
which only wakes up for a very brief moment and sleeps most
of the time. Consequently, use of RTS/CTS packets in this
scheme - which are required to avoid collisions due to the hid-
den terminal problem - is not efficient since the RTS has to
use the long preamble. In addition, since the transmitter has to
remain active during the receiver’s channel check interval, re-
ceivers are forced to check the channel very often. As a result,
operation of B-MAC in dense networks faces severe difficul-
ties such as scalability issues [5]. LMAC [16] and TRAMA
[12] which are TDMA based schemes, assume the availabil-
ity of global time synchronization considering it an orthogonal
problem. LMAC introduces a light-weight schedule reserva-
tion scheme used to establish collision-free operation by nego-
tiating non-overlapping slot across all nodes within 2-hop ra-
dius. TRAMA provides alternating slots of CSMA-based con-
tention (used for network management and node admission)
and scheduled access. Note that while TDMA schemes are
known to provide excellent energy-efficiency due to minimiza-
tion of idle listening, elimination of overhearing and collision-
free operation, they have not been considered as practical so-
lutions for sensor networks because of the complications of
providing WSN time synchronization and difficulties to ad-
dress scalability challenges. The authors of RT-Link [5], how-
ever, have shown that provision of out-of-band hardware-based
global time synchronization for multi-hop wireless sensor net-
works is economical, convenient and less vulnerable than in-
band software-based synchronization schemes such as TPSN
[32], RBS [33] and FTSP [34]. Consequently, they have pro-
posed a TDMA MAC scheme for WSN operating on FireFly
-a hardware platform which provides such synchronization ser-
vice. RT-Link assigns the time slots centrally at the base station
and similar to TRAMA it supports contention slots employing
Slotted-ALOHA rather than CSMA. However, in spite of us-
ing CC2420 radio [8] provided in FireFly, RT-Link does not
take any advantage of the multiple frequencies provided which
could noticeably increase the network throughput and reduce
the delay. In fact, to the best of our knowledge, MMSN [36] is
the only multi-frequency MAC protocol for sensor networks
devised prior to HyMAC. MMSN authors propose four fre-
quency assignment schemes for WSN. The first scheme called
exclusive frequency assignment guarantees that nodes within
two hops are assigned different frequencies but only functions
when the number of available frequencies is at least as large
as the number of such nodes. Furthermore, the communica-
tion overhead in this scheme is relatively high due to several
broadcasts. The second scheme, implicit-consensus provides
the mentioned guarantee with smaller overhead but it assumes
that physical frequencies are abundant which is not the case
in current real-world WSN platforms. The two other schemes,
even-selection and eavesdropping do not guarantee the assign-
ment of different frequencies to two-hop neighbors and there-
fore, do not avoid potential conflicts. It is important to note that
although MMSN requires time synchronization during media
access in order to provide efficient broadcast support, it does
not take advantage of the synchronization service to resolve

(a) Hello Packet
type | src ‘ dest ’Iength‘hop# ‘nbrList ‘

(b) Schedule Packet
type ‘ src | dest ’Iength‘#child ‘ schedule ‘
(c) Data Packet
type | src ‘ dest ’Iength‘

data ‘
60

Figure 1: HyMAC Packet Format

the conflicts and/or improve its scheme.

III. HYMAC PROTOCOL DESIGN

HyMAC is a hybrid TDMA/FDMA MAC protocol suitable for
WSN applications in which data gathered by sensor nodes has
to be delivered to at least one base station in a timely man-
ner. HyMAC is designed to provide high throughput and small
bounded end-to-end delay for the packets exchanged between
each node and the base station. The functionality of HyMAC
is independent of its underlying synchronization protocol, how-
ever, we believe that it performs best in WSN platforms which
employ out-of-band hardware synchronization such as FireFly
[5]. While the software-based synchronization protocols such
as TPSN, RBS and FTSP provide good accuracy, the diffusion
of in-band time sync updates are severely limited due to the
usually high link error rate which, according to [35] is over
50% for more than one-third of the population of immobile
nodes in an indoor environment; even when the receive signal
strength is above the sensitivity threshold. As a result, network
performance is reduced when applying these schemes.

In the following, we describe HyMAC packet types as well
as its basic operation and scheduling scheme.

A.  HyMAC Operation

The communication period in HyMAC is a fixed-length TDMA
cycle composed of a number of frames. Each frame is equiv-
alently divided into several fixed time slots where a slot dura-
tion is the time required to transmit a maximum sized packet.
In addition, a fixed number of consecutive slots in each cy-
cle -starting from its beginning- form the scheduled slots while
the remaining slots of that cycle are its contention slots. The
base station is responsible to assign an appropriate frequency
as well as specific time slot(s) to each node by running an al-
gorithm which will be described later. Such scheduled node
will be able to communicate in an energy-efficient collision-
free manner turning off its radio when it is not necessary. All
scheduled nodes employ LPL on contention slots during which
they randomly select one slot to send a HELLO message to the
base station (using flooding if specific routes are not present).
On the other hand, all of the unscheduled nodes like the ones
which have just joined the network, only operate in contention
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slots sending the HELLO message in a similar way'. If a node
hears a HELLO message from any other node in its one-hop
distance, it adds the sender to its neighbor list. The updated
neighbor list will be included in the next HELLO messages
sent by that node. Having received the HELLO messages sent
by the nodes, the base station is able to construct the schedule
and send it to each node in a SCHEDULE message. Conse-
quently, every node will be able to send DATA messages to
its parent using its assigned slot and frequency in a way that
maximizes the network throughput and minimizes the overall
uplink delay. Figure 1 presents the supported packet types and
their format in HyMAC.

B.  Scheduling Algorithm

As mentioned in the previous section the neighbor lists sent by
the nodes is aggregated at the base station allowing it to con-
struct the network connectivity graph. Construction of min-
imum delay schedules can be reduced to the NP-complete
distance-two graph coloring problem and therefore, practical
heuristics should be applied [37]. In the following, we describe
our heuristic which aims at providing a minimum delay sched-
ule for the network by assigning appropriate time slot(s) and
frequencies to the nodes.

Figure 2: Operation of Scheduling Algorithm. The Numbers
Are the Assigned Time Slot and Frequency Respectively.

The algorithm performs a Breath First Search (BFS) con-
structing a tree having the base node as its root. As each node
N; is traversed by BFS, it is assigned a default time slot and
a frequency. Then the possibility of having an interference?
with any of its same-height previously-visited one-hop AND
two-hop neighbors is checked. If a conflicting neighbor IV; is
found for [V, the algorithm checks whether N; and N are sib-
lings. If so, N; will be assigned a different time slot than that of
N;. If they are not siblings then N; will be assigned a different
frequency than that of NV;, allowing both N; and N; to send
messages to their parents at the same time slot but in different
channels. When BFS is about to start a new level (height) of
nodes the default time slot number will be increased by one.

Once all nodes are processed according to the above heuris-
tic, all of the time slot assignments will be inverted such that
the slot number assigned to every node is smaller than that of
its parent. This inversion is done as following:

- tcurrent + 1

thew = tmaz

IThe nodes should know the start time of each cycle. Therefore, when using
out-of-band hardware time sync, the newly joined node should keep its receiver
on until a sync pulse is received. It can then operate in LPL as described.

20bviously, two neighbor nodes cannot communicate at the same time slot
and frequency due to interference. Furthermore, if two nodes send messages to
the same destination using different frequencies but at the same time slot, the
interference still happens.

Algorithm 1 HyMAC Scheduling Algorithm
Require: A Graph of Sensor Network Topology
Ensure: An scheduled Tree of the Given Network

1: ENQUEUE (Q, S)

2: while Q is not empty do

3: v+ DEQUEUE(Q)

4:  timeSlotv] « currentTimeSlot
5. channel[v] — 1
6:  for all Visited same-height 1-2-hop nbr n of v do
7: if parent[n] == parent[v] or
#Channel >= available_chnls then
8: if timeSlot[v] = timeSlot[n] then
9: timeSlot[v] « timeSlot[n] + 1
10: end if
11: else
12: if timeSlot[v]=timeSlot[n] and
channel[v]=channel[n] then
13: channel[v] < channel[n] + 1
14: end if
15: end if
16:  end for
17:  for all unexplored edge e of v do
18: let w be the other unvisited endpoint of edge e
19: parent[w] «— v
20: height[v] < height[w] + 1

21:  end for
22: end while

where t,,.,, 1 the new inverted assigned slot, £ cyrrent 1S the
current slot number assigned to the node and ¢,,,, is the total
number of assigned slots. Note that such an assignment allows
the data packets to be aggregated and propagated in a cascad-
ing manner to the base station in a single TDMA cycle. The
complete steps of the overall process is presented in algorithm
1. Figure 2 shows a sample run of the scheduling on a graph of
sensor networks.

IV. PERFORMANCE EVALUATION

In this section we provide an evaluation of the performance of
HyMAC and give a comparison of it with the performance of
already proposed MAC protocols for sensor networks.

We use the number of potential conflicts as a performance
metric. This number is defined to be the total number of node
pairs in the network which satisfy the following condition: if
the two nodes are within each other’s two communication hops
and are assigned the same time slots, they share the same fre-
quency (see MMSN [36] for a similar definition). Since Hy-
MAC operation does not only depend on the number of avail-
able frequencies, its performance remains unaffected by a vary-
ing number of them. Figures 3(a) and 3(b) show the perfect
performance of HyMAC which is interference-free even when
there are only 2 frequencies available while MMSN suffers
from the communication interference. The cost of this high
performance, however, is the increase in the number of required
time slots. This is because when a new frequency is needed to
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Figure 3: Comparing HyMAC and MMSN Schemes in Terms of Potential Conflicts

be assigned to a node while the maximum number of avail-
able frequencies is already reached, the node is assigned a new
time slot instead in order to avoid the potential interferences.
Consequently, fewer number of available frequencies results in
a larger number of time slots. Figure 4(a) shows the varia-
tion of the number of required time slots based on the number
of available frequencies for three different node densities. It
is important to observe that by employing a higher number of
frequencies, a denser network can operate interference-freely
without any dramatic increase in the total number of required
time slots. In spite of the fact that the increase in the number
of needed time slots results in a larger TDMA cycle and there-
fore a longer end-to-end delay, the worst case performance of
HyMAC (where only a single frequency is available) will be
the same as that of RT-Link which is shown to be high-quality
enough to support real-time streaming for voice over sensor
networks [4]. Furthermore, given a fixed cycle length, Hy-
MAC supports denser networks with higher number of nodes
-and thus a higher throughput- than RT-Link is potentially able
to; thanks to its use of multiple available frequencies. Figure
4(b) compares the total number of assigned time slots by Hy-
MAC and RT-Link protocols when they both operate on FireFly
platform which uses CC2420 radio. This radio component pro-
vides up to 16 different channels within the 2.4 GHz band in
SMHz steps according to IEEE 802.15.4 specifications.

We have also measured the maximum number of required
frequencies for operation in dense networks in order to study
the feasibility of HyMAC in practice. Figure 4(c) shows the
variations of the number of assigned frequencies based on the
changes in the number of nodes of a dense network where
each node has 7 neighbors. As it can be observed, the number
of needed frequencies is well below the number of provided
channels in practical WSN radio components such as CC2420.
Even in an extreme case where 900 nodes are presented in the
network each of which having 90 neighbors, our simulation re-
sults showed that the total number of required frequencies will
not be more than 14. In addition, it is important to note that Hy-
MAC is practically adjustable according to the exact number of
frequencies that user specifies employing suitable number of
time slots.

V. CONCLUSION

In this paper, we propose and study HyMAC, our hybrid
TDMA/FDMA MAC protocol for wireless sensor networks.
To the best of our knowledge, HyMAC is the first sensor-net
MAC protocol that schedules the network nodes in a way that
eliminates collisions and provides small bounded end-to-end
delay and high throughput while taking advantage of multi-
ple frequencies available in current sensor node hardware plat-
forms such as MICAZ, TELOS and FireFly. Although the
functionality of HyMAC does not depend on the type of its
underlying synchronization service, we believe that it best per-
forms in presence of a hardware-based out-of-band time syn-
chronization such as FireFly’s. The small bounded end-to-end
delay and high throughput achieved by HyMAC as well as its
energy efficiency due to minimization of idle listening, elimi-
nation of overhearing and its collision-free operation make it a
more appropriate candidate for the newly emerging sensor net-
work applications such as real-time voice streaming compar-
ing to the previously proposed MAC schemes such as B-MAC,
MMSN and RT-Link.
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