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CHAPTER 1. INTRODUCTION

Tourism is the economic lifeblood for many parts of the world. Whether it be on a
pristine beach on a tropical island or at a ski resort in the snowy Alps, tourists need and
deserve to feel safe when on vacation. With today’s increasing terror attacks aimed at
tourists, the hospitality industry around the world is greatly concerned about the safety and
security of its employees and property (Boss & Longmore-Etheridge, 2006; Higley, 2006).
Biometrics, the process of personal identification and authentication, is a technology that
could be used to improve security and work flow in hotels. This study will investigate the
factors and the partial issues that could influence the adoption of biometrics by hotels in
Egypt to improve safety and security as well as the expected efficiency in hotel processes.
This chapter will include the statement of the problem, the significance of the study, the
purpose, objectives, and organization of the study.

Statement of the Problem

Globally, terrorism has been a daily occurrence in many places for a long time. The
travel and tourism demand after 9/11 fell 7.4% globally and 8.5% in the United States
beginning in 2001, according to the World Travel and Tourism Council (WTTC) (2002).
This decline cost the economy $92.3 billion. Europe was not spared; tourism demand fell
from 4.5% in 2001 with an unexpected additional 3.1% decline (WTTC, 2002). The lodging
industry stocks and revenues also saw a sharp decline after the same event (Enz & Canina,
2002). Terrorism on the hospitality services in Italy was executed to incite fear and
intimidation during 1994 to 1997, leading to direct and indirect economic losses. Damage
from destruction of physical property, injuries, death, and law enforcement expenditures, as

well as indirect damage by raising the cost of doing business, made it harder for companies



to attract customers and employees (Greenbaum & Hultquist, 2006). Business and leisure
travel was also deterred in countries that depended on tourism such as Ireland (O’Conner,
Stafford, & Gallagher, 2008). Moreover, the hospitality industry overlap with the tourism
and the travel industry made it difficult to isolate them; a hit to anyone can affect many
people and could cripple an economy because of loss of jobs in many areas (Pizam, 2009).

The geopolitical and religious conflicts in Africa, Indonesia, the Middle East, South
East Asia, Nepal, the Philippines, and many other areas have negatively impacted tourism
and travel in those countries (Ford, 2004). The hospitality industry including travel and
tourism represents 3.3% of the national Egyptian GDP and 28% of investments in the
country (Blanke & Chiesa, 2007).

Due to the decline in travel and tourism because of terrorist attacks, the hospitality
industry around the world has lost income, and needs to tighten up its security with
protective measures to ensure the safety of guests, employees, and property (Boss &
Longmore-Etheridge, 2006).

Technology and the Lodging Industry

The need for technology to deliver reliable and reproducible services in the lodging
and hospitality industry is increasing daily (O’Conner & Frew, 2002). Use of technology
application in this industry enhances customer services (Sweat & Hibbard, 1999), and
results in increased efficiency and revenues and decreased costs, which in turn influence the
ability to compete (Bacheldor, 1999; Huo, 1998; Wang & Qualls, 2007).

A technology that lends itself to the hospitality industry is biometrics. Biometrics, a
technology that identifies individuals or authenticates identity using unique physiological or

behavioral automated pattern recognition, such as hand geometry, iris scan, retinal scan,



fingerprint, speaker/voice recognition, and facial recognition, is a promising asset for hotels
(Jackson, 2009). To recognize a subject, data are collected, the signal is transmitted and
processed, a decision to authenticate or not is made, and the data are stored. These data are
conveniently retrievable repeatedly over time with the same accuracy and cannot be stolen
or replicated because they are unique to only one subject.

Technological advancements, in particular biometrics, can provide tools to enhance
security in hotels. A number of hotels in the United States have recently adopted biometrics
for use in the human resources arena and guest services to a limited extent (Jackson, 2009;
Warren, 2010). Nine Zero Hotel in Boston is the first hotel to use IRIS biometrics for guests
in two suites in the hotel. Another example is the Hyatt in Chicago which uses biometrics
(fingerprint device) for its employees. In more volatile tourist locations with increased
concerns about security such as the Middle East and, in particular, Egypt, such technology
has not been implemented. Biometrics is an accurate useful technology as shown in Table 1,
where the accuracy of different biometric technologies are shown (Ruggles, 1996).
Accuracy of the different techniques is calculated based on the rate of false rejection or false
acceptance (Ruggles, 1996).

Table 1. Biometric Crossover Accuracy

Biometric Crossover Accuracy
Retinal Scan 1: 10,000,000 +

Iris Scan 1: 131,000

Finger Prints 1: 500

Hand Geometry 1: 1500

Source: http://www.bioconsulting.com/bio.htm



Purpose of the Research

The purpose of this study was to explore perceptions and acceptance of biometric
technology by employees in Egyptian hotels: knowing what would be needed to install the
biometric device, what kind of training would be required, how to maximize the synergy
between the employees, managers, and decision makers towards the new technology, and
trying to find out about the knowledge base available about biometrics among hotel
employees. In this study there are many factors that could influence acceptance or rejection
of the new technology (Jackson, 2009; Pato & Millett, 2010a; Warren, 2010). Social factors
that could affect acceptance or rejection will also be explored as well as obstacles for
implementation. Perceived usefulness, ease of use, and prior experiences with technology
will be correlated with employees’ willingness to adopt technology. The research goal was
to provide the decision makers in Egyptian hotels with a clear picture about the employees’
expectation for the biometrics adoption in both metropolitan and resort hotels.

A pilot test was conducted using Egyptian students showed that students were
willing to adopt biometrics in Egyptian hotels. This was the first attempt to study biometrics
in Egypt. The survey was modified and used to understand Egyptian hotel employee’s
knowledge of biometrics, attitudes, willingness to use, quality of information generated, and
value added to the workplace. The researcher will discuss recommendations and limitations
with hospitality leaders and other researchers for future application.

Significance of the Study

Employee safety is a top priority for hotel management, especially with regard to

work-related accidents, violence, and external factors. This study focuses attention on

keeping the workplace safe by controlling access to the hotel from the outside, controlling



access to specific areas inside the hotel, and controlling who has access to these areas (e.g.,
maintenance area, storage area, utilities power area, and air condition unit).

Additionally, increased security can be an insurance policy protecting the reputation
and long-term viability of the business. Finally, cost-effective systems promoting efficiency
within the operations of the hotel are important competitive tools with bottom-line results.

This study will also determine the impediments or challenges to utilizing biometrics
in five star hotels in Egypt. These results could be useful in application of this technology in
developing countries. It may prove to be significant for the human resource departments as
they make new hiring decisions. It is presumed that potential employees with previous
technology experience will be more valuable in the technology enhanced workplace (Pato &
Millett, 2010a). It is also assumed that some employees will reject the new technology and
be terminated or leave voluntarily to find other employment or work at a competitor’s hotel.

This study will uncover needs for specialized training designed to eliminate or
reduce avoidance or rejection behavior (Pato & Millett, 2010b). Training can be directed at
specific areas of concern by management or employees operations to improve the potential
for successful implementation. Providing training on usefulness of the system both long
term and short term with positive outcomes for both the organization and the individual
could positively affect users’ perception of its usefulness, and stimulate increased
willingness to manage difficulties in using the technology (Pato & Millett, 2010b)

Acceptance and adoption of technology by employees and front line employees of
hotels is essential for the success of implementation (Ghorab, 1997). Understanding why
individuals accept or reject information technology innovation has proved to be one of the

most challenging issues in information technology research (Ghorab, 1997). In the lodging



industry biometrics has been useful in the areas of access control and security, allocation of
resources by controlling the attendance and work hours, payment of accounts, and customer
identification (Singh & Kasavana, 2005). This study will focus on the aspects of time
management and access control in an attempt to improve hotel security, employee
identification, and, hopefully, increase the safety and satisfaction of guests in Egyptian
hotels.
Organization of Dissertation

This dissertation will include the following chapters: introduction, literature review,
methodology, results and discussion of findings, and a summary with recommendations and
future research directions and limitations. Appendices contain the research instrument, the
institutional review approval, correspondence, and other materials related to the research.

Objectives of the Research Questions
The objectives of this study are:
« Identify the level of knowledge of hotel employees in Egypt about biometrics.

Identify the source of knowledge of biometrics among Egyptian hotel employees.

« Identify the most acceptable biometrics device to apply in Egyptian hotels
according to the employees.

. Evaluate the perceived added values of the biometrics to the workplace (hotels in
Egypt) of managers and employees.

« Explore the perception or expectation of five-star hotel employees in Egypt of
biometrics performance.

« Explore the opinions of hotel employees in Egypt about the performance of

biometrics with regards to improved work quality and customer service.



« Explore the concerns of hotel managers and employees in Egypt about using
biometrics in the workplace.
Definition of Terms
The following section presents definitions of the major terms and concepts used in
this study.

Biometric: The term bio is a Greek term meaning life; metrics means to measure.
Biometrics refers to technologies that measure and analyze human body
characteristics, such as DNA, fingerprints, eye retinas and irises, voice patterns,
facial patterns and hand measurements, for authentication purposes (National
Science and Technology & Committee on Homeland and National Security, 2004).

False Acceptance Rate: The rate at which an unauthorized individual is given access
instead of being denied. This is commonly referred to as a type Il error (Mansfield
& Wayman, 2002).

False Rejection Rate: The rate at which an individual is denied access that should have
been granted. This is referred to as type | error which means rejecting the person
that should be accepted.

Crossover Accuracy Rate: The point at which the false acceptance rate and the false
rejection rate intersect.

Fingerprint Recognition: Fingerprint recognition systems rely on biometrics device’s
ability to distinguish the unique impressions of ridges and valleys made by an

individual finger.



Hand Geometry: It is a method to distinguish or identify the unique person using 90
dimensional measurements to record an accurate spatial representation of an
individual hand.

Retina Scanning: Retina scanning involves an electronic scan of retina, the innermost layer
of the wall of the eyeball.

IRIS Scanning: Iris scanning uses a camera mounted between three and 10 feet away from
the person to take a high definition photograph of the individual’s eye. It analyzes
266 different points of data from the meshwork of the iris.

Facial Recognition: Facial recognition attempts to identify subjects according to the facial
characteristics such as eye socket position space between cheekbones, color, etc.

(Polemi, 1997; Ruggles, 1996).



CHAPTER 2. LITERATURE REVIEW

This chapter will introduce the research background, including the history of
terrorism in Egypt and its impact on tourism, the Geostrategic implications of unrest or
ramification of terrorism in Egypt, security and the lodging industry, technology and the
lodging industry, biometrics and its applications in the lodging industry, technology
adoption history, purpose of the study, theoretical model, and the hypotheses.

Egypt, Terrorism, and Tourism

Egypt has endured several terror attacks. As early as 1992, the travel industry in
Egypt was shocked by repeated attacks on tourists according to reports by Reuters Limited
and U.S. Dive Travel Network (2011). In 1992 the militants warned tourists to stay away
from the sites of the ancient tombs of the pharaohs. A Nile cruise boat containing 140
German tourists was shot at, a British tour bus was ambushed, and German tourists were
ambushed in the town of Qena, all within two months in 1992. In 1993, terrorists carried
out nine attacks on tourists traveling on tour boats and tour buses, killing and wounding
many people of various nationalities. In 1992, terrorist attacks led to a 21.9% decline in
tourists and a corresponding 42.5% drop in revenue (Aziz, 1995). In 1994, at least 12
attacks were directed at tourists (Reuters Limited and U.S. Dive Travel Network, 2011).
Attacks on hotels in several areas in Egypt led to a dramatic decline in five-star hotel
occupancy from 80-82% to 50% in Cairo, 60% in South Sinai, and 3-5% in Luxor and
Aswan according to an interview with Mark Elawadi, the general manager of Conrad
International (World Investment News, 2006).

Three explosions in the town of Dahab in South Sinai in April 2006 killed more than

20 people and wounded at least 80 others, including five U.S. citizens (Reuters Limited and
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U.S. Dive Travel Network, 1997-2011). In July 2005, three explosions in Sharm el Sheikh
killed more than 60 people, including one American (Reuters Limited and U.S. Dive Travel
Network, 1997-2011).

The proximity of Egypt to countries in which violence and terrorist attacks are
endemic makes it an unwilling but easy target. Israel, Jordan, and Saudi Arabia share
borders with Egypt, and access is neither difficult nor expensive. A terrorist can travel from
place to place undetected due to the absence of language and cultural barriers.

With the downturn in tourism, there are empty tour boats lining the Nile, empty
streets in the formerly crowded Khan al-Khalili marketplace, and tour guides filling the
outdoor coffee shops as they scan the streets for customers. The lodging industry in Egypt is
a significant victim of the downturn in tourism (Essner, 2003). Many of the best known and
publicized attacks have taken place in and around hotels in both Egypt and other developing
countries. Terrorists appear to recognize the added news value their acts will receive in the
worldwide media, making hotels an especially vulnerable location. Although most large
hotels implement high security, they are still ready and easily accessible targets.

The South Sinai area, specifically Sharm el-Sheikh, relies almost totally on tourism.
The coast is lined with upscale hotels filled with Europeans on holiday. They enjoy the
warm waters and coral reefs, the fine food, and the local markets. According to the
Egyptian Hotel Association’s publication (2010), there are 47 five-star hotels in South Sinai
(30% of the five-star hotels in Egypt) and a total of 230 lodging places, indicating the
importance of this area to tourism and the crowds associated with the tourist trade.

In order to decrease the incidence of terrorist attacks in high tourist areas such as

South Sinai and Cairo, the Egyptian government has armed police controlling all entry to the
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South Sinai, whether by plane, bus, or car. Police are posted in every block in downtown
Cairo as well. This is in recognition of the economic value of the tourist trade to these areas.

In response to the frequency of attacks on tourists in Egypt, there was a 13% decline
in the number of international tourists in 1998. Japanese tourists decreased by 75%, German
tourists decreased 38%; there was a 28% reduction in tourists from Great Britain, and a 13%
reduction in American tourists (Sonmez, 1998).

Attempts to determine the monetary effect are imperfect (Blake, 2009). Far-reaching
resulting factors such as unemployment, homelessness, crime, deflation, and multiple other
economic and social ramifications are difficult to quantify (Blake & Sinclair, 2003).

The Middle East and, most specifically, Egypt rely heavily on tourism dollars, but
these countries may also represent insecurity in the mind of the tourist. Thus, this area has a
critical need for a means to ensure safety and security (World Investment News, 1998).

Egypt and Geostrategic Implications of Terrorism

The Egyptian culture is characterized by extreme poverty and sophisticated luxury
with international hotels and luxurious resorts catering to high-end clientele existing side by
side. Outside the tourist areas of Cairo, Alexandria, the Luxor area, and Sharm el-Sheikh on
the Sinai Peninsula, there is little but sandy desert and a way of life that has remained
unchanged for centuries.

The map in Figure 1 shows the critically important geographical location of Egypt as
a connecter between Asia and Africa. The country has long beaches along the Red Sea and
the Mediterranean Sea. It also is home to the Nile River, the longest river in the world,
which crosses the country from south to north. Another important feature of Egypt is the

Suez Canal, an artificial sea-level waterway in Egypt connecting the Mediterranean and Red



12

Seas. The canal was opened in November 1869 and allows water transportation between
Europe and Asia without navigation around Africa. According to the 1988 Constantinople
Convention of the Suez Canal, under international treaty it may be used “in time of war as in
time of peace, by every vessel of commerce or of war, without distinction of flag” (Public

International Law, 2011).

Figure 1. Geographic location of Egypt with respect to other Middle Eastern countries
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Egypt has an open border with Israel due to the Camp David peace agreement in
1979, which allows visitors from Israel to enter South Sinai from Elat to Taba and all South
Sinai (Sharm el Sheikh, Dahab, and many other tourist areas in South Sinai) (Camp David
Accords, 1979). This map also shows the eastern borders with Israel, Saudi Arabia, Jordan,
and Gaza.

The historical culture of this area makes Egypt one of the most desirable destinations
in the world. President Mubarak cracked down on terror attacks and increased security
measures (Hammond, 2001). In addition, decreased prices, agreements with airlines, and
public campaigns to promote security and safety have been of paramount importance to the
restoration of tourism in Cairo and other areas such as the Red Sea (Marshall, Marshall,
Abdulla, Rouphael, & Ali, 2009).

Threats to the lodging industry were used as a tool to cripple the tourism, and many
studies have been performed to find methods to handle the crisis in the industry (Blake &
Sinclair, 2003). The numerous research studies recommended increasing security to save
this industry.

In recognition of the role of tourism in Egypt, the Ministry of Tourism planned to
increase options for tourist destinations in Egypt, increase the number of hotel rooms in the
country, and increase the number of jobs in the industry (Tourism of Egypt, 2009).

Security and the Lodging Industry

Balancing security and hospitality is not an easy task. Terror threats pose challenges
to the safety and security of hotels, shopping malls, and restaurants. Maintaining security of
hotels includes security of the property, employees, and guests. Despite the availability of

technology that could create an environment of safety, hotels are slow to embrace it due to
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the difficulty of early stages of the development, cost, privacy invasion issues, and possible
legal challenges (Adams, 2006; Rogers, 2003).

In the U.S., increased security has been shown to increase tourism. For instance, the
management of the Sears Tower in Chicago used self check-in kiosks to inspect large items
which resulted in increased numbers of visitors and higher satisfaction with the security
(Longmore-Etheridge, 2007). The American Association of Mall Owners also enforced a
training program to train employees and security officers (Anti-Terror Training, 2007).

Hotel customers felt more secure and comfortable when the staff was prepared to
help and give information about security of the hotel (Gerald & Hein, 1994), in addition to
having emergency telephone numbers and well-lit hallways and corridors (Gunter, 2004).
Additional security for hotels can include fences or walls, barriers, cameras, height detectors
at the gates, lighting, a well-trained guard force, and even radar for the outside of the
building. Inside the typical hotel building, there are mazes of corridors and multiple exits,
closets, rooms off of other rooms, each of which require a different security solution.
Closed circuit TV networks can be configured in various locations within the hotel to alert
automatically for objects left behind or taken, for loitering in areas where it is not allowed,
or for intrusion in restricted areas (Goslin, 2008).

Technology and the Lodging Industry

Technology has become a component of everyday life in nearly every part of the
world. Its use has permeated every segment of the business environment. The lodging
industry is no exception and, like other industries, regularly seeks new technology as a way
to streamline daily operations such as property management, inventory, and electronic points

of sale (Murphy & Rottet, 2009). Reconfiguring the way transactions are processed with the
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corollaries of better customer service combined with convenience and ease of transactions
will be considered a “driver” for the customer and industry alike (Heracleous & Wirtz,
2006). The affected transactions include, but are not limited to, identification, security, and
payment processes such as booking, reservation, check-in, payment, customer-specific
information requests, and use of secure devices in guest rooms, conference areas, and
offices. They can be defined as “guest-centered” to include all components of the
information processes visible to and able to be used by guests, such as door entry and room
entertainment systems and “operations-centered” which includes point of sale and other
back-office components (Jackson, 2009).

Customer services using technology range from in-room entertainment service, to
internet, to check out (Murphy & Rottet, 2009). These applications lead to increased
efficiency, decreased costs, increased revenues, enhanced customer services, and the
increased ability to compete (Bacheldor, 1999; Huo, 1998; Wang & Quialls, 2007).

There seems, however, to be the unleashed potential of technology which could
enhance organizational practices to gain competitive advantage (Jackson, 2009). As the
hospitality industry provides a homogeneous product, in which information is a driving
force and key component, it will particularly benefit with the addition of technological
advances to augment their existing technology (O'Conner & Frew, 2002).

Biometric Technology and Its Applications

The need for technology to deliver reliable and reproducible services in the lodging
and hospitality industry is increasing daily (O’Conner & Frew, 2002). Employees in most
hotels currently use multiple keys to access areas in the hotel to perform their duties as well

as to gain entry to restricted areas. Human error, however, can result in loss of keys and the
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need to replace them, as well as cause concern that unauthorized individuals may access
restricted areas. Lock changes, key replacement, and the effort to make new passwords all
add to cost and inefficiency in operations.

Biometrics is a technology that lends itself well to the hospitality industry.
Biometrics is the technology of identifying individuals or authenticating identity using
distinctive physical or behavioral patterns (Jackson, 2009). With biometrics, data from a
fingerprint, for example, are collected and transmitted to a computer to processes to identify
a match within the stored database, allow access to an area, and document the entry time of a
given individual. This information can be printed or retrieved at a later time to determine all
those who accessed the area in question. This data is accurate, convenient, and cannot be
stolen or replicated because it is unique to only one subject (Jackson, 2009; Nanavati,
Thieme, & Nanavati, 2002; Ruggles, 1996). The biometrics operations consist of the
following phases:

. Data acquisition (finger print, face scan, hand geometry scan, iris scan, voice
pattern). During this phase, quality is important. If the input is not accurate, the
process may not proceed and may require another submission of data.

. Data transmission. Some systems self-store and can process at the same location
of submission of the information, and other systems transmit the information
over the Local Area Networks (LAN), intranet, or internet to other far locations
requiring data compression for speedy transfer. This is a critical process and
errors can occur; a complex protocol is necessary to ensure accuracy.

« Signal processing. During this phase, the system is used to either verify the

identity of a person or identify an individual among a group. In the verification
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process, the individual is required to access the system using a personal
identification number or a log name for identification and then present the
appropriate biometric feature. The system does a one-to-one comparison to the
stored information. In the case of identification, the system compares a
presented feature to the system which compares it to stored data and identifies
the person if the feature is stored (one to many). The user is not asked to provide
a log or PIN to be identified.

« Decision. The biometrics systems have a threshold to make a match or no match
based on the quality and match scores. Low scores lead to rejection and high
scores compared to the threshold ensure identification.

. Data storage. Data converted to templates are stored locally, on a network, or on
portable or external devices based on the needs of the organization.

For example, a unique physical characteristic is submitted to the biometric data
system, such as fingerprints. The fingerprint technology looks at the structure of the finger
print picture which contains patterns known as minutiae (valleys and ridges) unique to each
individual. Those patterns are stored in templates using encryption algorithms unique to
each vendor (Nanavati et al., 2002). Once this information is digitized and stored, it can be
recalled with ease and accuracy to identify an individual (Maghiros et al., 2005; Nanavati et
al., 2002).

Currently, the technology is advancing and in experimental stages. Other indicators
such as vein patterns in the hand, facial thermograph detecting facial pattern by the heat of
the veins under the skin, DNA, body odor, sweat glands, hand grip, fingernail bed, gait, skin

luminescence, and brain wave patterns are being evaluated (Jackson, 2009).
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The wide spread application of biometrics in personal identification of consumer
goods such as portable computers as well as government agencies (Homeland Security) to
confirm identity has led to $3 billion in sales and is projected to increase to $7 billion by
2012 (Intellectual Security, 2007). These numbers point to the increased acceptance and
trust of this technology by consumers.

Biometrics has been applied in airports, by airlines, and check-out points of sales and
has proven effective, convenient, and time saving (Jones, Williams, Hillier, & Comfort,
2007). Some hotels including Nine Zero hotel in Boston applied biometrics in guest suites.
Eighty-seven percent (87%) of hotel guests surveyed in Switzerland were willing to use
biometrics (Murphy & Rottet, 2009). Las Vegas hotel guests favored keyless room entry
when surveyed (Kim, Brewer, & Bernhard, 2008).

Although biometrics is an available and potentially a useful security tool, the
hospitality industry as a whole has been slow to adopt it (Murphy & Rottet, 2009). In the
U.S., implementation of biometrics has not occurred rapidly because of its cost, concerns
about privacy and potential legal challenges, as well as its unproven effectiveness (Adams,
2006).

Technology Adoption History

Hotels have used information technology extensively because it has been shown to
give them a competitive edge with increased customer satisfaction, as well as improved
employee productivity (Ham, Gonkim, & Jeong, 2005; Lam, Cho, & Qu, 2007).
Application of technology in hotels, however, is a complex process.

Adoption of new technology is considered successful when employees embrace and

use it effectively (Lee, Kim, Rhee, & Trimi, 2006). The literature review showed that
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research attempting to understand technology acceptance in general has relied on the theory
of reasoned action (TRA), the theory of planned behavior (TPB), the innovation diffusion
theory (IDT), and technology acceptance model (TAM) (Davis, 1989 Venkatesh & Brown,
2001).

The theory of reasoned action (TRA), popularized by Fishbein and Ajzen (1975),
suggested that subjective norm (beliefs, norm beliefs, and motivation to comply) and belief
and evaluation influence attitudes towards technology, which in turn affects behavioral
intention to use, translated into actions (Fishbein & Ajzen, 1975). Ajzen (1991) developed
the TPB, which was an extension of the TRA, and included the perceived behavior control
under the influence of interior and exterior control factors.

TAM, a well respected model used to understand human behavior and attitudes
towards technology, focused on modeling how users come to accept and see technology and
factors relating to how and when they will use technology (Davis, 1989, p. 282). TAM
reduced the beliefs in the TRA to two important beliefs; perceived ease of use and perceived
usefulness (Bruner & Kumar, 2005; Davis, Bagozzi, & Warshaw, 1989; Hong, Thong,
Wong, & Tam, 2002; Lee, Fiore, &Kim, 2006). According to Davis (1989), perceived ease
of use is “the degree to which a person believes that use of a particular system would be free
of effort,” and perceived usefulness is “the degree to which a person believes that use of a
particular system would enhance his or her job performance.” In TAM, behavior is affected
by intention to use which is a result of attitudes towards use of technology. Attitudes
towards the use of technology are affected by perceived ease of use and perceived
usefulness. In addition, perceptions have direct effects on intention to use technology.

Perceived ease of use and usefulness has been shown to be affected by external factors such
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as personal attributes, system or technology attributes, and organizational environment
(Amoako-Gyampah & Salam, 2004; Burton-Jones & Hubona, 2005; Davis et al., 1989;
Hong et al., 2002; Shang, Chen, & Shen, 2005).

No formal research in the understanding of the adoption was available, and most
interested researchers used the generic TAM and extended TAM to understand customer
acceptance of biometrics in hotels (Murphy & Rottet, 2007).

The literature review revealed a gap in studies on biometrics acceptance by
employees, yet employees are a major part of the equation when trying to implement such
technology. Adoption of new technology is considered successful when employees embrace
and use it effectively (Lee et al., 2006). A planned study by Phillips and Zhao (2008) to
survey a segment of New York hotel managers to understand their attitudes and perceptions
towards biometrics is not completed yet. The authors emphasized the importance of
understanding the attitudes of managers of hotels towards such a technology to ensure better
application and adoption to the fullest extent. As suggested by Murphy and Rottet (2009),
little attention is paid to consumers, and it is important to consider the employees as
consumers and, hence, the interest in understanding their feeling and attitudes.

People have different perceptions of what the biometrics device would be used for.
The fundamental obstacle or problem with biometrics is the lack of clear understanding of
its capabilities and limitations (Pato & Millett, 2010a). The international concern of
biometrics increased globally and rapidly on the government level especially after
September 11, 2001. The focus was to secure the borders between countries and to use
biometrics in issuing entry visas and in passports system. In 2006, the National Science and

Technology Council (NSTC) in the U.S. put forth the following recommendations:
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1. Develop and implement multi-agency strategy that advances the biometrics

science to meet the satisfaction of public needs.

2. Ensure a consistent message about biometrics and government initiatives when

agencies interact with congress, the press, and the public.

3. Strengthen international and public sector partnership to foster the advancement

of biometrics technology.

These findings gave incentives to initiate an investigation to understand some the
aspects of application of this technology in the lodging industry which interfaces with the
public on a large scale.

Purpose of the Study

The urgent need for a technology like biometrics is highlighted by the increased
security concerns of the lodging industry and hotels, hence the interest in understanding
factors or issues related to the application of this technology in a country like Egypt, which
is located in one of the most politically charged areas of the world. Application of
biometrics could be used to control access and to increase security and productivity and, in
turn, customer satisfaction. For example, hotel employees currently use multiple keys to
access areas in the hotel to perform their duties as well as for some employees to gain entry
to restricted areas. This process is flawed because human error could lead to loss of keys
and the need to replace them for a cost, as well as the fear that some unauthorized
individuals may have access to restricted areas prompting new measures such as lock
changes or making new passwords. Application of biometrics in such instances would
eliminate the upfront cost of making keys and make it easy to control access to restricted

areas. The findings of this study will set the foundation for development of strategies to



22

improve security and identification of employees and, possibly, guests. This will have

applications in human resource department tracking of internal hotel operations.

Theoretical Model

According to the known factors that affect acceptance behavior, it is plausible to
hypothesize that the following depiction could represent the model for biometric adoptions
in hotels.

Willingness to adopt any new technology depends on factors such as awareness of
how this new technology works, the ease of use, the benefit to employees and management,
and the financial impact considering the cost of acquiring the technology, implementation,
training employees, continuous upgrades, and development. It is important to incorporate
employees’ input addressing their needs and concerns to ensure buy in and compliance as

shown in Figure 2.

Enowledge »  (Attitude) \

Personal Convenience ——————* (Ease of Use, speed) —_ Willingness

to adopt
Safety & Security ————  (Physical harm, identity the&7

Satisfaction » Lhctivity reports, Eeyless)

Financial Impact * Cost of implementation /Card price

Figure 2. Technology Acceptance Model (TAM) of biometrics in hotels
Hypotheses
Based on the research, the following hypotheses are proposed:

Hla: Quality of information generated from biometrics devices positively influence
perception of employees of value-added benefit to the work place.
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H1b: Quality of information generated from biometrics devices positively influence
ease of use.

Hlc: Quality of information generated from biometrics devices influences device
accepted.

H2a: Biometrics knowledge positively influences the perception of employees of
value-added to the work place.

H2b: Biometrics knowledge positively influences ease of use.

H2c. Biometrics knowledge influences type of device accepted.

H3a: Technological intent positively influence employees perception of value added
to the work place.

H3b: Technological intent is positively influenced by ease of use.
H3c: Technological intent influences type of device accepted.

H4a: Concerns about biometrics negatively influences employees’ perception of
value added to the work place.

H4b: Concerns about biometrics negatively influences ease of use.
H4c: Concerns about biometrics influences type of device accepted.

H5a: Location of the biometrics device positively influences perception of value
added to the work place.

H5b: Location of the biometrics device positively influences ease of use.
H5c: Location of the biometrics device influences type of device accepted.

H6: Employee perception of value added positively influences type of device
accepted

H7: Employee perception of ease of use will positively influence type of device
accepted.
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CHAPTER 3. METHODOLOGY

Technology application in the hospitality industry has increased the competitive edge
of hotels, improved in-house operations, and increased customer services (Bacheldor, 1999;
Huo, 1998; Sweat & Hibbard, 1999; Wang & Qualls, 2007). This chapter will discuss the
steps and the methods used to collect data including human subject use, population and
study sample, instrument, participants, procedure of data collection, and data analysis.

Human Subject Use

The lowa State University Human Subjects IRB forms were submitted with
information regarding the exploratory survey of students and hotel employees. The
materials included a cover letter, a consent form, and the survey instrument. The
Institutional Review Board Chair declared both studies exempt from the requirements of the
Human Subject Protections regulations and approved the project (IRB number 09-399).

Population and Study Sample

The study population consisted of Egyptian employees and managers of five-star
hotels in Egypt. Egypt has 1,035 hotels (Egyptian Hotel Association, 2006). Of those, 156
ranked in the five-star category. In 2006, the Egyptian Ministry of Tourism adopted a new
ranking system of hotels (Dunn, 2006). This ranking system depended on factors including
the number of rooms; the presence of a swimming pool, banquet hall, night club, 24-hour
room service, and a business center, as well as service quality (Dunn, 2006). This ranking
system is in accordance with the International Hotel and Restaurant Association (IH&RA)
recommendations. Hence, one would assume that to accomplish these high standards of
service, a large work force would be available, and we would increase our chances of having

a representative sample of the work force. Moreover, large hotels may influence decision
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makers in the government. The government agencies in Middle Eastern countries are
involved in many big decisions for hotels like the adoption of biometrics even if it is for the
employees only. Government agencies have the power of authority to enforce the
application of the biometrics technology if they want.

A summary of five-star hotels in Egypt is shown in Appendix A. Seventy-six
percent of the five-star hotels in Egypt (118) are located in the areas of South Sinai (Sharm
el Sheikh), Cairo, and near the Red Sea. A stratified proportional sample of the population
was selected from these three areas.

Instrument

Biometrics use is not totally new to Egypt as it has been implemented on a small
scale in some banks such as Amman American Bank in Cairo. Most of the current
applications are related to individual verification and authentication to receive services,
according to Amr Shawki (2009), the chairman of Egytec, an engineering company
responsible for organizing the smart card industry even yearly in Egypt. Other plans are in
the works to expand the use of the smart cards for services such as health, pension card,
family cards, etc. (Shawki, 2009).

In the hospitality industry, however, no applications are present at this time. Itis
essential to understand what hotel employees know about biometric technology, the types of
the devices available, how this technology would impact their ability to perform their duties
effectively, how it would serve them and be useful to them, and what they would perceive as
added value of such technology. With these issues in mind, a survey was designed utilizing

knowledge gained from the works of Murphy and Rottet (2009) in Switzerland and with
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permission (Appendix B); and Kim et al. (2008) in the U.S., as well as the TAM
understanding by Davis (1989).

Willingness to adopt any new technology depends on such factors as awareness of
how this new technology works; ease of use; the benefit to employees and management; and
the financial impact of (a) the cost of acquiring and implementing the technology, (b)
training employees, (c) continuous upgrades, and (d) development. It is important to
incorporate employees’ input, addressing their needs and concerns to ensure buy in and
compliance.

Table 2 shows a list of possible factors that could affect willingness to adopt and
apply biometrics. The factors are numbered from one to six in the first row; under each
factor are some variables or items which are marked alphabetically.

With 34 variables in the instrument, 340 completed surveys are needed in order to
conduct appropriate factor analysis (Gorsuch, 1983). It is not clear from the literature
review the actual number of Egyptian hotel employees and managers in five-star hotels. The
survey was distributed proportionate to the density of the five-star hotels (Table 3).

In a preliminary study to test the instrument, a survey using a Likert-type scale (1
strongly agree, to 7 strongly disagree) based on the work of Murphy and Rottet (2009) and
Kim et al. (2008), was developed and submitted to IRB for approval. The pilot test was
performed to test the readability and the understanding of the questions in the instrument.
The 300 students who participated in the preliminary study were students from Cairo
University and Ain Shams University in Egypt who were taking a leadership course
sponsored by IBM and the ministry of communication. The concepts of knowledge of

biometrics, value added in work and school, expectation of how biometrics will function,
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and willingness to use biometric devices were tested. One hundred and four surveys were
collected and used in the analysis; the results are shown in Table 4.

Table 2. Possible factors that affect willingness to adopt biometrics arranged from 1-6 with
Subfactors or Variables Arranged Alphabetically Under Each Factor

1. Typeof 2. Source of 3. Value- 4. Performance 5. Usability 6. Concerns
biometrics knowledge added of biometrics
device
a) Fingerprint ~ a) Television a) Employees a) Accuracy a) Used for a) Physical
(personal access harm
CONVENIENCE) control
b) Facial scan  b) Radio b) Work flow b) Eases of use  b) Use for b) Privacy
attendance
c) Retinal c) Read c) Safety of c) Speed ofuse  c) Identity c) Identity
scan the work verification theft
place. for main
Increase/ entrance,
decrease and
restricted
areas entry
d) IRISscan  d) Used d) Financial d) Ease of d) Computer  d) Data
previously impact upgrade and access security
adaptability
¢) Hand &) Productivity ¢) Maintenance €) Access
geometry increase/ need to data
scan decrease
f)“ase of
obtaining
report
Table 3. Proportionate Survey Distribution
Number of the
Number and percentage of hotels .
State P g surveys distributed
South Sinai
=1380,
(Sharm el-Sheikh) 4> =38% 1140
Cairo 38 =32% 960
Red Sea 32 =30% 900
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Table 4. Cronbach’s Alphas for the Pilot Test Variables (N = 104)

Variable Item Number Alpha
Value added to the work place /school 12 0.93
The quality of the output information 6 0.91
Willingness to use the biometrics 9 0.85
Concern about biometrics use 5 0.83
Benefits expected from using the biometric 5 0.82
Knowledge about the biometrics 3 0.50
Type of biometric accepted 8 0.45

Based on the pilot test , the survey was modified, and a shorter version was
developed and used with hotel employees in Egypt. A five-point Likert-type scale
(1=strongly disagree, 5=strongly agree) was used to rate the items. A copy of the survey is
shown in Appendix C. The change from the seven-point scale to the five-point scale was
done to avoid the tendency of the participants to cluster the answers randomly in the middle.

The survey was divided into two sections. The first section contained demographic
questions such as age, gender, level of education, salary, years of experience, department
where the participant worked, and work shift. The second section focused on questions to
address knowledge of biometrics, the preferred type of biometrics devices and the best
location of those devices, the expected performance of biometrics, quality of information
obtained from the biometrics applications, the value added to the work flow and customer
service, and concerns about biometrics use.

The survey contained pictures to prompt the participants when the questions asked
about biometric devices and their types such as the fingerprint, hand geometry, or handprint,

as shown in Figure 3.
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How Biometrics Works

Figure 3. Representatives of fingerprint, hand geometry, and handprint

To avoid personal bias, a general statement was made to inform the participants that
this is a new technology, and it is acceptable not to know the devices, not to have an answer
like others, or not chose to answer.

Participants

The researcher contacted 75 five-star hotels in Cairo, Sharm el Sheikh, and
Hurghada representing 80% of the five-star hotels in Egypt by telephone. Employees from
various departments including front office, food and beverage, engineering, accounting,
housekeeping, marketing, sales, and others participated in the survey.

In order to access the employee work force, the researcher had to meet with
managers in hotels to explain study, deliver the surveys and to collect them later from the
same managers after the employees had filled out the surveys.

Procedures of Data Collection
Survey Distribution Procedure
The researcher contacted a total of 75 five-star hotels and got approval from general

managers and human resource managers to conduct the survey in the hotels. The researcher
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was instructed to deliver the survey to the administration offices and have a meeting to
discuss the logistics of conducting the survey. Several hotel managers asked for supporting
letters from government agencies to support the research as a condition to take the surveys
or allow the employees to participate. The head of the department of Apparel Education
Studies and Hospitality Management (AESHM) at lowa State University sent a letter via fax
to the Egyptian Hotel Association and to the Senior Undersecretary Director of Hotel
Section in the Ministry of Tourism (Appendix D). None of those locations, however,
received the faxes. In addition, the head of the department of AESHM sent a letter via fax
to the culture council in the American Embassy in Cairo with a similar request for assistance
and facilitation. The American Embassy in Cairo issued a support letter (Appendix E) to the
researcher to submit to hotel managers to facilitate the study.

The survey was distributed in the participating hotels in Cairo, Sharm el Sheikh, and
Hurghada. During the first trip to the hotels, the researcher discussed with the hotel
manager the distribution of the surveys. Would they be distributed by the department heads,
or would they be left at the security gate where the employees punch their time cards? The
managers asked the supervisors to distribute equal numbers of surveys at all work shifts
(morning, afternoon, and night) and to distribute the survey randomly using work ID serial
number instead of the alphabetical ranking as is commonly used in Egypt. Two to three
trips were made to collect the completed surveys. A gift raffle was started to improve
participation and to increase the response rate. Because this culture frowns upon giving a
direct gift to a specific person for participating in a survey, the raffle allowed the
participants to feel they have a chance to win something, thus avoiding the conflict. Ten

days to two weeks later, the completed surveys were collected.
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Data Analysis

The completed surveys were analyzed using SPSS Version 18 (SPSS 18).
Descriptive analysis of hotel sample surveyed, demographic variables of the participants,
source of knowledge, and the overall response of the completed usable surveys (N=809)
were performed. The internal consistency of each of the measures was assessed via
Cronbach’s alpha. Univariate analysis of variance with 95% confidence intervals was
conducted. Estimated marginal means of type accepted model with the variables was
performed, and the profile plot was obtained.

Further analysis for missing values and screening for outliers was done, and 68
surveys with two missing values were eliminated leaving 741 surveys for further analysis.
Linear regression was conducted to determine whether there were outliers in the x- and
y-space. The mean composite scores were computed for all the variables. Type of
biometric procedure accepted was regressed on quality of information, knowledge, concern,
location, technological intent, value, and ease of use. Twenty cases whose Cook’s D values
were two standard deviations above the Cook’s D mean were considered as outliers (Cook’s
D values above .008, M =.002; SD = .006) and were deleted from consequent analyses,
making the final sample size 719.

Descriptive analyses including frequencies and percentages of the demographic
variables, the overall responses, and mean and standard deviation were calculated. To test
the reliabilities of the measures, the internal consistency of each of the measures was
assessed via Cronbach’s alpha. Because of the unacceptable low alpha for the knowledge
about biometrics measures, all items were used to create the knowledge composite. The low

alpha for the type accepted was also unacceptable, but alpha for the items relating to the
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eyes were acceptable (iris and retina) and were only used to create the type accepted
composite. The alpha for the location of biometric device at the entrance was low and was
eliminated from the location composite. Cronbach’s alpha for the other three measures (i.e.,
performance of biometrics, concern about biometrics use, and biometrics information
quality) were acceptable. ANOVA descriptive analysis testing was applied to examine how
age, education, salary, experience, department, and shift differences related to the study
variable.

Structure Equation Model (SEM) was used by applying path analysis instead of
confirmatory factor analysis. The fit of the whole model was assessed using the statistical
indices Chi-square, Chi-square/degrees of freedom, Comparative Fit Index (CFl), Root
Mean Square Error of Approximation (RMSEA), and Standardized Root Mean Square
(SRMR). The magnitude of the individual parameters (i.e., path coefficients and
correlations) was assessed at the .05 level. The direction of the individual parameters was
evaluated vis-a-vis prior research findings. A predicted model was developed. Fit models
for employees working in the metropolitan and resort hotels were developed in an attempt to

find any differences among the two populations.
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CHAPTER 4. RESULTS AND DISCUSSION

The survey used was based on the work of Murphy and Rottet (2009) and Kim et al.
(2008) utilizing a five-point Likert-type scale (1=strongly disagree, 5=strongly agree) to rate
the items. The items in the survey were planned to test the conceptual model proposed in
Figure 1. The self-administered survey was divided into two segments. The first set of
questions was focused on demographic determinants (gender, marital status, age, years of
education, years of experience, salary, work shift, and assigned department. The second set
of questions were intended to understand issues related to awareness of biometrics
technology such as which technology employees would prefer; where they would prefer to
place it; what they would think about its performance in the job place; the ease of use and
the value added to themselves and to customer service; and how those factors would affect
their willingness to use the technology when implemented. The cross-sectional data were
collected from surveys completed by employees in five-star hotels in Egypt from Cairo
(metropolitan area) and Sharm el Sheikh and Hurgada (resorts).

Description of the Hotel Sample

Two thousand four hundred surveys were distributed in 31 hotels in metropolitan
Cairo and in resort hotels in Hurghada and Sharm. A summary of the hotels contacted and
surveyed are shown in Table 5.

The hotels surveyed in the study represented 75% of the five-star hotels in Egypt.
The researcher was able to contact 25 of 38 hotels in Cairo representing 66% of the five-star
hotels in that area, 30 of 45 in Sharm el Sheikh representing 67% of the five-star hotels in

that area, and 20 of 35 in Hurgada representing 75% of the five-star hotels in that area.
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Table 5. Summary of the Hotels Contacted

Area Hotels Hotels Surveys Surveys Response  Useful/ Response
contacted accepted distributed  collected rate used rate used
Cairo 25 8 600 300 50% 244 40.66 %
Sharm 30 12 1000 350 35% 276 27.6 %
Hurghada 20 11 800 310 38.7% 199 24.8 %
Total 75 31 2400 960 40% 719 31.02

Description of the Demographic Variables of the Participants
Of the 2,400 surveys distributed, 960 were collected, and 809 were found to be
usable for analysis. A summary of the demographics of the participants is shown in Table 6
(see Appendix G). Employees were asked about their knowledge of biometrics and how
they found out about it. The source of knowledge and the summary of the responses are
shown in Table 7.

Table 7. Source of Knowledge Mean and SD

Source of knowledge Mean SD
Television 0.49 .50
Word of mouth 0.44 49
Newspaper 0.29 40
Had used biometrics 0.29 44
Radio 0.13 .34
Never heard about it 0.19 .39

Television and word of mouth communication were the most effective sources of
knowledge. Radio was the least effective method. One hundred and fifty respondents said
they had never heard about biometrics; they were able to answer the questions, however,
because the survey had pictures that helped them. For source of knowledge, in many cases

the participants marked more than one source of knowledge, thus a total of more than 100%.
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Survey questions sought to determine factors that could influence intent to use the
technology, such as the type of biometric devices, appropriate location of the device,
expected performance of biometrics, the information quality in conducting better work and
customer service, the added value, and the concerns about biometrics use. A summary of
overall responses is shown in Table 8 (see Appendix G). The employees seemed to favor
finger print devices, wanted to place them at the employee entrance, felt that the technology
is easy to use, flexible and adaptable to change, the information obtained from the device is
clear and accurate, and the use of this technology will help with security. Physical harm and
concerns about who has access to the information were at the top of the list of concerns
when it came to biometrics.

Preliminary Data Analysis

The first round of screening of the 960 collected surveys eliminated 151 unusable
surveys. The response rate was 33.7% (809/2,400). The internal consistency of each of the
measures was assessed via Cronbach’s alpha as shown in Table 9.

Table 9. Cronbach’s Alphas for the Study Variables (N=809)

Variable Item N Alpha
Performance of biometrics 6 .88
Biometrics information quality 6 .86
Added value 5 .84
Concern about biometrics use 6 .82
Appropriate location of device 6 .70
Type of biometrics device 5 .55
Knowledge about biometrics 6 21
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Univariate analysis and estimated marginal means of type accepted to evaluate the
covariate (gender, age, education, and marital status) values are shown in Figure 4, and the

profile plot obtained is shown in Figure 5.
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Figure 4. Estimated marginal means of type accepted related to the covariates (gender, age,
education, and marital status)
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Dependent Variable: TypeAccepted

Observed

Predicted

Std. Residual

Observed Predicted Std. Residual

Model: Intercept + GENDER + AGE + EDU + MAS\TI‘\L J; concern + know + value + location + Easecfuse
+ Qualitinfo

Figure 5. Profile plot
Further analysis done for missing data and screening for outliers made the final
sample size 719. The demographic variables of the final sample (N=719) showed the
following:
1. The frequencies and percentages of the demographic variables are displayed in
Table 10 (see Appendix G).
2. The majority of the respondents were males (88.7%) between 18 and 39 years of
age (87.8%). One third of the respondents were high school graduates (30.6%),
while slightly more than one third were college graduates (36.4%). More than
half of the respondents were single (53.4%); 43.4% were married. The majority
of the respondents earned between 500 and 3,000 Egyptian pounds
($90-$545.45) (72%), and respondents ranged from inexperienced (20.3%) to
experienced (17.8%).
3. Most of the respondents worked at resort hotels (66.1%) and were from different
departments. The majority worked the morning shift (64.1%).

A summary of the survey responses of the 719 participants is shown in Table 11.
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Table 11. Overall Responses and Mean and SD (N=719)

mean SD
Type of biometric device
Finger print 3.44 1.28
Hand scan 341 1.33
Iris scan 2.92 141
Retinal scan 2.89 1.33
Face scan 2.67 1.45
Appropriate location of device
Employee entrance 3.86 1.34
Employee clock in/out 3.77 1.24
Restricted area 3.47 1.36
Computer access 3.29 1.33
Employee locker 3.24 1.38
Others 2.98 1.31
Performance of Biometrics
Ease of use 4.03 1.02
Flexibility and adaptability 4.00 0.99
Speed 3.93 0.99
Low maintenance 3.86 1.08
Security of restricted areas 3.86 1.20
Timely reports 3.73 1.09
Biometrics information quality
Clear information 3.93 1.00
Accurate information 3.89 1.06
Sufficient information 3.88 1.07
Up-to-date information 3.84 1.00
Relevant 3.82 1.06
Useful format 3.77 1.19
Added value
Enhance security 3.90 1.08
Data collection and reports 3.71 1.12
Improve productivity 3.64 1.12
Convenience 3.58 1.07
Profitable 3.58 1.25
Concerns about biometrics use
Physical harm 3.26 1.44
Who has access to information 3.25 1.29
Identity theft 3.24 1.09
Information security 3.23 1.20
Privacy 3.21 1.29

Other concerns 2.79 1.29
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Reliabilities of the Measures

The internal consistency of each of the measures was assessed via Cronbach’s alpha:

1.

The alphas for each of the measures are displayed in Table 12. Alphas ranged

from acceptable to unacceptable.

Alpha for knowledge about biometrics measure was unacceptable at .51. Since

removal of any item did not increase alpha by much, all items were used to create

the knowledge composite.

Alpha for the type accepted was also unacceptable at .49. Since alpha for the

items relating to the eyes was acceptable at .75 (iris and retina), only these two

items were used to create the type accepted composite.

Alpha for the type accepted was also unacceptable at .49. Since alpha for the

items relating to the eyes was acceptable at .75 (iris and retina), only these two

items were used to create the type accepted composite.

Alpha for the location of biometric device was also unacceptable at .67. Since

the item-total correlation for the first location item (i.e., entrance) was low, this

item was not used to create the location composite. Alpha without this item was

acceptable at .75.

Alphas for the other three measures (i.e., performance of biometrics, concern

about biometrics use, and biometrics information quality) were acceptable.
Study Variables

The descriptive statistics for the study variables are shown in Table 13.

The skew index of two variables, value and ease of use, were higher than the

acceptable criteria of three (Kline, 2005); accordingly, they were transformed
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using a power function. The skew index of the transformed variables fell below

three; thus, these transformed variables were used in consequent analyses.

ANOVA descriptive analysis testing was applied to examine how age, education,

salary, experience, department, and shift differences relate to technological intent, concern

about use, location of device, knowledge, added value, ease of use, and type accepted.

Table 12. Cronbach’s Alphas for the Study Variables (N=719)

Variable Iltem N Alpha
Performance of biometrics 6 87
Concern about biometrics use 6 .82
Biometric information quality 5 .82
Appropriate location of device 6 .67
Knowledge about biometrics 5 51
Type of biometrics device 5 49
Eyes 2 15
Hand 2 37

Table 13. Descriptive Statistics of the Study Variables (N=719), SE for Skew Statistic = .09

Variable Range Mean SD Skew
Ease of use 1to5 3.90 .78 A2
Added value 1to5 3.68 .88 -.39
Location of device 1t05 3.24 1.02 -.32
Concern about use 1to5 3.17 0.94 -.16
Type accepted 1to5 3.07 .78 12
Total knowledge 0to6 2.45 1.42 .09
Technological intent 1t03 1.89 .67 14

During calculating the knowledge responses, participants were given options range from 0 to

6 where 0 is never heard about it and the other numbers were assigned to television, radio,
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newspapers, word of mouth, and have used it before. The highest possible number is 6, and
the lowest is supposed to be 0. The answers were either yes or no for any of these 6 items
(either yes =1 or no = 0).
Age Difference Analysis

One-way ANOVAs were conducted to analyze age differences for the perception of
quality of information, knowledge of biometrics, concerns about the technology,
technological intent, location, ease of use, and value added. Table 14 presents the means
and standard deviations of the variables by age group (see Appendix G). There were no
differences in concerns about technology (F(3, 718) = .965, p > .05), quality of the
information (F(3, 718) = 1.560, p > .05), value (F(3, 718) = 1.208, p > .05), location (F(3,
695) = 1.787, p > .05), and technological intent (F(3, 718) = 2.115, p > .05) by age.

There was, however, a significant difference in knowledge about biometrics by age
(F(3, 718) = 3.581, p <.05). Those 18-28 had significantly lower scores (M = .2827) than
those 29-39 (M =.3235). There was a significant difference in ease of use by age
(F(3, 718)=2.676, p < .05). Those 18-28 had significantly higher scores (M = 3.9448) than
those 51 and older (M = 3.4211) (see Table 15).
Education Differences

One-way ANOVAs were conducted to analyze education differences for the
perception of quality of information, knowledge of biometrics, concerns about the
technology, technological intent, location, ease of use, and value added. Table 16 presents
the means and standard deviations of the variables by education level (see Appendix G).
There were no significant differences in concerns about technology (F(3, 718) = 1.207, p >

.05) and knowledge about biometrics (F(3, 718) = 1.966, p > .05) by education.
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Table 15. ANOVA Table for Age

Sum of df Mean F Sig.
Squares Square
Concern about  Between Groups 2.583 3 .861 965 409
technology
Within Groups 637.973 715 .892
Total 640.556 718
Quality of the  Between Groups 3.324 3 1.108 1.560 .198
information
Within Groups 507.956 715 710
Total 511.280 718
Knowledge Between Groups 397 3 132 3.581 014
about
biometrics
Within Groups 26.427 715 .037
Total 26.824 718
Ease of use Between Groups 5.215 3 1.738 2.676 .046
Within Groups 464.414 715 .650
Total 469.629 718
Value Between Groups 2.785 3 .928 1.208 .306
Within Groups 549.575 715 .769
Total 552.360 718
Location Between Groups 3.726 3 1.242 1.787 148
Within Groups 481.034 692 .695
Total 484.760 695
Technological Between Groups 2.873 3 .958 2.115 .097
intent
Within Groups 323.775 715 453
Total 326.648 718

There was, however, a significant difference in quality of information by education
level (F(3, 718) = 16.966, p < .05). Those with some high school had significantly lower
scores (M = 3.4467) than high school graduates (M = 3.7326), those with some college (M =

3.9107), and those with a college or postgraduate education (M = 4.0732).
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There was a significant difference in ease of use by education level (F(3, 718) =
14.428, p <.05). Those with some high school had significantly lower scores (M = 3.4733)
than high school graduates (M = 3.8470), those with some college (M = 4.0208), and those
with a college or postgraduate education (M = 4.0488).

There was a significant difference in value by education level (F(3, 718) = 9.317, p <
.05). Those with some high school had significantly lower scores (M = 3.3260) than high
school graduates (M = 3.6164), those with some college (M = 3.7500), and those with a
college or postgraduate education (M = 3.8341). There was a significant difference in
location by education level (F(3, 695) = 5.440, p < .05). Those with a college or
postgraduate education had significantly higher scores (M = 3.5613) than those with some
high school (M = 3.2268) and high school graduates (M = 3.3264) (see Table 17).

There was a significant difference in technological intent by education level (F(3,
718) = 29.450, p <.05). Those with some high school had significantly lower scores (M =
1.5900) than those with some college (M = 1.9107) and those with a college or postgraduate
education (M = 2.1359).

Salary Difference

One-way ANOVAs were conducted to analyze salary differences for the perception
of quality of information, knowledge of biometrics, concerns about the technology,
technological intent, location, ease of use, and value added. Table 18 presents the means
and standard deviations of the variables by salary group (see Appendix G). There were no

differences in location (F(4, 648) = .247, p > .05) by salary.
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Table 17. ANOVA Table for Education

Sum of df Mean F Sig.
Squares Square
Concern about  Between Groups 3.227 3 1.076 1.207 .306
technology
Within Groups 637.329 715 891
Total 640.556 718
Quality of the  Between Groups 33.978 3 11.326  16.966 .000
information
Within Groups 477.303 715 .668
Total 511.280 718
Knowledge Between Groups 219 3 .073 1.966 .118
about
biometrics
Within Groups 26.604 715 .037
Total 26.824 718
Ease of use Between Groups 26.806 3 8.935 14.428 .000
Within Groups 442.823 715 .619
Total 469.629 718
Value Between Groups 20.781 3 6.927 9.317 .000
Within Groups 531.579 715 743
Total 552.360 718
Location Between Groups 11.169 3 3.723 5.440 .001
Within Groups 473.591 692 .684
Total 484.760 695
Technological Between Groups 35.923 3 11.974  29.450 .000
intent
Within Groups 290.725 715 407
Total 326.648 718

There was, however, a significant difference in concern about technology by salary
level (F(4, 670) = 3.724, p < .05). Those with a salary of 1,001-3,000 Egyptian pounds had
significantly lower scores (M = 2.9672) than those who preferred to not mention their salary

(M = 3.4207).
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There was a significant difference in quality of information by salary level (F(4, 670)
=4.432, p <.05). Those with a salary of less than 500 E.P./month had significantly lower
scores (M = 3.5513) than those with a salary of 501-1,000 (M = 3.8828), those with a salary
of 1,001-3,000 (M = 3.9343), those with a salary >3,001 (M = 3.8899), and those who
preferred to not mention their salary (M = 3.9512).

There was a significant difference in knowledge of biometrics by salary level (F(4,
670) = 7.215, p < .05). Those with a salary of less than 500 E.P./month had significantly
lower scores (M =.2977) than those with a salary of >3,001 (M = .3805).

There was a significant difference in ease of use by salary level (F(4, 670) = 3.951, p
<.05). Those with a salary of less than 500 E.P./month had significantly lower scores (M =
3.6425) than those with a salary of 1,001-3,000 (M = 4.0207) and those with a salary >3,001
(M = 3.9686).

There was a significant difference in value by salary level (F(4, 670) = 4.071, p <
.05). Those with a salary of less than 500 E.P./month had significantly lower scores (M =
3.4479) than those with a salary of 1,001-3,000 (M = 3.8292) and those who preferred to not
mention their salary (M = 3.8292).

There was a significant difference in technological intent by salary level (F(4, 670) =
12.752, p < .05). Those with a salary of less than 500 E.P./month had significantly lower
scores (M = 1.6496) than those with a salary of 1,001-3,000 (M = 1.9635), those with a
salary >3,001 (M = 3.8899), and those who preferred to not mention their salary (M =

1.9390) (see Table 19).
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Sum of df Mean F Sig.
Squares Square
Concern about Between Groups 13.358 4 3.339 3.724  .005
technology
Within Groups 597.155 666 .897
Total 610.513 670
Quality of the Between Groups 12.653 4 3.163 4432 .002
information
Within Groups 475.339 666 714
Total 487.992 670
Knowledge Between Groups 1.053 4 .263 7.215 .000
about biometrics
Within Groups 24.295 666 .036
Total 25.348 670
Ease of use Between Groups 10.541 4 2.635 3.951 .004
Within Groups 444,253 666 .667
Total 454.794 670
Value Between Groups 12.609 4 3.152 4071 .003
Within Groups 515.737 666 174
Total 528.346 670
Location Between Groups 712 4 178 247 911
Within Groups 463.731 644 720
Total 464.444 648
Technological Between Groups 21.299 4 5.325 12.752  .000
intent
Within Groups 278.093 666 418
Total 299.392 670

Differences by Experience

One-way ANOVAs were conducted to analyze differences by years of experience for
the perception of quality of information, knowledge of biometrics, concerns about the
technology, technological intent, location, ease of use, and value added. Table 20 presents

the means and standard deviations of the variables by years of experience (see Appendix G).



47

With the ANOVA analysis and no differences in concerns about technology (F(6, 718) =
1.021, p > .05), quality of the information (F(6, 718) = 1.228, p > .05), knowledge about
biometrics (F(6, 718) = .282, p > .05), ease of use (F(6, 718) = 1.777, p > .05), value (F(6,
718) =1.187, p > .05), location (F(6, 695) = .383, p > .05), and technological intent (F(6,
718) = 1.554, p > .05) by years of experience (Table 21).

Table 21. ANOVA Table for Years of Experience

Sum of df Mean F Sig.
Squares Square
Concern about  Between Groups 5.464 6 911 1.021 410
technology
Within Groups 635.092 712 .892
Total 640.556 718
Quality of the Between Groups 5.236 6 873 1.228 .290
information
Within Groups 506.044 712 711
Total 511.280 718
Knowledge Between Groups .064 6 011 282 946
about biometrics
Within Groups 26.760 712 .038
Total 26.824 718
Ease of use Between Groups 6.927 6 1.155 1777  .101
Within Groups 462.702 712 .650
Total 469.629 718
Value Between Groups 5.468 6 911 1.187 311
Within Groups 546.891 712 .768
Total 552.360 718
Location Between Groups 1.610 6 .268 383 .890
Within Groups 483.150 689 701
Total 484.760 695
Technological Between Groups 4.221 6 704 1554 158
intent
Within Groups 322.427 712 453

Total 326.648 718
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Differences by Department

One-way ANOVAs were conducted to analyze department differences for the
perception of quality of information, knowledge of biometrics, concerns about the
technology, technological intent, location, ease of use, and value added. Table 22 presents
the means and standard deviations of the variables by department (see Appendix G). There
were no differences in concerns about technology (F(7, 718) = 1.122, p > .05) and location
(F(7,695) =.1.831, p > .05). There appeared to be a significant difference in quality of
information by department (F(7, 718) = 3.216, p < .05). Post hoc analyses, however,
revealed there were not significant differences between the departments.

There was a significant difference in knowledge about biometrics by department
(F(7, 718) = 4.523, p < .05). Those in marketing had significantly higher scores (M = .4649)
than those in housekeeping (M = .2751), food and beverage (M = .3121), and those in other
departments (M =.2548). There was a significant difference in ease of use by department
(F(7, 718) = 3.539, p <.05). Those in marketing had significantly lower scores (M =
3.3596) than those in accounting (M = 3.9964), food and beverage (M = 3.9872), and those
in other departments (M = 3.9817).

There was a significant difference in value by department (F(7, 718) = 2.172, p <
.05). Those in food and beverage had significantly lower scores (M = 3.7745) than those in
sales (M = 3.2000). There was a significant difference in technological intent by department
(F(7, 718) = 5.880, p < .05). Those in front office had significantly higher scores (M =
2.1098) than those in housekeeping (M = 1.6667) and engineering (M = 2.0000) (see Table

23).
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Table 23. ANOVA Table for Department

Sum of df Mean F Sig.
Squares Square
Concern about Between Groups 6.999 7 1.000 1122 347
technoloav
Within Groups 633.556 711 .891
Total 640.556 718
Quality of the Between Groups 15.693 7 2.242 3.216 .002
information o
Within Groups 495.587 711 .697
Total 511.280 718
Knowledge about
biometrics Between Groups 1.144 7 163 4,523 .000
Within Groups 25.680 711 .036
Total 26.824 718
Ease of use Between Groups 15.814 7 2.259 3.539 .001
Within Groups 453816 711 .638
Total 469.629 718
Value Between Groups 11.567 7 1.652 2.172 .035
Within Groups 540.793 711 761
Total 552.360 718
Location Between Groups 8.864 7 1.266 1.831 .079
Within Groups 475.895 688 .692
Total 484.760 695
;‘igﬂ?o'ogi"a' Between Groups 17.876 7 2554 5880 .000
Within Groups 308.772 711 434
Total 326.648 718

Differences by Shift

One-way ANOVAs were conducted to analyze differences by shift for the perception
of quality of information, knowledge of biometrics, concerns about the technology,
technological intent, location, ease of use, and value added. Table 24 presents the means
and standard deviations of the variables by years of experience. There were no differences
of quality of information, knowledge of biometrics, concerns about the technology, in

concerns about technology (F(6, 718) = 1.021, p > .05), quality of the information (F(6,
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Variable Shift N Mean SD Min Max
Concern about morning 461 3.1414 .94548 1.00 5.00
technology
afternoon 165 3.2838 93183 1.00 5.00
night 53 3.0409 .93650 1.00 5.00
Total 679 3.1681 94276 1.00 5.00
Quality of the morning 461 3.8818 83127 1.00 5.00
information
afternoon 165 3.8232 .86205 1.83 5.00
night 53 3.7642 .82976 1.00 5.00
Total 679 3.8584 .83830 1.00 5.00
Knowledge about morning 461 .2805 .18054 .00 1.00
biometrics
afternoon 165 3515 22241 .00 1.00
night 53 .3208 19017 A7 1.00
Total 679 .3009 19439 .00 1.00
Ease of use morning 461 3.9328 .718200 1.00 5.00
afternoon 165 3.8717 82714 1.00 5.00
night 53 3.8239 .89956 1.00 5.00
Total 679 3.9094 .80234 1.00 5.00
Value morning 461 3.7150 .84435 1.00 5.00
afternoon 165 3.6230 91901 1.60 5.00
night 53 3.6038 91019 1.40 5.00
Total 679 3.6839 .86810 1.00 5.00
Location morning 441 3.4002 .82564 1.17 5.00
afternoon 163 3.4560 .85603 1.17 5.00
night 52 3.5801 .79108 1.83 5.00
Total 656 3.4284 .83093 1.17 5.00
Technological intent morning 461 1.8742 .65392 1.00 3.00
afternoon 165 1.8727 67321 1.00 3.00
night 53 1.8868 .75091 1.00 3.00
Total 679 1.8748 .66559 1.00 3.00
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718) = 1.228, p > .05), ease of use (F(6, 718) = 1.777, p > .05), value (F(6, 718) = 1.187, p >
.05), location (F(6, 695) = .383, p > .05), and technological intent (F(6, 718) = 1.554, p >
.05) by shift (see Table 25).

Table 25. ANOVA Table for Shift

Sum of df Mean F Sig.
Squares Square
Concern about Between Groups 3.398 2 1.699 1.917 148
technology
Within Groups 599.212 676 .886
Total 602.610 678
Quality of the Between Groups 927 2 463 .659 518
information
Within Groups 475.536 676 .703
Total 476.463 678
Knowledge Between Groups .635 2 317 8.584 .000
about biometrics
Within Groups 24.986 676 .037
Total 25.621 678
Ease of use Between Groups 873 2 437 678 .508
Within Groups 435.584 676 .644
Total 436.457 678
Value Between Groups 1.397 2 .698 926 .396
Within Groups 509.538 676 154
Total 510.935 678
Location Between Groups 1.672 2 .836 1.211 .298
Within Groups 450.572 653 .690
Total 452.244 655
Technological Between Groups .009 2 .004 010 990
intent
Within Groups 300.351 676 444

Total 300.359 678
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There was a significant difference in knowledge about biometrics (F(2, 678) =

8.584, p < .05) by shift. Those who worked the morning shift (M = .2805) had significantly

lower mean scores that those who worked the afternoon shift (M = .3515).

Path Analysis

To confirm the results of exploratory factor analysis, Structural Equation Model

(SEM) methodology was used by applying path analysis, in which all variables are observed

directly. In evaluating a path model, the fit of the whole model as well as the magnitude and

direction of its individual parameters must be assessed (Kline, 2005). Thus, the fit of the

whole model was assessed using the following statistics and indices:

1.

2.

Chi-square.

Chi-square/degrees of freedom—the lower the ratio, the better the fit; not much
agreement on cut-off points at this time (some say two, while others say three).
Comparative fit index (CFI)—indices above .95 indicate good fit (Hu & Bentler,
1999); indices above .90 indicate reasonable fit (Hu & Bentler, 1998).

Root mean square error of approximation (RMSEA)—indices below .06 indicate
good fit; indices below .08 indicate reasonable fit; indices below .10 indicate
mediocre fit (Browne & Cudeck, 1993).

Standardized root mean square residual (SRMR)—uvalues less than .08 indicate

good model fit (Hu & Bentler, 1998).

The magnitude of the individual parameters (i.e., path coefficients and correlations)

was assessed at the .05 level. The direction of the individual parameters was evaluated

vis-a-vis prior research findings.
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The proposed path model (with standardized coefficients) is depicted in Figure 6.

Quality of

Information

Type Accepted

Location

Figure 6. The proposed path model (with standardized coefficients)

Table 26. Fit Statistics and Indices for the Proposed and Revised Path Models

Index Proposed Revised
Chi-square 141.52 15.53
Degrees of freedom 1.00 8.00
Sig. .00 .05
Chi-square/df 141.52 1.94
Comparative fit index (CFI) .90 .99
Root mean squared error (RMSEA) 44 .04
Lower bound of 90 percent confidence interval .38 .00
Upper bound of 90 percent confidence interval 51 .06

Standardized root mean square residual (SRMR) .03 .02
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The fit statistics and indices are summarized in Table 26. This proposed model did
not fit the data well. Although the SRMR was below .08, the ratio of chi-square to degrees
of freedom was high; the CFI was below .95, and the RMSEA was above .10. Further, not
all path and correlation coefficients were statistically significant.

Accordingly, a second path model was tested. All predictors were kept in the model,
but only the paths and correlations that were statistically significant were retained in the

model. This revised path model is depicted in Figure 7.

Quality of
Information

Knowledge

Concern | Type Accepted

Location

Technological
Intent

Figure 7. The revised path model

Table 27. Standardized and Unstandardized Path Coefficients for the Revised Direct Path

Model
Path B SE Beta C.R. Sig.
Quality to value 4.95 .20 .67 24.29 <.001
Knowledge to type .06 .03 07 1.84 .066
Concern to type .03 .05 .02 .62 537
Location to type 27 .05 22 5.67 <.001
Technology to value .65 .26 07 2.56 .010

Value to type .01 .01 .06 1.73 .083
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Table 28. Standardized and Unstandardized Coefficients for the Revised Indirect Path

Model

Path B SE Beta C.R. Sig.
Quality of information and:

concern .10 .03 13 3.42 <.001

location 14 .03 17 4.46 <.001

technology .10 .02 17 4.62 <.001
Knowledge and:

location A1 .05 .07 2.12 .034

technology 13 .04 A3 3.59 <.001
Location and:

technology .07 .02 A1 3.08 .002

concern 37 .04 .38 9.56 <.001

The fit statistics and indices are summarized in Table 26. The direct revised path
coefficients are shown in Table 27, while the indirect revised path coefficients are displayed
in Table 28.

This proposed model fit the data well. The ratio of chi-square to degrees of freedom
was below three; the CFI was above .95; the RMSEA was below the acceptable criterion of
.06; and the SRMR was below .08. Three of the six path coefficients were statistically
significant and in the predicted direction: the path from quality of information to value, the
path from technological intent to value, and the path from location to acceptability of eye
biometrics. Two of the six path coefficients were almost significant and in the predicted
direction: the path from knowledge to acceptability of eye biometrics, and the path from
value to acceptability of eye biometrics. All correlations were statistically significant and in
the predicted direction. Statistically significant relationships were noted in the indirect path

as shown in Table 28.
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Analysis of the data collected from employees working in the metropolitan hotels

and resorts showed the following findings:

1. The revised path model for respondents working in metropolitan hotels is

depicted in Figure 8. The fit statistics and indices are summarized in Table 29.
. The direct revised path coefficients are shown in Table 30, while the indirect
revised path coefficients are displayed in Table 31.

. This proposed model fits the data well: the ratio of chi-square to degrees of
freedom was below three, the CFI was above .95, the RMSEA was below the
acceptable criterion of .06, and the SRMR was below .08.

Four of the six path coefficients were statistically significant and in the predicted
direction: the path from quality of information to value, the path from
technological intent to value, the path from knowledge to acceptability of eye
biometrics, and the path from location to acceptability of eye biometrics. The
path coefficients of value to type and concern to type were .054 and .073,
respectively, and were in the predicted direction.

Four out of the seven correlations were statistically significant and in the

predicted direction.

Data collected from resort hotels was subjected to the same analysis and the results

of the revised model for respondents working in resort hotels are as follows:

1. The revised path model for respondents working in resort hotels is depicted in

Figure 9. The fit statistics and indices are summarized in Table 29. The direct
revised path coefficients are shown in Table 32, while the indirect revised path

coefficients are displayed in Table 33.
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2. This proposed model fit the data well: the ratio of chi-square to degrees of
freedom was below three; the CFI was above .95; the RMSEA was below the
acceptable criterion of .06; and the SRMR was below .08.

3. Only two of the six path coefficients were statistically significant and in the
predicted direction: the path from quality of information to value and the path
from location to acceptability of eye biometrics. One out of the six path
coefficients was almost significant (.095) and in the predicted direction: the path
from technological intent to value.

4. Five out of the seven correlations were statistically significant and in the

predicted direction.

Quality of
Information

Knowledge

Type Accepted

Concern

Location

| Technological
Intent

Figure 8. Revised path model for respondents working in metropolitan hotels
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Table 29. Fit Statistics and Indices for the Revised Path Model for Respondents Working in
Metropolitan and Resort Hotels

Index Metropolitan ~ Resort
Chi-square 9.61 11.65
Degrees of freedom 8.00 8.00
Sig. 29 17
Chi-square/df 1.20 1.46
Comparative fit index (CFI) .99 .99
Root mean squared error (RMSEA) .03 .03
Lower bound of 90 percent confidence interval .00 .00
Upper bound of 90 percent confidence interval .08 07
Standardized root mean square residual (SRMR) .04 .02

Table 30. Standardized and Unstandardized Path Coefficients for the Revised Direct Path
Model for Respondents Working in Metropolitan Hotels

Path B SE Beta CR. Sig.
Quality to value 4.60 .38 .61 12.28 <.001
Knowledge to type K] .06 A5 2.41 .016
Concern to type 15 .09 A1 1.79 .073
Location to type .26 .08 21 3.31 <.001
Technology to value .99 45 A1 2.19 .028

Value to type .03 .01 A2 1.93 .054
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Table 31. Standardized and Unstandardized Coefficients for the Revised Indirect Path
Model for Respondents Working in Metropolitan Hotels

Path B SE Beta C.R. Sig.
Quality of information and:
Concern .08 .04 A1 1.80 073
Location .25 .05 33 4.90 <.001
Technology .09 .03 18 2.88 .004
Knowledge and:
Location .07 .08 .05 .88 .380
Technology .20 .06 23 3.57 <.001
Location and:
Technology .07 .04 A1 1.74 .082
Concern 12 .05 15 2.28 .023

Quality of
Information

Knowledge

| Type Accepted

Concern

Location

| Technological
Intent

Figure 9. Revised path model for respondents working in resort hotels
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Table 32. Standardized and Unstandardized Path Coefficients for the Revised Direct Path
Model for Respondents Working in Resort Hotels

Path B SE Beta C.R. Sig.
Quality to value 5.08 24 .69 20.93 <.001
Knowledge to type .02 .04 .03 .61 544
Concern to type -.03 .06 -.02 -.45 .656
Location to type 31 .06 .26 5.04 <.001
Technology to value 52 31 .06 1.67 .095
Value to type .01 .01 .04 91 .362

Table 33. Standardized and Unstandardized Coefficients for the Revised Indirect Path
Model for Respondents Working in Resort Hotels

Path B SE Beta C.R. Sig.
Quality of information and:
Concern A1 .04 13 2.87 .004
Location .09 .04 10 2.16 031
Technology 10 .03 A7 3.66 <.001
Knowledge and:
Location 12 .06 .08 1.94 .052
Technology 10 .05 10 2.23 .026
Location and:
Technology .06 .03 .08 2.01 .045

Concern .49 .05 48 9.48 <.001
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CHAPTER 5. SUMMARY, LIMITATIONS, AND RECOMMENDATIONS

This chapter will tie together the sections of this dissertation, evaluate the results of
this study to reach the objectives, and evaluate the several hypotheses presented in the
theoretical framework of this project. The first section will present a summary of the results
and correlation with the hypotheses. The second section will present the limitations of the
study due to difficulties experienced during the study and during the attempt to collect the
data. The final section will present future recommendations.

Summary of the Results

This study is the first of its kind to explore the factors that affect biometrics
technology acceptance in Egyptian five star hotels. The hotels surveyed represented more
than 75% of the hotels in Egypt, namely the five-star hotels in Cairo, Sharm el-Sheikh, and
Hurgada. This study excluded the Nile cruise lines because the focus of the study was the
hospitality industry.

The participants in the survey were predominantly men (87.9%), consistent with
prior studies of the hospitality work force in Egypt (Kattara, 2005). The majority were
between the ages of 18 and 39 (87.6 %) and were educated (high school, college, and
postgraduate) (83.8%). More than 50% were single, and the majority earned between
500-3,000 LE (66. 1%).

The researcher’s primary goal was to get a better understanding of Egyptian hotel
employees’ perceptions and tendencies to adopt biometrics in the hotels where they worked.
The TAM model shown in Figure 2 suggested that knowledge, personal convenience (ease
of use, speed), safety and security (physical harm, identity theft, security of the information),

and satisfaction (quality of information) influenced the tendency to adopt a given
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technology, TAM. The survey used in this study did not explore the financial impact of the
adoption of this technology.

The survey participants reported that television and word of mouth communications
were the sources of their knowledge of biometrics. Other methods such as newspapers or
radio were ineffective, and nearly 10% of the participants claimed they did not know
anything about biometrics. When these participants were given the survey with the pictures
of several biometrics devices, however, they realized they were familiar with the technology
or recalled prior knowledge. This information will be useful when planning future training
or education as the use of television or visual media might be a better vehicle to disseminate
information or educate employees.

When the questions in the survey inquired about the best type of the biometrics
technology or devices, the participants favored fingerprint biometrics, followed by the retina
and iris scans. This finding could be attributable to the use of this technology by hotel
employees in other places within the Egyptian government; it could suggest that their
familiarity with this method could make them be more inclined to use this technology.

The survey attempted to gather the employees’ thoughts about the expected
performance of biometrics with regards to security of the facility, ease of use, flexibility, and
low cost of maintenance. The employees related that biometrics applications should be easy
to use, flexible, fast, and would require low maintenance especially with the development of
technology. In an effort to improve quality and customer services, employees reported that
the information generated should be clear, accurate, and updated, and could be displayed in

a useful and adaptable format. They indicated that this application would have a great added
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value in security, data collection, convenience, and improved productivity that would, in
turn, increase customer satisfaction.

The employees favored placement of the device at the employees’ entrance, followed
by a clock in/out procedure used to access rooms, secure areas, storage, and computers.
They were concerned about personal harm from using this technology, especially regarding
pregnant women. Access to information, identity theft, and privacy were other concerns.

Several reliable variables were identified, and ANOVA testing was done to examine
the relation between factors such as age, education, economical status, work experience,
type of work, and work schedule and the study variables such as concern about technology,
quality of the information generated by biometrics, knowledge about biometrics, ease of use,
value-added, technological intent, and location of placement of biometrics devices. A
summary of the findings is shown in Table 34.

Table 34. The Significant and not Significant Variables in the Results in Level 0.05

Concern  Quality of Knowledge Ease Value Technological Location

information ofuse added intent of the
device

Age NS NS S S NS NS NS
Education NS S NS S S S S
Economical s s s s s s NS
status
Wwork NS NS NS NS NS NS NS
experience
Work type NS NS S S S S NS
work NS NS s NS NS NS NS
schedule
S= Significant

NS = Not Significant
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Some remarks on the ANOVA testing are as follows

A significant difference in biometrics knowledge was seen where participants
between the ages of 29 and 39 years were more knowledgeable than participants
between the ages of 18 and 28 years of age. Older participants (age above 51)
had difficulty with use of biometrics when compared to participants 18-28 years
of age.

Education level was positively related to confidence in quality of information
generated from biometrics, ease of use, value-added, and technological intent.
Significant differences in the location of placement of the technology were noted
with relation to education.

Salary, as a social status indicator, affected concerns about information or
biometrics technology. Individuals who chose not to mention their salaries were
more concerned than individuals making 1,000-3,000 LE. Why people chose
not to mention their income is possibly related to cultural factors or could imply
that those individuals did not want anyone to know how much they made because
either they made more money than they should or they might have a fear of
persecution or superstition. The increase in salary was positively related to
quality of information, knowledge of biometrics, ease of use, value-added, and
technological intent. These findings are consistent with previously reported
findings about adoption of technology.

Years of experience did not show any significant relationship with the variables

in the study.
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« Workers in marketing were more knowledgeable about biometrics when
compared to other departments such as housekeeping and food and beverage.
Accounting department employees reported improved ease of use more than
other employees in other departments such as marketing. Sales department
employees had more confidence in the value-added from biometrics when
compared to those working in other departments. Front desk employees were
more inclined to use technology compared to housekeeping and even engineers.

« Employees working in the morning shift were more knowledgeable of biometrics
compared to those working the night or other shifts.

. The above tested variables were used in the path analysis, and the results did not
fit the proposed model as seen in Figure 6. A revised model was developed
where the data fit better as seen in Figure 7. The revised model reduced the
significant correlations in the proposed direction of quality of information to
value-added, the path from technological intent to value-added, and the path from
location to type accepted. The path of knowledge and to type accepted and the
path of value-added to type accepted was almost significant.

Reviews of the findings with respect to the hypotheses are as follows:

1. Findings confirmed Hla where quality of information generated from biometrics
devices positively influences perception of employees of value-added to the work
place.

2. Findings confirmed H3a where technological intent positively influences

employees’ perception of value-added to the work place.
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3. Findings confirmed H5c where location of the biometrics device influences type
of device accepted.

4. The data did not support H6 where it was hypothesized that employee perception
of value added positively influences type of device accepted.

5. The data did not support H7 where it was hypothesized that employee perception
of ease of use positively influences type of device accepted.

Further analysis of data collected from two different types of hotel settings (the
metropolitan area and the resort area) were tested, and a revised model from each setting
was obtained. A revised model for the metropolitan hotel employees (depicted in Figure 8)
reduced the significant correlations in the proposed direction to quality of information to
value-added, the path from technological intent to value-added, the path from knowledge to
acceptability of type accepted, and the path from location to type accepted. The path from
concern to type accepted and the path from value to type acceptable were almost significant.
Reviews of the findings with respect to the hypotheses are as follows:

1. Findings confirmed H1a where quality of information generated from biometrics
devices positively influences perception of employees of value-added to the work
place.

2. Findings confirmed H2c where biometrics knowledge influences type of device
accepted.

3. Findings confirmed H3a where technological intent positively influences
employees’ perception of value-added to the work place.

4. Findings confirmed H5c where location of the biometrics device influences type

of device accepted.
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A revised model for the resort hotel employee data is depicted in Figure 9. Two out
of the six path coefficients were statistically significant including the path from quality of
information to value-added and the path from location to type accepted. The path from
technological intent to value-added was almost significant.

Reviews of the resort hotels with respect to the hypotheses are as follows:

1. Findings confirmed Hla where quality of information generated from biometrics
devices positively influences perception of employees of value-added to the work
place.

2. Findings confirmed H5c where location of the biometrics device influences type
of device accepted.

Limitations

The limitations discovered in this study are listed:

1. The study findings are limited to five-star hotels in Egypt only and may not be
generalized to all types of hotels in Egypt or even the Middle East. This is often
a limitation faced when research is conducted in certain geographic locations or
research is looking at different cultural settings.

2. Lack of the database for hotels and employees in Egypt made it very
cumbersome to collect data and may affect accuracy.

3. Security status and the use of national guards and the high level of emergency
status in the country for many years made many suspect the intent of the survey

and inhibited the researcher’s ability to reach more participants.
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4. Lack of a government agency that could support such research led to inability to
access more participants or a wider group of hotels and made it impossible to
have face-to-face contact with employees.

5. Because of the bureaucracy faced in Egypt, the researcher was unable to reach
the participants to deliver and collect the surveys. If the researcher had been able
to do so, possible employee questions might have been answered by the
researcher, and possible wider participation might have been expected.

6. Global weather conditions prevented wider participation of employees in the
survey.

7. A large percentage of hotel employees do not have a hospitality background
because they have different education background, and, therefore, the responses
in the survey might have differed if the respondents had a broader education.

8. Employees in Egyptian hotels and, especially, in resort hotels are not accustomed
to participating in surveys and research, which might have had a negative impact
on the research.

9. Hotel employees in resort hotels in Egypt work 12 hour shifts which might have
affected the response rate because of the time constraints or fatigue.

10. The majority of hotel headquarters in Egypt are located in Cairo and, in turn, the
top management is located in Cairo. Mostly middle management personnel are
stationed in the resort hotels; this distribution might have affected the data.

11. Despite accurate and careful translation efforts, the language barrier leads to
some unclear findings, and continued attempts to improve survey tools to

investigate among cultures are needed.
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Recommendations

The outcome of this research should encourage the hotel management to plan for
training programs before the implementation of biometrics. The training should focus on
the benefits and value-added which seemed to be a major driver and factor mentioned by the
participants as a possible motivator for adoption or use for a device. Special emphasis in the
training should be directed towards the personal benefits reaped from such technology.
Participation in the survey was limited due to a number of obstacles. The research suggests
that a close collaboration between universities in Egypt and the U.S. could improve access
to data and employees to gather information and allow better understanding. Methods used
in the U.S. to encourage participation, such as compensations or gifts, were not used as they
are not acceptable or are considered a shameful act in Egypt.

Studies on behavior and cultural differences should continue and use both

quantitative and qualitative research to better understand the population.
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APPENDIX A

Summary of Five-Star Hotels in Egypt

Geographic Distribution of Five-Star Hotels in Egypt

State

Number of
five-star hotels

Percentage of five-
star hotels

Percentage of
state five-star
hotels in Egypt

Sharm El-Shikh,

e 45 28.85% 4.35%
SouthSinai
Cairo 38 24.36% 3.67%
RedSeaState (Hurghada,Safags, 35 22.43% 3.38%
Alqusier, and Algouna)
Alexandria 8 £.13% 0.77%
Luxor 8 5.13% 0.77%
Taba(Sinai) [ 3.85% 0.58%
Aswan S 3.20% 0.438%
Marsaslam 3 1.92% 0.29%
Arish, North Sinai 2 1.28% 0.19%
Al Alamien 2 1.28% 0.19%
IMarsallatrouh 2 1.28% 0.19%
Al Fayoum 1 0.64% 0.10%
Port said 1 0.64% 0.10%
Total 156 99.98% 15.06%
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APPENDIX B

Permission From Dr. Murphy

From: Ahmed Abdelbary [mailto:ahmad@iastate.edu]

Sent: Mon 18/01/2010 20:52

To: MURPHY Hilary

Subject: Re: would like to obtain permission to use survey to test biometrics

Dear professor Murphy:
Thanks very much, but could I impose on you and ask you to send me the

questions since I do not have it and when I reviewed the article I
could find them. In addition, I would like to see if there is any
possibility of the collaboration between us once I get the results and
maybe compare to your findings and see if cultural differences
influence technology adoption styles in different areas of the world
Sincerely,

Ahmed

On Mon, Jan 18, 2010 at 1:11 AM, MURPHY Hilary <Hilary.MURPHY@ehl.ch> wrote:

> Hello Ahmed- sorry to be so long- BUSY! You have permission to proceed to use the questionnaire
provided that you keep me posted on the final results!- HM

>

>

> Hilary Catherine Murphy

> PhD, MPhil, MCIM, PGdip BIT, BA

> Professeur IT & E-Marketing

>
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----- Original Message-----

From: Ahmed Abdelbary [mailto:ahmad@iastate.edu]

Sent: 17 January 2010 22:41

To: MURPHY Hilary

Subject: Re: would like to obtain permission to use survey to test biometrics

Dear Dr. Murphy:

hope you had a good holiday and wish you the best this new year. I
was hoping that you had a chance to think about my request. My Phd is
about applications of biometics in hotels and I was hoping to test

your survey in Egyptian hotels. I have been working on contacts to be
able to go into the hotels and conduct the survey, but before I
proceed I was waiting for your permission and the original questions
because I will nee to translate them and then submit to the IRB at the
University. Please let me know if is possible that we can collaborate
together.

thanks

Ahmed

On Mon, Dec 28, 2009 at 11:27 AM, MURPHY Hilary <Hilary.MURPHY@ehl.ch> wrote:
> Ahmed- I am away from my desk and will get back to you on 4th- HM

~
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From: Ahmed Abdelbary [mailto:ahmad@iastate.edu)

Sent: Sat 26/12/2009 22:07
To: MURPHY Hilary

Subject: would like to obtain permission to use survey to test biometrics

Dear Dr. Murphy: I did sned an e.mail earlier asking permission to use
your survey in the article published "An exploration of the key hotel
processes implicated in biometric adoption”. If you could please let
me know what you think about that and if there are any other
possiblities of collaboration. I am a PhD student and is working on
biometric research.

thanks

ahmad
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IRB Approval

[OWA STATE UNIVERSITY e e et

OF SCIENCE AND TECHNOLOGY Vice President lor Research

Title:
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Arnes, v 5000 1-2307
515 204-4300

FAN 515 rgy-4207

4152010
Ahmad Abdelbary CC: Dr, Roberi Bosselman
TE MacKay Hall 31 MacKay

Office for Responsitle Research

Expleration of Factors Affecting Adoption of Biometrics Technaology In Egyptian Hotels
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Submission Type: Modification . Exemption Date: 442010

The project referenced above has undergone review by the Institutional Review Board {IRB] and has been declarad exempt
from the requirements of the human subject protections regulations as described in 45 CER 45 131(b). The IRB
determination of exemption means that:

You do not need to submit an application for annual continuing review.

You must carry out the research as proposed in the IRB application, including obtaining and documenting
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iin

formed consent documents that have the IRB approval stamp.
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the determination of exemption, even if you conduct a study in the future that is exadtly like this study.
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ISU IRE # 1 EREE]
EXENMPT DATE: 14 Aprit 2010

Informed Consent Document
Jady g2l 345

Title of the study: Exploration of Factors Affecting Adoption of Biometrics Technology in Egyptian Hotels
e (G B (4 gtk ple Lin ol o35 aATGl e B3 S el gl LiLESIAd T Al palt ol sl

Investigator: Ahmed Abdelbary BS.MBA.PhD candidate, and Robert Bosselman BS.MS.PhD.

This is a research study. Please take your time in deciding if you would like to participate. Please feel
free to ask questions at any time
Cealss @908 g M) 25 daal 3 Galdl
iy ol b Al 7 oh g a8 g Y gh AS Ll 8 b 3 S La i o Auding Al e

Introduction:

You are invited to participate in this study because you work in a five stars hotel in Egypt. The study is de-
signed to explore factors affecting adoption and willingness to incorporate new technologies biometrics
{the science of using individual characteristics to identify individuals such as fingerprints, retinal scan,
hand scan, face, and others) to improve work flow, speed, and security in hotels. Your input is very im-
portant to understand your concerns and issues that could be addressed and will help guide the develop-
ment and implementation of devices that will make your life and work better, faster, productive, and im-
proved security in your work place.

sdadla
e g gl claalall gaa) B LdUs Gl g pae B p et Guad (508 B Jead 5 Ll palt sa 8 A LEal (g e e o)
L o 4] (g fa garl) L gl o360 o Spanll il gl 6T prland g Slalied e 230 a8 ) (el ) LA | 1) oiags Dl ol ol il
Gl Joandl (3331 el (Wb g ¢ daglly o gl el Aga Gag ¢ Cordl At uia s s Silaay Al g 31301 e Ui
Bl BAT g mgkls st A Sl g ¢ Lgtiallaa (Say (A1 LRl g a%E gla gl ] i pgall (ha oy ualA) oA | Ga0EN 3

Lo g Jadl gl o dles g dliba s o dls e A

Description of Procedure: nbel el i
This brief survey will take about 5-10 minutes to complete.

LaplgTY 4383 1045 (ol g (3A%00 g B3 g Bl 03

Risks: None hlia aa g Y - hlad
Benefits: There are no direct benefits 5 aitaa 20l o8 LA Cunagd 15 .SLEGNY
Cost and compensation; You will not incur any costs and no compensation will be provided.

gt ) ada iy Gl g RS gh IS 8 i ;g gt g by

Participation Rights: Participation is voluntary, you may withdraw from the survey at any time, and all
information provided will be confidential and ancnymous. If you decide to leave at any time there will be
no penalty or loss of any benefits you are otherwise entitled to.
MI%JLwQﬂdFLM\GWIMJsCﬁ;qi@:\muﬂi@wﬁﬁ&c@_ﬂ:h)w1mﬂ;is M!E&
Ll gl e gl e o Auge o diln (i afs ey o B3 kel 2 813y

CONFIDENTIALITY: “Aga guadl)
Records identifying participants will be kept confidential to the extent permitted by applicable laws and
regulations and will not be made publicly available. However, federal government regulatory agencies,
auditing departments of lowa State University, and the Institutional Review Board (a committee that re-
views and approves human subject research studies) may inspect and/or copy your records for quality as-
surance and data analysis. These records may contain private information.
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[EOTEFT __ 0sam
| EXEMPT DATE: 14 Agiil z010

Y ey ppgentl Jlie B g Y chgs L Jgenall LB g ol B Ay e g1 dall ) A e R g Bldana S LSl e
ol 3 i g Aonah pa iliaty o pall Aanl o At o g0 Ay Sadla Bl Clilesall 2o Tagl a5 ¢ paliill Auslady o gtall it g

duald Clagla o 5 50a3 28 Clandi 538 UL Jelad 5 Gl cdlpal) aaatd B (dpiledi Ay
To ensure confidentiality to the extent permitted by law, the following measures will be taken where sur-
veys will be numbered, and results will be kept in a secured computer where no one have access to the
information. If the resulis are published, your identity will remain confidential. Information will be stored in
a locked file cabinet in 31 MacKay Hall, lowa State University, Ames, 1A

¥ Ol g g B i A gl ¢ M3 pn (i) il (¢ G 3B L e (0 gl g s Cfaiad
Raa (e (e s b s glnall R png g8 o en S i gud ¢y gl S T3] i shaal o3 ) J el 53 (g
S AT b el A ¢ gl A dadla ¢ 31 el plSla

Records will be destroyed after 3 years of completion of the project
Eppdall JalS) G S gia SO Sy 18 gt alucs Sblacall

QUESTIONS OR PROBLEMS el o A
You are encouraged to ask questions at any time during this study. ] _
Al paliady PG ey ol A iy iy el gal

» Forfurther information about the study contact Ahmed Abdelbary (563)-249-3434 or Robert Bossel-
man BS.MS.PhD (515)-294-7474

294.747.4 515 Oalusr g o 563.249.3434 s ill 1o 2l ;Juaith pla p dadd jalf Joa e glaall 32 3y jal

If you have any questions about the rights of research subjects or research-related injury, please contact
the IRB Administrator, (515) 294-4566, |RB@iastate edu, or Director, (515) 294-3115, Office of Research
Assurances, lowa State University, Ames, lowa 50011.

Coadlly gl psadaa e 5 Jlai¥) o ¢« Aluall 13 Gigad] g Agiadt Adah Jga Akl g dhdd s 1)

{515) 294-4586, |RB@iastate.edu

Easdiall pda gl

(515) 294-31156

Sla) (3455 ik )

lowa State University, Ames, lowa 50011

PARTICIPANT SIGNATURE & jLdiall pludaal

Your signature indicates that you voluntarily agree to participate in this study, that the study has been ex-

plained to you, that you have been given the time to read the document and that your questions have

been satisfactorily answered. You will receive a copy of the written informed consent prior to your partici-

pation in the study

59—1__)3.] ‘_,j-ﬂﬂ ..:.331! u.’.l.__l.k.l‘;d .‘lium]_gt ﬁil‘&ﬁfnélﬂbﬂinh uqc L1Jﬂiohwkmﬁmuh‘ﬁ1rﬂd1ﬁm
Aah ol 8 A8 Lkally lale o Tigeall Agail) A0 gall fue Al AT g L AES Fla] i 3 38 iliad ol A g

Participant's Mame {printed) Seals o AT £la M

g ladyl Foa A
{Participant’s Signature) (Date)
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Dear participant;
| am a daoctoral candidate in the Department of Apparel. Educational Studies and Hospitality Management
at lowa State University of Science and Technology at Ames lowa. | am currently working on exploring
factors affecting adoption of biometrics (the science of using individual characteristics to identify individu-
als such as fingerprints, retinal scan, hand scan, face, and others) in Egyptian hotels, Biometrics applica-
tion is intended to improve work flow and security in the lodging industry. In addition, personal benefits
such as ease of use and usefulness are important to evaluate.
D Liall g e
A el Adgta A ¢ gl Ay 8 ALl 3 18] 5 Ay g ) il ) Apagleilh Salaall g SAUSAN ol B ol B ol g8al) A g o gl e Ui
Class i S Y Ao od jaill Lo jdll peniliadl) plikdusty ale) &y gadd egBall Sie Y Bagall Jal gall GiLECI o Lila S U5 1
G Gt M gy Ay geall Bl kel 0 Al oL B (0 ¢ o pll Dl pl] Lacadly ¢ Cyd) 2 dusayy gila!
ol aga Basd g aladiod A g Ja ¢ Rl aitgd ¢ 3 0 ABLCYL ALl pUSE 3 il g Jaalt
Your input on the topic of biometrics is very important because this data will help guide the development
and implementation of devices that will make your life and work better and provide security improvement.
This brief survey will take about 5-10 minutes to complete and is voluntary. You may withdraw from the
survey at any time. Moreover, all information provided will be confidential and anonymous. For more in-
formation, you can contact Ahmed Abdelbary at 563-248-3434 or ahmed@iastate.edu,
Thank you for your participation.
drat of Ll e A5 gl Bl il A g le tolodis Gl 038 o hip pga s gadl ] £ pidaga B iy Laladl ki
Sl it Gy pnndi Ao gl \ploaSY 4380 10-5 Mo ihiuns Uipas 5y Al il o | 0¥l g dpeaap ¢ Juadl gad e i
o g 20 deal JlealV) HiSe; ¢ Gilaginall g dal | pueaall Al pgaag dy o (3 5Shu Sha gleal) J8 GlB ¢ Sl o Sglle s oy gl
ahmed@iastate.edu. 5} 3434-249-563
LAS L e g )

Sincerely, ) s deal
Ahmed Abdelbary
BS. MBA.PhD Candidate
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APPENDIX D

Letter to Embassy from Dr. Bosselman

IOWA STATE UNIVERSITY T,

OF SCIENCE AND TECHNOLOGY

e-mail aeshm@iastate edu

April 13, 2010

Ms. Susanna J. Dedeyan
OMS-Public Affairs Office
American Embassy-Cairo
EGYPT

Dear Ms. Dedeyan:

| serve as the Chair of the Department of Apparel, Educational Studies and Hospitality Management at
lowa State University. In my capacity as a Professor, | supervise graduate students engaged in research.
Mr. Ahmed Abdelbary is one of my students, and he is currently in the research phase of his degree.

Mr. Abdelbary prepared and defended his research proposal, ‘Exploration of factors affecting adoption
of biometrics technology in Egyptian hotels’ to his five-member graduate committee, and received
approval for conducting the study. As major professor to Mr. Abdelbary, | can report the graduate
committee was pleased with the proposal and look forward to the results. We believe this study is
cutting edge research in the field of hospitality and tourism management. Mr. Abdelbary had to submit
his proposal for review by our university human subjects review board, and the proposal was approved
without revision. All data obtained in the study is confidential and no individual or hotel property will be
identified in the study. In order to complete his study, Mr. Abdelbary does require a sample size which
was determined and approved by his graduate committee.

On behalf of Mr. Abdelbary’s graduate committee, | would request consideration and support of Mr.
Abdelbary’s research project. Results of the study should prove useful to the Egyptian hotel industry.

Please contact me directly should you require further information.

Sincerely,

Robert H. Bosselman, Chair
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APPENDIX E

Letter of Support from American Embassy in Cairo

Embassy of the United States of America

Cairo, April 15, 2010

To Whom It May Concern:
On behalf of the Public Affairs Office, I would like to state the following:

Mr. Ahmed Abdel Bary is affiliated with lowa State University, in the
United States of America. His professor, Robert Bosselman, Chair of
the Department of Apparel, Educational Studies and Hospitality
Management, supports the project.

It appears to be a worthwhile subject that will benefit educational and
scientific exchange between the U.S. and Egypt.

We would appreciate any assistance for Mr. Ahmed Abdel Bary.

Sincerely,

K

%
Ha Z-l:;gahoncy
Couns of Public Affairs
American Embassy | Cairo
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APPENDIX F

Questionnaire

Exploration of Factors
Affecting Adoption of

Biometrics Technology
in Egyptian Hotels
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The Title
Exploration of Factors Affecting Adoption of Biometrics Technology in Egyptian Hotels

laiall

a8 3 5 Sl L 5 ) A e i Dl o) Gt

Description: Biometrics, a technology fo identify individuals or authenticate identity using unigue physio-
logical or behavioral automated pattern recognition, such as hand geometry, ing scan, refinal scan, fin-
gerprint, speaker/voice recognition, and facial recognition.

f i fpdl Sl G Lo gl 5 3l 0 daland) el B gt 2005 g peill | gl L gl 250 855 i il
Aol oo pdiyl e Sl o s pT e pbeat) Clivas ¢ ] S Rty oo el A Bl gl L) By o B gl el

Demographic Part 1 Jath e 3all - 4l 2 pandl

« What is your gender 7

What is your age ¥ T e

18-28 18-28
29-39 29-39
40-50 40-50
51-60 51-60
over 60 6l Ca

What type of hotel do you work in 7 Ty bias oM il s g la

Resort
Metropolitan

What is the highest level of educafion completed 7 T all g lal) e g s ] gh L

Some high school
High school graduate
Some college
College

Post graduate

What is your current marital status 7

Single
Married
Widow
Divorced

A D sl B
ezl 1 el pll a1 e
dgmalall dal Al fpa LB
mliadt Tl 2l gl
A da e il g

T dotany) dilla | &l

wpl
Cape
day
e




= \Which depa FWE

Please specify

= \What is your wo

please specify

=  How long have

95

do you work in 7
Front Office
Housekeeping
Food &beverage
Accounting
Engineering
Marketing
Sales
Other Please

ing shift ?

Moming shift
Afternoon shift
Night shift

If work only one shift

u been working in the hotel business 7
Less than one year

More than 1-less than 3 years
More than 3-less than 3 years
More than 5-less than 7 years
More than T-less than 10 years
More than 10-less than 15 years
More than 13-less than 20 years
More than 20-less than 23 years
More than 23 years

» Please ndicate your average annual income for your

househald 7

Less than 300 Ib/m

| 501-1000 EGP/M

1001-3000 EGPIM
3001-3000 EGPIM
S001-7000 EGPIM
T001-10000 EGPIM
More than 10000 EGPIM

Prefer not to respond

= \What is your native language?

.

= What is your coyng

Please specify

Please specify

Arabic
English
French
Italian
German
Others

y of orign?
Egypt
Other

Flease check your general interest in technology”

Low
Medium
High

T g Jaas s T A le .

iz

Sl 22l L Bl e a1

| e et [ 5 g B L )
Sl s Lot g et S
Sl g i o By b L 1
Sl g o et L iy B e
Slym Ly L ifly e et 4
Dy dentd By g e D4
g et )

T

AT 500 G (]

<Az 1000 - 501
<Az 3000 - 1004
<Az 5000 - 3001
AT T000 - 5001

<Al 10000 - 7001
Az 10000 S st

a5 ialy |

SN

!

o ulal|
)
il
i
Al

T i gl S ] s L

? ol g gl o a5 L

s
v
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= The next set of questions is designed 0 know the source of yvour knowledge of biometrics.
Select your response 1o the statement by circng your answer | Yes, No) )
O g o il i e gy v o el e gl el e A0 el B A B e ]l

| have heard about biomefrics on Televigion
ClpEER (DA e dan Coa

| have heard about biometrics on the Radio
il e e e No

ez No

| read about biomefrics in the Newspapers
SRR PO Ves Mo

| have used it
st ez Mo

Word of mouth
o Yes Mo

| have never heard about biometrics
Wi e pad o Yes Mo

= The next zet of questions are designed to explore your acceptance of biometrics in holels and other
areas to iImprove securtty using personal identification characteristic including fingerprint scan, face
zcan, retinal scan, Iriz scan, and hand scan.
Select your response 1o the statement by circng your answer [ 1=Strongly Disagree; 2=Disagree; 3=No Opinion;
4=Agree: 5=Strongly Agres) .
l,l_';'._'.._J__.w_:,.a,'\,ll ':___:ﬂjjl ._H-"':I'L-,’l'l-"'” LwLiu_,_-J:-J‘_F'n_"_:iJI u__il-i__._”JI unéi.—:dl;djj NI PP | L l_p-iT'L'nll-i.l:-JJ_-uJJ -
Al ey g el s sy ¢ el BN B 1t g By Dl a8 I B e S S ) At dals

5 d T3 ke | P e g ) ] - ALl i g i et el s
Face zcan is the best method of identification 1 2 3 4 5
e e T e
Finger scan is the best method of identification 1 2
gl el b b ] Aoy
Retinal scan is the best method of identification 2
e e
Iris =can is the best method of identification
Gogell el Lsb) | ] A Ry
Hand scan is the best method of identification
gl el o] & A e

= What do vou think the uze of biomefrics in your Hotel would provide in terms of added value?
Select your response to the staterment by circling your answer { 1=Strongly Disagree; 2=Disagree; 3=No Opinion;
4=Agree; 5=Smongly Agree|
Gl o) Aaf o bdoes dy JhaS g3 B2l B Sl aloaid ) EIT e .
B W 5 e sl 50D e i e ] - Alinial a0 i idal i
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Investment of time and effort in k_:ui-:-metrics = profitable
g s e e gl GlRR L dpallp ZA 1 e

A biometric ent",r access systen' iz convenient
Pow PPy 1T PR gl allas

A biomeftric eniry access system will enhance hotel security

G gl s el e gl gl

B nmetrics use can impmve work productivity
A_'L_ljl-l_ ,_.m jJ:h_l:l_I sAatl L.S;JA_H._.L,:LE

Biometric uge can improve data collection and generating repors 1 2 3 4
BO5 Lol FOE PSRN (PPN SR PERC VRPN (-

C
]

= The next set of guestions iz designed to esplore your thoughis about the expected performance of

Biomefric technology.
Select your response to the statement by cirgling your answer { 1=Srongly Disagree; 2=Disagree; 3=No Opinion;
4=Agree; 5=Smongly Agree)
0 s panall .

.u._.s._;;._ﬂ;_"Iﬁ._,j_,;s::tj.j:.::.;'f,"._:j;zh_ija;:.a:“\'.;.ui:.i._.l,_..u_.r
B gt 5 RS g ] gl T e D e e ] - Ldal ol e il 3 guin g dlidal s

Biometrics will increase security an aII hotel access controlled arsas
_\3...1. :J:Lutu.-‘;' .1.";".'..-_:,,.: _;.._"._,.'u
& biometric device should be easy tu:u use

,,I_-.._.._}" i HJ!L.ILJ-\_I:L a..S....U._n....all
A biomeftric device would be faster than the current applied method

&_u.'l._lui.l_«_a-e_,a'&.l._uﬁ.l.l.JJ__’ _,ILJ:.S.. I-Ll_ddluld__plh_l!l__l.&h

A biomeinc device would be flexible and adaptable to new working conditions

Capiall sl LT ppeay gt 05 O e S e ] pllis

A :url:u:u.a-rh,-I |nsta Ied L:-u:-rrletr ¢ device is low maintenance 2 3

A binmetric dewce gwe antwltg.r reports at any time
) e e gl Gl

= In an effort to improve work guality and customer service, Biometrics will
Select your response o the statement, with regards to guality of the informaton collected, by circling your answer
[1=Srrongly Disagree; 2=Disagres; 3=No Opinion; i=.¢'lg"ee 5= Szmngr}rﬂgreeil
= e gl ol ae g lma_n._-njL,Jd':\_.:-J.L..__.;LuA_J_-..a‘_’ .
i B g G g g _.;_,‘i 3._|n_k- 2 e i ) ] - Aliall dhdal e 5 s ,:l_...nuiul Sl

1 2 3 4 5

cdg gl ALl

COffer information in a useful format
ia JE5 B oila gheall] 205 g L]
Supply accurate information

ARA il glaal] g pe allnc)

Offer clear information

P | 13 2ola j_-u Al ;LL-....;

Supply sufficient information

i._'_."f..'l .lLtJ'_'r_l.'n__ ;_.3_)31‘_- ;j-i:._t adail

Give up-to-date information

ol glaall el o a5 g o)
Offer relevant and necessary information

i g piall g dleall SA3 Sida glaal] a0 kg | S el Gl
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= Inyour opinion, where are the appropriate places to install Biometrice?
Select your response to the statemnent by circling your answer (1=5mongly Disagree; 2=Disagree; 3=No Opinion;
d=Agree; 5=Srongly Agree)

PET- -V [V_- PRLAN... I O P Lo, ) C1 ) P

Saks Blga 5 Blga d 5 o130 B el 2 Gk e 4 - Al el Jga s puinge didal s

Hotel Employes entrance

Employes locker

Cpdls ll A

Employes clock infout

__Hh:ljdﬂcj_j:l_“; Jf:il” |-__53: Aol

Resfricted area entries { Rooms | Storage arsas, secure area |
(et laliall _ oy ylaali ok al] ) Lebgan pglan .l 2hlial
Compuier access

_,E_’._.._.ﬂl U]

GtI]er areas? Please specify

JEa g g Al Bl

« When biometrice device iz applied, do you have concems about the any of the followings?
Select your response to the statermnent by circling your answer (1=Smongly Disagree; 2=Disagree; 3=No Opinion;
d=Agree; 5=Srongly Agree)
) oef gl Fgam (lats e a3l o pledbol e
i Bt 5 g el ol T D ) B s e ] - il i) s i dfidal i

I am concemed if using thiz equipment would cause physical harm 5
el 5T o o LS e el 838 LRI 13 BB i =

| am concemed about the security of the information

;'_ljiul.il ;}.el "'I-:'.! __E,.E.L- _,._.u" u_.'.'-!

| am concemed about idenfity theft

Gopell B8 s ol 3 30N i 0

| am concemed about my own privacy

A e geed  Joa FEL et

| am concemed about who has access to the information
S gledll | Jpeadll 3o e 53 6] 3 3EL et )

Other concems? Please specify

SR lgla (BEI e el s Al elad L s
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Thank You

Thank you for participating in this
survey, Your responses help us pro-
vide better educational options for
you, We greatly appreciate your time
and feedback.

Abhmed Abdelbary
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APPENDIX G
Tables 6, 8, 10, 14, 16, 18, 20, 22

Table 6. Frequencies and Percentages of the Demographic Variables (N = 809)

Variable Frequency Percentage
Gender
Male 711 87.9
Female 98 12.1
Age in years
18 to 28 399 49.3
29 to 39 310 38.3
40 to 50 76 9.4
51 to 60 23 2.8
Over 60 1 0.1
Highest level of education
Some high school 109 135
High school graduate 234 29.0
Some college 130 16.1
College graduate 304 37.7
Post-graduate 30 3.7
Marital status
Single 420 51.9
Married 364 45.0
Widow(er) 14 1.7
Divorced 11 1.4
Salary per month
Less than 500 126 15.6
501 to 1,000 256 31.6
1,001 to 3,000 153 18.9
3,001 to 5,000 67 8.3
5,001 to 7,000 32 4.0
7,001 to 10,000 7 0.9
More than 10,000 21 2.6
Prefer not to mention 96 11.9
Missing data 51 6.3
Number of years of experience
Less than 1 155 19.2
More than 1, but less than 3 168 20.8
More than 3, but less than 5 153 18.9
More than 5, but less than 7 92 114
More than 7, but less than 10 87 10.8
More than 10, but less than 15 80 9.9
More than 15, but less than 20 48 5.9
More than 20, but less than 25 18 2.2

More than 25 8 1.0
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Table 6 (continued)

Variable Frequency Percentage
Type of hotel
Resort 537 66.4
Metropolitan 272 33.6
Department
Front office 97 12.0
Housekeeping 137 16.9
Food and beverage 208 25.7
Accounting 109 135
Engineering 33 4.1
Marketing 23 2.8
Sales 30 3.7
Other 172 21.3
Work shift
Morning 522 64.5
Afternoon 185 22.9
Night 56 6.9
No shift 38 4.7

Missing data 8 1.0
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Table 8. Overall Responses and Mean and SD (N=809)

mean SD
Type of biometric device
Finger print 3.46 1.30
Retinal scan 3.43 1.36
Iris scan 2.89 1.43
Hand scan 2.85 1.35
Face scan 2.66 1.45
Appropriate location of device
Employee entrance 3.86 1.34
Employee clock in/out 3.77 1.24
Restricted area 3.47 1.36
Computer access 3.29 1.33
Employee locker 3.24 1.38
Others 2.98 1.31
Performance of Biometrics
Ease of use 4.05 1.02
Flexibility and adaptability 4.02 1.00
Speed 3.95 1.00
Low maintenance 3.88 1.08
Security of restricted areas 3.87 1.19
Timely reports 3.72 1.12
Biometrics information quality
Clear information 3.94 0.99
Accurate information 3.90 1.06
Sufficient information 3.88 1.07
Up-to-date information 3.83 1.02
Relevant 3.82 1.06
Useful format 3.78 1.18
Added value
Enhance security 3.92 1.08
Data collection and reports 3.72 1.12

Profitable 3.69 1.25
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Improve productivity 3.65 1.13
Convenience 3.60 1.08
Table 8 (continued)
mean SD

Concerns about biometrics use

Physical harm 3.25 1.45
Who has access to information 3.25 1.30
Information security 3.23 1.21
Identity theft 3.23 1.31
Privacy 3.21 131
Other concerns 2.79 1.30
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Table 10. Frequencies and Percentages of the Demographic Variables (N=719)

Variable Frequency Percentage
Gender
Male 638 88.7
Female 81 11.3
Age in years
18 to 28 359
29 to 39 272 g?g
40 to 50 69 96
51 to 60 18 25
Over 60 1 1
Highest level of education
Some high school 100 13.9
High school graduate 220 30.6
Some college 112 15.6
College graduate 262 36.4
Post-graduate 25 3.5
Marital status
Single 384 53.4
Married 312 43.4
Widow(er) 13 18
Divorced 10 14
Salary per month
Less than 500 117 16.3
501 to 1000 229 31.8
1001 to 3000 137 19.1
3001 to 5000 54 75
5001 to 7000 27 3.8
7001 to 10000 7 1.0
More than 10000 18 2.5
Prefer not to mention 82 11.4
Number of years’ experience
Less than 1 146 20.3
More than 1 but less than 3 148 20.6
More than 3 but less than 5 139 19.3
More than 5 but less than 10 152 21.1
More than 10 134 17.8
Type of hotel
Resort 475 66.1

Metropolitan 244 33.9
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Table 10 (continued)

Frequency Percentage
Department
Front office 82 11.4
Housekeeping 126 17.5
Food and beverage 196 27.3
Accounting 93 12.9
Engineering 21 2.9
Marketing 19 2.6
Sales 27 3.8
Other 155 21.6
Work shift
Morning 461 64.1
Afternoon 165 22.98

Night 53 7.4




Table 14. Descriptive Analysis by Age
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Variable Age N Mean Std. Minimum  Maximum

group Deviation
Concern about 18-28 359 3.1685 .94445 1.00 5.00
technology

29 -39 272 3.1170 .94568 1.00 5.00

40 - 50 69 3.3237 .93099 1.00 5.00

51 and 19 3.2719 .98164 1.00 5.00

over

Total 719 3.1667 .94453 1.00 5.00
Quality of the 18- 28 359 3.8928 79611 1.17 5.00
information

29 -39 272 3.8609 .88143 1.00 5.00

40 - 50 69 3.7367 .90947 1.00 5.00

51 and 19 3.5439 .89035 1.00 5.00

over

Total 719 3.8565 .84385 1.00 5.00
Knowledge about 18 - 28 359 .2827 .18349 .00 1.00
biometrics

29 -39 272 .3235 .20376 .00 1.00

40 - 50 69 2947 .18556 .00 .83

51 and 19 .3860 .20826 .00 .83

over

Total 719 .3020 .19328 .00 1.00
Ease of use 18- 28 359 3.9448 .75423 1.17 5.00

29 - 39 272 3.8781 .88025 1.00 5.00

40 - 50 69 3.9130 .75169 1.00 5.00

51 and 19 3.4211 .82845 1.00 4.67

over

Total 719 3.9026 .80875 1.00 5.00
Value 18- 28 359 3.7276 83719 1.00 5.00

29 - 39 272 3.6397 .90942 1.00 5.00

40 - 50 69 3.7072 .95399 1.00 5.00

51 and 19 3.4000 .83799 1.60 5.00

over

Total 719 3.6837 87710 1.00 5.00
Location of 18- 28 347 3.4947 .80285 1.50 5.00
device

29 - 39 264 3.3750 .85785 1.17 5.00

40-50 66 3.2803 .88538 1.67 5.00

51 and 19 34211 .86668 2.00 5.00

over

Total 696 3.4270 .83516 1.17 5.00
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Variable Age N Mean Std. Minimum  Maximum
group Deviation
Technological 18-28 359 1.9359 .68407 1.00 3.00
intent
29-39 272 1.8603 .65055 1.00 3.00
40 - 50 69 1.7246 .68350 1.00 3.00
51 and 19 1.8947 73747 1.00 3.00
over
Total 719 1.8860 67449 1.00 3.00
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Table 16. Descriptive Analysis by Education

Variable Education N Mean Std. Min Max
Deviation
Concern about ~ Some high school 100 3.0650  .82501 1.00 5.00
technology
High school graduate 220  3.1061  .92864 1.00 5.00
Some college 112 3.2232  1.00289 1.00 5.00
College and post 287  3.2265  .97063 1.00 5.00
graduate
Total 719  3.1667  .94453 1.00 5.00
Quality of the ~ Some high school 100  3.4467  .81094 1.00 5.00
information
High school graduate 220  3.7326  .86614 1.00 5.00
Some college 112 3.9107  .79567 1.83 5.00
College and post 287  4.0732  .78809 1.00 5.00
graduate
Total 719  3.8565  .84385 1.00 5.00
Knowledge Some high school 100  .3417 22270 .00 1.00
about
High school graduate 220  .3061 19249 .00 1.00
Some college 112 .2902 .19081 .00 1.00
College and post 287  .2898 .18263 .00 .83
graduate
Total 719  .3020 19328 .00 1.00
Ease of use Some high school 100 34733  .84311 1.00 5.00
High school graduate 220  3.8470  .81669 1.00 5.00
Some college 112 4.0208  .71138 1.67 5.00
College and post 287  4.0488 77144 1.00 5.00
graduate
Total 719 3.9026  .80875 1.00 5.00
Value Some high school 100 3.3260  .89968 1.40 5.00
High school graduate 220  3.6164  .91287 1.20 5.00
Some college 112 3.7500  .86097 1.00 5.00
College and post 287 3.8341  .80788 1.00 5.00
graduate
Total 719  3.6837  .87710 1.00 5.00
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Variable Education N Mean Std. Min Max
Deviation
Location Some high school 97 3.2268  .79901 1.50 5.00
High school graduate 216  3.3264  .80652 1.17 5.00
Some college 111  3.4685  .86003 1.17 5.00
College and post 272  3.5613  .83972 1.67 5.00
graduate
Total 696  3.4270  .83516 1.17 5.00
Technological ~ Some high school 100 15900 .66810 1.00 3.00
intent
High school graduate 220  1.6818  .62566 1.00 3.00
Some college 112 19107  .67855 1.00 3.00
College and post 287 21359  .61933 1.00 3.00
graduate
Total 719 1.8860 .67449 1.00 3.00




Table 18. Descriptive Analysis by Salary
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Variable Salary N Mean SD Min Max

Concern about Less than 500 E.P./month 117 3.2835 .92000 1.00 5.00
technology

501—to 1000 229  3.1579 97504 1.00 5.00

1001—3000 137 2.9672 .98577 1.00 5.00

>3001 106  3.0676 .92146 1.00 5.00

Prefer not to mention 82 3.4207 .86710 1.00 5.00

Total 671  3.1587 .95458 1.00 5.00

Quality of the  Less than 500 E.P./month 117  3.5513 .91640 1.17 5.00
information

501—to 1000 229  3.8828 .82465 1.00 5.00

1001—3000 137  3.9343 .82455 2.00 5.00

>3001 106  3.8899 .88458 1.00 5.00

Prefer not to mention 82 3.9512 77180 1.67 5.00

Total 671  3.8450 .85343 1.00 5.00

Knowledge Less than 500 E.P./month 117 2977 .22084 .00 1.00

about

501—to 1000 229 .2846 18117 .00 1.00

1001—3000 137 3175 .19996 .00 1.00

>3001 106 3805 .19620 .00 .83

Prefer not to mention 82 2419 14381 .00 .67

Total 671 3035  .19451 .00 1.00

Ease of use Less than 500 E.P./month 117 3.6425 .93241 1.00 5.00

501—to 1000 229  3.8923 .79352 1.00 5.00

1001—3000 137  4.0207 .75717 2.00 5.00

>3001 106 3.9686 .85762 1.00 5.00

Prefer not to mention 82 3.9593 74239 1.17 5.00

Total 671 3.8952 .82389 1.00 5.00

Value Less than 500 E.P./month 117 3.4479 91223 1.00 5.00

501—to 1000 229  3.6245 .88343 1.20 5.00

1001—3000 137  3.8292 .86315 1.40 5.00

>3001 106  3.7660 .93380 1.00 5.00

Prefer not to mention 82 3.8268 .77285 1.00 5.00

Total 671 3.6826 .88802 1.00 5.00




Table 18 (continued)
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Variable Salary N Mean SD Min Max

Location Less than 500 E.P./month 113  3.3909 .89275 117  5.00

501—to 1000 220  3.4068 .84581 1.67 5.00

1001—3000 135  3.4469 .82248 1.67 5.00

>3001 102 3.4248 91697 1.17 5.00

Prefer not to mention 79 35000 .73574 1.67 5.00

Total 649  3.4266 .84660 1.17 5.00

Technological Less than 500 E.P /month 117  1.6496 .60624 1.00 3.00
intent

501—to 1000 229  1.7904 .62807 1.00 3.00

1001—3000 137 1.9635 .69036 1.00 3.00

>3001 106  2.2170 .71720 1.00 3.00

Prefer not to mention 82 19390 .57408 1.00 3.00

Total 671  1.8867 .66847 1.00 3.00




Table 20. Descriptive Analysis by Years of Experience
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Variable Experience N Mean  SD Min  Max
Concern about technology <1 year 146 3.2340 .82503 117  5.00
>1 year < 3 years 148 3.2038 97218 1.00 5.00
>3 years<5years 139 3.0695 1.04390 1.00 5.00
>5 <7 years 77 3.0866 .98476 1.00 5.00
>7 <10 years 75 3.0756 .90265 1.00 5.00
>10, <15 years 73 3.1621 .86690 1.00 5.00
> 15 years 61 3.3552 99139 1.00 5.00
Total 719 3.1667 .94453 1.00 5.00
Quality of the information <1year 146 3.7683 7765 150 5.00
>1 year < 3 years 148 3.8243 .83135 1.17 5.00
>3 years<5years 139 3.9424 .81024 1.67 5.00
>5 <7 years 77 3.8225 .80629 1.67 5.00
>7 <10 years 75 3.8844 .85071 1.67 5.00
>10, <15 years 73 4.0274 .83980 133 5.00
> 15 years 61 3.7541  1.09866 1.00 5.00
Total 719 3.8565 .84385 1.00 5.00
Knowledge about < 1year 146 .2934 .18806 .00 1.00
biometrics
>1 year < 3 years 148 .3063 19735 .00 1.00
>3 years<5years 139 .3010 19232 .00 1.00
>5 <7 years 77 .2835 .18350 .00 .83
>7 <10 years 75 3133 17959 A7 .83
>10, <15 years 73 .3128 22213 .00 1.00
> 15 years 61 3115 .19597 .00 1.00
Total 719 .3020 .19328 .00 1.00
Ease of use <1 year 146 3.7660 .76328 1.00 5.00
>1 year < 3 years 148 3.8671 .80436 1.00 5.00
>3 years<5years 139 4.0156 .80804 1.17 5.00
>5 <7 years 77 3.8853 .75619 217 5.00
>7 <10 years 75 3.9644 .75650 1.67 5.00
>10, <15 years 73 4.0502 .80970 1.67 5.00
> 15 years 61 3.8279 .99998 1.00 5.00
Total 719 3.9026 .80875 1.00 5.00
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Variable Experience N Mean  SD Min  Max
Value <1vyear 146 3.5329 .83551 140 5.00
>1 year < 3 years 148 3.6905 .85693 1.20 5.00
>3 years<5years 139 3.7079 .85237 1.60 5.00
>5 <7 years 77 3.7169 .83499 1.00 5.00
>7 <10 years 75 3.7307 .79355 160 5.00
>10, <15 years 73 3.8411 .93983 1.00 5.00
> 15 years 61 3.6852 1.11263 1.00 5.00
Total 719 3.6837 87710 1.00 5.00
Location <1 year 141 3.4137 .79995 1.67 5.00
>1 year < 3 years 145 3.4632 .86835 1.17 5.00
>3 years<5years 133 3.4749 .84549 1.67 5.00
>5 <7 years 76 3.3092 75459 1.67 5.00
>7 <10 years 69 3.4058 .75919 167 483
>10, <15 years 72 3.4306 .85340 1.83 5.00
> 15 years 60 3.4333 .98300 117 5.00
Total 696 3.4270 .83516 117 5.00
Technological intent <1year 146 1.7877 .68691 1.00 3.00
>1 year < 3 years 148 1.8108 .69352 1.00 3.00
>3 years <5years 139 1.9209 .66009 1.00 3.00
>5 <7 years 77 1.9221 .68376 1.00 3.00
>7 <10 years 75 1.9867 .64710 1.00 3.00
>10, <15 years 73 1.9315 .63089 1.00 3.00
> 15 years 61 2.0000 .68313 1.00 3.00
Total 719 1.8860 .67449 1.00 3.00
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Table 22. Descriptive Analysis by Department

Variable Department N Mean SD Min Max

tigﬂﬁgrlg ;‘5’0“ Front Office 82  3.1870 95560 133 500
Housekeeping 126 3.1124 91914 1.00 5.00
Food beverage 196 3.0859 .98861 1.00 5.00
Accounting 93 3.1129 97125 1.00 5.00
Engineering 21 3.2619 .81406 1.00 4.50
Marketing 19 3.0175 .70688 2.00 4.50
Sales 27 3.1914 .81742 1.67 5.00
Other 155 3.3355 .94319 1.00 5.00
Total 719 3.1667 .94453 1.00 5.00

Quality of the .

information Front Office 82 3.9553 .86743 1.33 5.00
Housekeeping 126 3.6415 .83747 1.00 5.00
Food beverage 196 3.9532 .84053 1.00 5.00
Accounting 93 3.8566 .86169 1.67 5.00
Engineering 21 3.9444 .69589 2.83 5.00
Marketing 19 3.5175 .93276 2.17 5.00
Sales 27 3.4938 .70783 2.33 5.00
Other 155 3.9495 .81592 1.00 5.00
Total 719 3.8565 .84385 1.00 5.00

fonowledge aboUt Eront Office 82 3354 20200 00 100
Housekeeping 126 2751 .19812 .00 1.00
Food beverage 196 3121 .20458 .00 1.00
Accounting 93 .3226 .19475 .00 .83
Engineering 21 .2937 .18185 A7 .67
Marketing 19 4649 .23293 17 1.00
Sales 27 .3457 .16619 .00 .67
Other 155 .2548 .14993 .00 .67
Total 719 .3020 .19328 .00 1.00

Ease of use Front Office 82 3.9146 .85074 1.00 5.00
Housekeeping 126 3.7500 .79352 1.00 5.00
Food beverage 196 3.9872 .80063 1.00 5.00
Accounting 93 3.9964 .82202 1.00 5.00
Engineering 21 3.9683 59772 2.67 5.00
Marketing 19 3.3596 .88238 2.17 5.00
Sales 27 3.5185 74296 2.17 5.00
Other 155 3.9817 .78048 1.00 5.00
Total 719 3.9026 .80875 1.00 5.00
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Variable Department N Mean SD Min Max
Value Front Office 82 3.6317 .92934 1.60 5.00
Housekeeping 126 3.5984 79377 1.40 5.00
Food beverage 196 3.7745 93126 1.00 5.00
Accounting 93 3.7247 .82405 1.00 5.00
Engineering 21 3.7714 .83015 2.20 5.00
Marketing 19 3.4000 .92376 2.20 5.00
Sales 27 3.2000 .82088 1.20 4.80
Other 155 3.7484 .85973 1.00 5.00
Total 719 3.6837 .87710 1.00 5.00
Location Front Office 82 3.5346 .86612 1.83 5.00
Housekeeping 123 3.2385 78612 1.67 5.00
Food beverage 190 3.4096 .89294 1.17 5.00
Accounting 91 3.5293 .81293 1.17 5.00
Engineering 20 3.2750 .62892 2.00 5.00
Marketing 18 3.3519 .95296 1.67 4.83
Sales 25 3.3133 .81126 2.17 4.67
Other 147 3.5329 .78868 1.67 5.00
Total 696 3.4270 .83516 1.17 5.00
Technological Front Office 82 2.1098 .68504 1.00 3.00
intent
Housekeeping 126 1.6667 .59330 1.00 3.00
Food beverage 196 1.8520 .66683 1.00 3.00
Accounting 93 2.1290 .64649 1.00 3.00
Engineering 21 2.0000 70711 1.00 3.00
Marketing 19 2.0526 77986 1.00 3.00
Sales 27 1.9259 .67516 1.00 3.00
Other 155 1.8000 .66840 1.00 3.00
Total 719 1.8860 .67449 1.00 3.00
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