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Abstract

Bluetooth and IEEE 802.11b standards share the same unlicensed ISM (Industrial, Scientific, Medical) radio spectrum.
As such, severe interference is inevitable and performance can be impaired significantly when heterogeneous devices using
the two technologies come into close proximity. We propose a new approach called ISOAFH (Interference Source
Oriented Adaptive Frequency Hopping) based on a memory and power efficient channel classification process, thereby
reducing the time and space complexity of the mechanism. Through our MATLAB Simulink based simulations of various
coexistence mechanisms, we find that the IEEE 802.15 Task Group 2 (TG2) AFH performance is sensitive to memory and
power limitations, while ISOAFH is less sensitive to these constraints and can keep a lower channel collision rate. In view
of the potential implementation difficulties for AFH based approaches, we also propose a time domain mechanism called
ISOMDMS (ISO Master Delay MAC Scheduling).
� 2006 Elsevier B.V. All rights reserved.
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1. Introduction

Bluetooth and IEEE 802.11b are widely used in
many short range wireless communication systems.
However, as they share the unlicensed ISM radio
spectrum, they are susceptible to data transmission
collisions when devices with these two different tech-
nologies come into close proximity. Fig. 1 shows the
conceptual diagram of how interference occurs
between Bluetooth and IEEE 802.11b. As can be
seen, IEEE 802.11b and Bluetooth share the same
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2.4 GHz ISM band of 83 MHz in bandwidth. Blue-
tooth uses FHSS to hop over 79 channels of each
1 MHz in bandwidth [16]. On the other hand, IEEE
802.11b uses DSSS and its carrier remains
unchanged and centered on a chosen channel of
22 MHz wide.1 When IEEE 802.11b is operating,
its transmission typically occupies 22 MHz in the
spectrum which is the same frequency range shared
with 22 of the 79 Bluetooth channels. When a Blue-
tooth transmission occurs on a frequency that lies
within the frequency range occupied by a simulta-
neous IEEE 802.11b transmission, interference
occurs and its severity depends on the devices’ sep-
aration, signal strengths, etc.

In view of the adverse effects of the coexistence
problem [9,12,15,13,23,24,28,32–34], the Bluetooth
SIG (Special Interest Group) and IEEE 802.15,
have coordinated a task group, known as Coexis-
tence TG2 (Task Group 2) [6,21], to work on this
problem.

Coexistence is defined by TG2 as the ability of
one system to perform a task in a given (shared)
environment where other systems may or may not
be using the same set of rules. Usually, those sug-
gested coexistence mechanisms are supposed to be
implemented on the Bluetooth side in order to

accommodate the existing or intervention of a
WLAN system. They work at the MAC (Medium
Access Control) layer to make adaptive control,
tuning, and coordination, instead of making
changes to the existing signal processing methods
at the PHY (physical) layer.

Coexistence mechanisms [3,2,4,5,17–19,22,29,
39,40] can be classified into two types according to
their working principles: collaborative coexistence
mechanisms and non-collaborative coexistence
mechanisms.

Collaborative mechanisms rely on a communica-
tion avenue between IEEE 802.11b and Bluetooth
[25,30,31,36]. With the traffic information of each
party known beforehand, coexistence is carried
out by arranging the transmissions orthogonal in
time domain. In fact, such a pre-condition generally
requires both system modules to be colocated or
within the same physical unit (e.g., within the same
PC).

Non-collaborative mechanisms work without any
communication between IEEE 802.11b and Blue-
tooth modules [8]. As such, they achieve coexistence
by carrying out two fundamental processes: channel

classification and adaptive control actions. Channel
classification is the process for estimating the
channel conditions and detecting if there is any inter-
ference source nearby. Currently, all non-collabora-
tive mechanisms share some general purpose and
common methods for this process, like BER (Bit

Fig. 1. Transmission collision due to devices coexistence.

1 We do not consider the uncommon channel agility option
defined in IEEE 802.11b specification.
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Error Rate), FER (Frame Error Rate), etc. Based on
the results obtained in the channel classification pro-
cess, the adaptive control actions will take the appro-
priate collision avoidance actions accordingly. The
most notable and important example of non-collab-
orative mechanisms is the AFH (adaptive frequency
hopping) method adopted by TG2 [37,38].

The system architecture of the TG2 AFH mech-
anism is shown in Fig. 2. The new AFH module is
placed between the original hop selection kernel
and the frequency synthesizer. The AFH module
carries out two functions: sequence generation and
remapping. The sequence generation module speci-
fies when and which frequency to use, while the
remapping function is used for maintaining the
pseudorandom nature within the partition which
behaves as the original hop selection kernel.

In TG2 AFH, both the Bluetooth master and
slaves take measurement on channel condition,
and the usual classification methods are either
BER (bit error rate) or PER (packet error rate).
The measurements are on a channel-by-channel
basis in that slaves send their measured statistics
to the master regularly by using LMP messages.
The master combines the measurements from all
the slave devices and then compiles a list of ‘‘good’’
and ‘‘bad’’ channels. It should be noted that the sta-
tistics, recorded in the channel list, are floating point
numbers, and hence, require substantial storage.

The master then compares the hopping sequence
with the ‘‘good’’ and ‘‘bad’’ channel lists and then
determines to bypass or remap it. Afterwards, the
master modifies the hopping sequence and then
replaces as many ‘‘bad’’ channels as possible by
‘‘good’’ channels. The master informs slaves with
the adaptive hopping sequence by using LMP
messages.

Although much discussion and performance anal-
ysis have been done on TG2 AFH, performance

study under practical resources constraint is rela-
tively less explored. Specifically, constraints in mem-
ory and power are by and large ignored. For
instance, if memory is not enough for storing the
complete list of channels, replacement algorithms
such as least recently used are needed to refresh the
channel table when channel collisions occur. Despite
the advancement and miniature of wireless portable
devices, power and memory constraints are still
always of prime concerns. These concerns are espe-
cially true for a FHSS system which is characterized
by its simplicity and low implementation cost [10].

In this paper, we propose a new non-collabora-
tive approach called ISOAFH (Interference Source
Oriented Adaptive Frequency Hopping) based on
a memory and power efficient channel classification
process. Our simulation results using Matlab Simu-
link [7] indicate that the proposed ISOAFH outper-
forms TG2 AFH in various practical application
scenarios. In view of the potential implementation
difficulties in AFH based approaches, we also pro-
pose a time domain approach called ISOMDMS
(Interference Source Oriented Master Delay MAC
Scheduling), which works by judiciously deferring
transmission whenever a potential collision is
detected. We describe our proposed approaches in
detail in the next section. In Section 3, we provide
a detailed description about the simulation environ-
ment and configurations we used in our perfor-
mance study. Simulation results and their
interpretations are included in Section 4. Section 5
provides some concluding remarks.

2. Our proposed approaches

In this section, we describe the design of our pro-
posed AFH approach, called Interference Source
Oriented AFH (ISOAFH). We then discuss some
of the implementation issues, which, in turn, moti-

Fig. 2. System architecture of the TG2 AFH.
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vate our proposed time domain approach called
Interference Source Oriented Master Delay MAC
Scheduling (ISOMDMS).

2.1. Classification in ISOAFH

2.1.1. Interference source analysis: IEEE 802.11b

Our proposed estimation method starts by analyz-
ing the interference source’s (i.e., WLAN technolo-
gies) transmission characteristics. In particular, we
stress on the radio transmission characteristics of
IEEE 802.11b. The channel allocation of IEEE
802.11b is shown in Table 1.

By considering the channel assignment, there are
11 channels defined in IEEE 802.11b specification
[20]. An IEEE 802.11b system spreads the energy
of the transmission signal on the spectrum over a
chosen channel of bandwidth 22 MHz. However,
the channel allocation is overlapping in nature with
each channel separated by 5 MHz. The channels
need to be separated by at least five channels to
achieve zero overlap. In a small geographical area
similar to our envisioned scenarios described in Sec-
tion 1, the maximum number of non-overlapping
channel configuration is CH1, CH6, and CH11
(i.e., 2412, 2437, 2462 MHz). Hence, in such a con-
strained environment, the maximum allowable con-
nections for IEEE 802.11b is only three; otherwise,
the ISM spectrum is considered as overloaded.

2.1.2. Proposed channel estimation method

According to the above observations, we use the
groupings as shown in Table 1 as the foundation of
our proposed customized channel classification and
adaptive control actions process in the ISOAFH
scheme.

In our proposed channel classification method,
we do not intend to find individual ‘‘bad’’ channels.
Instead, we try to locate the carrier(s) of IEEE
802.11b interference source(s) and then attempt to
avoid hopping on all the affected Bluetooth chan-
nels. For instance, according to Table 1, if we can
be sure that the carrier of IEEE 802.11b interference
is CH3, then we can avoid hopping over Bluetooth
ch(9–31) instead of taking measurements for indi-
vidual channels. Specifically, we group Bluetooth
channels into 11 groups according to the channel
allocation of IEEE 802.11b, as shown in Table 1.
All channels affected by the same IEEE 802.11b car-
rier are assigned to the same group. It should be
noted that this group assignment is overlapping as
well in that each Bluetooth channel can belong to
more than one group (at most 5 groups). For exam-
ple, Bluetooth ch10 belongs to Group 1, Group 2,
and Group 3. Thus, instead of taking PER for each
Bluetooth channel, we only keep track of the PER
for that 11 groups only. We use a moving window
of 5 Bluetooth time-slots to accumulate the PER
statistics. This is formalized in the following rule.

Algorithm 1. Channel Classification and
Revocation

1. For any channel within group Gx resulted in
error, its error rate is used as the aggregate
PER (packet error rate) for Gx.

2. Furthermore, error in ch(i) is considered as the
error for all groups containing ch(i).

3. If a group Gx is found to have a PER of �, all
channels in group Gx are labeled as ‘‘bad’’
channels.

For example, if a packet sent in Bluetooth chan-
nel ch(38) gets corrupted, this packet error is
counted in the PER of Groups 5–8. For another
example, if Bluetooth channel ch(32) gets interfered,
then the packet error is contributed to PER reading
of Group 4–7. By doing this, the group correspond-
ing to the carrier of the interference source will have
the highest packet error rate value. Thus, the Blue-
tooth system can locate the carrier of the interfer-
ence and try to avoid hopping in the whole range
of engaged frequencies.

Moreover, compared to the channel-by-channel
PER measurement in TG2 AFH, this mechanism
can respond faster to interference since the statistics
are built up quickly. This is because one error can be

Table 1
A comparison of frequency usage by Bluetooth and IEEE
802.11b in the 2.4 GHz ISM band

IEEE 802.11b
channel

Frequency range in
use (MHz)

Corresponding
Bluetooth channels

CH1 2401–2423 ch(0–21)
CH2 2406–2428 ch(4–26)
CH3 2411–2433 ch(9–31)
CH4 2416–2438 ch(14–36)
CH5 2421–2443 ch(19–41)
CH6 2426–2448 ch(24–46)
CH7 2431–2453 ch(29–51)
CH8 2436–2458 ch(34–56)
CH9 2441–2463 ch(39–61)
CH10 2446–2468 ch(44–66)
CH11 2451–2473 ch(49–71)
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counted in more than one group and all errors
within a group contribute to a single PER reading.

To implement the measurement of PER, it can
utilize the ARQ (Automatic Repeat reQuest)
scheme in ACL link. This scheme involves an
acknowledgment bit (ARQN) to let the master
know whether the last packet was received correctly.
The recipient checks each received packet for error,
and if error is detected, it indicates this in the header
of the return packet. Afterwards, the sender retrans-
mits the packet. Thus, by making use of this scheme,
the PER can be measured readily at the sender side.

2.2. Adaptive control actions

For TG2 AFH, the master informs the slaves for
‘‘bad’’ channels on a channel-by-channel basis
through LMP messages. The slaves then withdraw
the ‘‘bad’’ channels from the hopping set. However,
this channel-by-channel approach obviously
requires more LMP messages and radio resources.
Furthermore, it also leads to a longer response time.

In ISOAFH, we define 11 modes of channel rev-
ocation, corresponding to the Bluetooth channels
affected by IEEE 802.11b channels. When the
results of the channel estimation process indicate
that any group of channels turns ‘‘bad’’, the master
informs its slaves to withdraw the affected channels
from the hopping set by using the defined revoca-
tion modes. By doing this, the system can reduce
the response time to interference but with less
LMP messages.

Compared to TG2 AFH, the proposed ISOAFH
does not need to maintain the lists of ‘‘good’’ and
‘‘bad’’ channels on a channel-by-channel basis.
Thus, a smaller channel table can be used. More-
over, since there are only 11 revocation modes, it
is highly feasible to implement them in hardware
or firmware to make the process of adaptive hop-
ping sequence generation even faster.

On the other hand, from a practical point of
view, we suggest that the maximum number of
allowable revocation modes is three since the maxi-
mum possible number of concurrent IEEE 802.11b
connections is 3 (CH1, CH6, CH11). Thus, the
unaffected Bluetooth channels in-between (i.e.,
ch(21–24) and ch(47–50)) together with those Blue-
tooth channels are never shared with IEEE 802.11b
(i.e., ch(72–78)). In this manner, the FCC regula-
tions and the requirement on Nmin can always be
fulfilled. In summary, the proposed ISOAFH has
the following salient distinctive features:

• exploitation of the potential performance gain by
analyzing the interference source;

• faster response compared to TG2 AFH;
• relatively low time and space complexity, leading

to less demand on system resources; and
• no need to update the ‘‘good’’ and ‘‘bad’’ channel

lists on a channel-by-channel basis.

2.3. Implementation difficulties

The information exchange process between the
master and its slaves in a Bluetooth piconet is a crit-
ical component to make AFH practicable in a real
life environment. In our study, in fact we have
implicitly assumed that all the Bluetooth devices
(i.e., both the master and the slaves) execute the
same AFH mechanism, and more importantly, gen-
erate the same channel estimation results such that
the ‘‘good’’ and ‘‘bad’’ lists are consistent among
each other in the piconet. As such, there is no need
to ‘‘physically’’ exchange information because the
outcomes of the AFH mechanism on each device
completely agree with each other. That is, the mas-
ter does not need to ‘‘inform’’ the slaves to use a dif-
ferent frequency in a future time-slot.

This is in fact a fairly strong assumption because
Bluetooth devices are supposed to be of a low cost
and thus, it may be infeasible or not cost effective
to implement the same AFH mechanism on all
Bluetooth devices (be it a master or a slave) in a pic-
onet. For instance, it may be cost effective to imple-
ment the AFH mechanism in an access point device
but not in a small Bluetooth headset device. If this is
the case, then the master needs to inform its slaves
about the outcomes of the AFH mechanism, i.e.,
which new frequencies to use in future time-slots.
Then, we face an important implementation issue:
how should the master perform such ‘‘notification’’?
This is in fact a rather subtle issue. To see this, con-
sider the single-slot timing diagram in Fig. 3.
Suppose the master determines that f(k + 2) should
not be used but f 0(k + 2) (where f 0(k + 2) 5

f(k + 2)) should be used instead. The subtle issue
is that the master has no way to notify the slave
because it is about to use f(k + 2) to transmit data
to the slave. Indeed, the paradox is that the master
can only use f(k + 2) to notify the slave that f(k + 2)
cannot be used! In view of this, in fact the master
should perform ‘‘look-ahead’’ channel estima-
tion—at slot k + 2 the master should notify the
slave that whether f(k + 4) should be used or not
(assume that the master can do so by including such
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information in a few bits in the packet sent to the
slave; this is by itself an implementation research
issue of how to encode the new channel number
using a few bits). Doing so, however, further aggra-
vates the potential inaccuracy of the channel estima-
tion process because when the channel is used, the
estimation result may not be valid any more.

2.4. The proposed ISOMDMS

Due to the practical limitations imposed on
AFH, we also consider a non-collaborative coexis-
tence mechanism, called Inference Source Oriented
Master Delay MAC Scheduling (ISOMDMS), that
is easier to implement as it is backward compatible
with legacy Bluetooth devices.

For illustration purposes, let us assume that the
Bluetooth system is fully loaded (i.e., keep on
transmitting) using a single-slot packet type. As
can be seen in Fig. 4, the sequence of numbers
represent the hopping frequencies to be used for
every individual packet in each time slot period.
First, based on some channel classification tech-
nologies, the device (i.e., the Bluetooth master)
obtains the channel conditions and hence, realizes
which channels are being engaged by other nearby
systems. Second, the master checks against the
hopping sequence in pairs (i.e., to protect the Tx
and Rx transmission pattern over ACL links) with
the channel state information (CSI). Once any of
the assigned channels is found to be in the set
of ‘‘used’’ (i.e., ‘‘bad’’) channels, no transmission

Fig. 3. Slot timing for single and multi-slot packets.

Fig. 4. An illustration of the ISOMDMS mechanism.
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is allowed in the corresponding time slot, and
more importantly, the affected packet is delayed
until the next time slot with a possibly ‘‘unused’’
(i.e., ‘‘good’’) channel.

As described above, ISOMDMS does not impose
any change to the original pseudorandom hopping
sequence like AFH. However, it can still fulfill the
coexistence goals by deferring the transmission if
the assigned frequencies are sensed to be occupied.
In this manner, Bluetooth devices schedule its traffic
in a non-collaborative manner and effectively reduce
the offered load during possible collision periods.
Thus, compared to AFH, ISOMDMS is a conserva-
tive approach in the sense that AFH always aggres-
sively tries to search for a ‘‘good’’ channel while
ISOMDMS just tries to stop transmission on inter-
fered channels.

On the other hand, since a Bluetooth master has
complete control over the piconet’s traffic and the
ISOMDMS scheme does not change the original
pseudorandom hopping sequence, only the Blue-
tooth master needs to be ISOMDMS enabled. Yet
the whole piconet can enjoy the coexistence per-
formance gain. This meets the requirement on
backward compatibility. Furthermore, the adaptive
control actions of ISOMDMS are some simple
traffic control actions on the time domain and as
such, they can be easily implemented by slightly
upgrading existing Bluetooth MAC layer firmware.
As a result, ISOMDMS is amenable to a low cost
implementation.

3. Performance evaluation methodology

3.1. Simulation configurations

We model a typical application scenario in that
various number of devices using Bluetooth and
IEEE 802.11b come into close proximity and make
connections in an independent manner simulta-
neously. We used the simulated spread spectrum
signal models for Bluetooth and IEEE 802.11b
provided in Matlab Simulink toolboxes. The num-
ber of piconets and IEEE 802.11b connections,
together with the traffic loading of the IEEE
802.11b independent basic service set (IBSS) net-
works are varied, specifying various levels of sys-
tem loads. For Bluetooth, each pair of devices
independently forms a piconet with ACL links.
Masters in the piconets use all the 79 channels
defined in the Bluetooth standard to send data to
their respective slaves continuously with DH1,

DH3 or DH5 encapsulation2 [1]. On the other
hand, we have also included one to three pairs of
nodes which form IEEE 802.11b IBSS connections
as interference sources. These connections use
only non-overlapping channels CH1, CH6, and
CH11 as defined in the IEEE 802.11b specification
[20].

In a multiple-piconet environment, each piconet
is assigned a fixed master address throughout all
the simulations. Moreover, in our model, the trans-
missions of different piconets are also governed by
an arbitrary phase delay referenced to a designated
piconet, say, piconet 1. Thus, measurements are
made at the designated piconet 1. A collision event
is counted whenever there is clash in the frequency
domain with respect to piconet 1’s channels
(counted once in case of multiple interference
sources).

There are some other particular modeling
requirements for individual cases and they are
described in subsequent sections. Other general sim-
ulation parameters are listed in Table 2.

Furthermore, based on the parameters listed in
Table 2, the interference range [27] (i.e., the maxi-
mum distance at which two heterogeneous devices
interfere with each other, when they use the same
frequency for transmission), denoted by rint, we
used in our simulation models is computed as:

rint ¼ d Smin

P BT

P IEEE

� �a
2

ð1Þ

Table 2
Key simulation parameters

Parameter Setting

IEEE 802.11b traffic loading
step size

9%

Simulation time per step 10 s
Diameter of coverage 2 m
Path loss and channel model AWGN
Bluetooth system loading 100%
Bluetooth packet types DH1, DH3, DH5
Bluetooth transmitted power 1 mW (0 dBm)
� (PER threshold) 2 per moving window of 5

time-slots
IEEE 802.11b system loading Variable (Poisson distribution)
IEEE 802.11b data rate 11 Mbps
IEEE 802.11b transmitted

power
25 mW (14 dBm)

2 Due to space limitations, not all results are shown in this
paper but can be found in [2].
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where Smin is the minimum acceptable signal-to-
noise ratio needed for proper operation of each mo-
bile device (we used 10 dB in all of our simulation
trials), d is the physical distance between any pair
of heterogeneous devices (we varied d in the range
of 10–20 m), a is the path loss exponent (we used
a = 4 in all our simulation trials), PBT and PIEEE

are the transmitted power by a Bluetooth device
and an IEEE 802.11b device, respectively (as indi-
cated in Table 2). For a detailed derivation and dis-
cussion on the interference range and received
signal-to-noise ratio, the reader is referred to Chap-
ter 13 (pp. 520–530) of the book [27].

3.2. Performance metrics

Instead of using traditional throughput and/or
goodput analysis which is in fact quite superficial,
we try to quantify the performance of various
AFH mechanisms more accurately by using two
metrics: overall channel collision rate in frequency
domain, and frequency spectrum usage. The ratio-
nales for our performance analysis with these two
metrics are as follows:

• Channel collision occurs when two or more sys-
tems contend for the same frequency at the same
time. The overall channel collision rate is the
ratio of the total number of collisions occurred
in all channels divided by the total number of fre-
quency hops during the life time of the connec-
tion. Conventional throughput analysis is an
aggregate measurement of the overall system per-
formance. As such, it is affected by various
parameters in all layers. Thus, in particular, it
is not a precise performance index for AFH
mechanisms. By contrast, the collision rate dem-
onstrates how well or how badly an AFH mech-
anism works to avoid interference, and it can
assess AFH solely by excluding all other effects.

• A frequency spectrum usage diagram shows the
number of times a channel used versus the respec-
tive channel number. In our study, the channel is
numbered according to the Bluetooth standard
since we are attempting to study AFH of Blue-
tooth systems. The spectrum usage diagram
depicts the utilization of the available channels
in the ISM spectrum. Indeed, a frequency spec-
trum usage diagram not only gives us a direct
visual sense about the total spectrum usage but
also reveals much insight about the utilization
of the precious bandwidth resources. Moreover,

it gives us clues about whether a higher overall
network capacity or lower interference level is
indeed achievable.

3.3. Simulation scenarios

Two types of scenario are set up to compare the
performance of all the three mentioned mechanisms,
namely pseudorandom FH, TG2 AFH, and ISO-
AFH, using three different transmission modes
(i.e., DH1, DH3, DH5).

Like many related studies [3,11,14], we have
made the following assumptions in all the simula-
tions: mutual interference, that can possibly change
the traffic distribution for individual system, is
ignored in order to make the analysis manageable.
Furthermore, we assume the negotiation and infor-
mation exchange (e.g., for agreeing upon a new fre-
quency to use) between the master and slaves are
done reliably. We discuss more about this issue
below.

3.3.1. Modeling of resource limited scenarios

The goals of these simulations are to analyze dif-
ferent AFH mechanisms quantitatively with mem-
ory and power constraints. We vary the system
load of the IBSS (IEEE 802.11b connections) to
see its effect on the Bluetooth devices.

• Case 1.1 Memory Limited Environment: The aim
of this scenario is to quantify the performance of
TG2 AFH mechanism with limited memory,
which is modeled by restricting the buffer size
for the AFH to store individual channel’s infor-
mation. A sufficiently high refreshing rate of the
channel lists is assumed so as to ensure that no
channel collision is ascribed to inappropriate
refreshing rate.

• Case 1.2 Power Limited Environment: The goal of
this testing scenario is to investigate the perfor-
mance of AFH mechanism with power constraint,
which is modeled as a limited refreshing rate since
more rapid refreshing expends more power.
Ample space of memory is assumed so that
all channel collisions are due to refreshing rate
issues.

3.3.2. Modeling of congested environments

The objective of this simulation is to find out the
performance of AFH mechanisms in a congested
environment. Two different scenarios are simulated.
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• Case 2.1 Homogeneous Congested Environment:

This simulation case tests AFH performance in
a high density, non-static, and narrowband inter-
ference environment. Various number of Blue-
tooth devices are simulated with each pair of
them forming piconets independently. In each
piconet, the master keeps on sending data to its
slaves. Time reference and measurements are
made on a single referenced piconet, as described
before. Collision rate is measured against differ-
ent number of piconets. Multiple sources collide
on the same channel simultaneously is counted
once only.

• Case 2.2 Heterogeneous Congested Environment:

This simulation case tests AFH performance in
a heterogeneous and spectrum-congested envi-
ronment. In addition to the piconets simulated
in Case 2.1, some extra IEEE 802.11b ad hoc
mode connections are simulated. Such an ad
hoc IBSS network is modeled as background
interference sources with two cases of constant
traffic load: 50% and 100%. Again, collision rate
with reference to a chosen piconet is measured
against number of piconets.

4. Simulation results and interpretations

4.1. Memory limited environment

Fig. 5 shows the collision rate of TG2 AFH with
different limited memory available versus different
interference levels. The results show that TG2 AFH
mechanism is severely affected by the memory avail-
able. We can also see that the collision rate increases
rapidly when the number of ‘‘bad’’ channels is larger
than the system memory capacity. More impor-
tantly, the TG2 AFH behaves similar to the pseudo-
random one under such a limiting scenario.

4.2. Power limited environment

Fig. 6(a) illustrates the effect of number of ‘‘bad’’
channels to a memory limited TG2 AFH mecha-
nism. It shows that collision rate increases sharply
when more and more ISM band channels turn
‘‘bad’’. In other words, TG2 AFH performance is
degraded drastically in a congested spectrum or
when different systems come into moderately close
proximity.

Fig. 6(b) shows the collision rates when the
interference level increases at different rates faster

than the updating rate of ‘‘good’’ and ‘‘bad’’ chan-
nel lists. The curve at the bottom represents the
lowest possible collision rate with a proper channel
lists updating rate. The figure shows that improper
channel lists updating rate can lead to a collision
rate of three times higher compared to a proper
one. As expected, collision rate critically depends
on the changing rate of the channel conditions.
In fact, in order to get the latest information, more
frequent channel lists updating should be main-
tained in a rapidly changing environment (i.e.,
mobility is high). However, this requirement also
mandates a higher power expenditure rate on the
system.

Fig. 7 shows the collision rates of different Blue-
tooth transmission modes with a single IEEE
802.11b source under various load levels. The gen-
eral trend for all the mechanisms is that collision
rate increases with IEEE 802.11b loading. While
all the mechanisms are modeled with 11 memory
units (we assume that each channel status requires
one memory unit), ISOAFH demonstrates a rela-
tively stable and superior performance,3 while
TG2 AFH approaches the pseudorandom fre-
quency hopping behavior.

Furthermore, it should be noted that the collision
rates are calculated on a per packet basis (i.e.,
counting how many packets encounter collision),
and thus, a lower collision rate of a multi-slot
packet should not be interpreted as a better result.
Specifically, for a DH3 packet, each collision entails
the loss of three time-slots. Thus, for example, a col-
lision rate of 0.15 actually means a time-slot loss
rate of 0.45. Consequently, although the multi-slot
results demonstrate a trend similar to single-slot
transmission mode, the collision rate grows up
much faster with the activity level of interference
sources. This suggests that a shorter packet should
be used in high interference environments. In the
subsequent results, we focus on the cases where
DH1 packet type is used. For results of multi-slot
packet types, the reader is referred to [2].

From the ISM spectrum usage diagrams (not
shown here due to space limitations but can be
found in [2]), pseudorandom frequency hopping
mechanism hops over all the available channels
evenly and as such, has no reaction to interference

3 From the results on two or more IEEE 802.11b sources
described in [2], ISOAFH also significantly outperforms TG2
AFH which in turn performs slightly better than the pseudoran-
dom FH.
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from IEEE 802.11b. On the other hand, both TG2
AFH and ISOAFH can react to the increased colli-
sion rate and change the hopping frequency dynam-
ically. Indeed, for smaller Bluetooth packets (i.e.,
DH1), ISOAFH can achieve a rather stable perfor-

mance after the IEEE 802.11b load level reaches
around 30%. This is because the ISOAFH algorithm
continuously avoids using the frequencies occupied
by the IEEE 802.11b as soon as such a high load
level is reached.
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Fig. 5. Collision rate of limited memory TG2 AFH with one to three IEEE 802.11b interference sources. (a) IEEE 802.11b · 1, (b) IEEE
802.11b · 3.
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4.3. Congested environments: homogeneous and

heterogeneous cases

Fig. 8 compares the collision rate of all the fre-
quency hopping mechanisms in the presence of

homogeneous and heterogeneous interference
sources as an IEEE 802.11b network and varying
number of independent Bluetooth networks coexist.

From Fig. 8(a), we can see that the collision rate
of all three mechanisms increases with the number
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Fig. 6. Collision rate of TG2 AFH under different channel conditions. (a) With varying number of ‘‘bad’’ channels, (b) with varying
channel lists updating rate.
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of piconets. Furthermore, the three mechanisms
show similar collision rates. This is because traffic
from the nearby independent piconets confuse
the channel classification process in the AFH
approaches. Indeed, it is difficult for the channel
classification process to accurately identify the inter-

fered channels in the presence of similar narrow
band transmissions. However, when a moderately
loaded IEEE 802.11b network is present, the inter-
fering nearby Bluetooth piconets cease to be a
performance bottleneck, as shown in Fig. 8(b). Spe-
cifically, the collision rate of all three approaches
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Fig. 7. Collision rate of the three frequency hopping approaches for different Bluetooth packet types in the presence of a single
independent IEEE 802.11b interference source with varying load levels. (a) DH1, IEEE 802.11b · 1, (b) DH3, IEEE 802.11b · 1.
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increase only moderately as the number of piconets
is increased. Here, we can see that even though only
a single 50% loaded IEEE 802.11b network is oper-
ating nearby, the channel classification process in
the proposed ISOAFH scheme can pinpoint the cor-
rect interfering channels with an accuracy higher
than the TG2 AFH. This is because the proposed
group-based classification method is tailored for
detecting the wide-band IEEE 802.11b transmis-
sions. The performance difference between ISOAFH
and TG2 AFH is more profound when the IEEE
802.11b network is fully loaded, as shown in
Fig. 8(c).

Finally, we can see that the collision rate in a
heterogeneous environment (i.e., Fig. 8(b) and (c))

is larger than the sum of two homogeneous environ-
ments (i.e., the IEEE 802.11b only environment in
Fig. 7(a) and the Bluetooth piconets only environ-
ment in Fig. 8(a)). This is again due to the moderate
inaccuracies in channel classification when multiple
independent piconets coexist.

4.4. Summary of the findings about AFH

approaches

We have presented a qualitative and quantitative
performance analysis of existing TG2 AFH mecha-
nism and our proposed ISOAFH, which is suitable
for low cost mobile devices implementation. Over-
all, both the TG2 AFH and ISOAFH outper-
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Fig. 8. Collision rate of the three frequency hopping approaches for DH1 Bluetooth packet type in the presence of homogeneous and
heterogeneous interference sources—governed by different traffic load levels of an IEEE 802.11b network together with varying number
coexisting independent Bluetooth piconets. (a) homogeneous case: no IEEE 802.11b traffic, (b) heterogeneous case: 50% loaded IEEE
802.11b · 1, (c) heterogeneous case: fully loaded IEEE 802.11b · 1.
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form the original pseudorandom frequency hopping
mechanism because extra information about the
environment is considered when choosing a hop fre-
quency. For TG2 AFH, ‘‘good’’ and ‘‘bad’’ channel
lists and their refresh rate are the core components.
The TG2 AFH mechanism can achieve a very low
collision rate when there is no resource constraint.
However, its performance severely deteriorates
when power and/or memory constraints are present.
On the other hand, it is encouraging that the pro-
posed ISOAFH approach is found to be insensitive
to resource constraints.

Furthermore, our results also show that AFH
coexistence mechanisms are inadequate to cope with
inter-piconet interference in that the collision rate
just keeps on increasing with the number of piconets
that are active simultaneously. This is due to the
fact that the fast changing and narrowband interfer-
ence from other piconets largely invalidates the
channel classification process of AFH, making the
results of channel classification always unable to
reflect the current channel conditions.

Another set of simulation results show that com-
pared to the homogeneous scenario (i.e., only IEEE
802.11b or hostile piconets type interference is pres-
ent, but not both), AFH mechanisms work less effi-
ciently in heterogeneous scenarios (i.e., both hostile
piconets and IEEE 802.11b connections are pres-
ent). This is because, once again, the narrowband
interference invalidates the channel classification
process and hinders it from identifying the interfer-
ence from IEEE 802.11b. Though it is an inherent
limitation for all AFH, the proposed ISOAFH still
exhibits a relatively good performance.

Finally, comparing single-slot and multi-slot
transmission modes, we find that multi-slot modes
generate a lower collision rate, and hence, smaller
loss in time slots when interference level is low
(i.e., less than 30–40%). However, the multi-slot col-
lision rate increases much faster than single-slot
transmission mode in higher level interference envi-
ronments, implying a larger loss in data and time
slots. This confirms that shorter packets are pre-
ferred when channel condition is undesirable and
highly fluctuating.

4.5. Practical limitations of AFH approaches

Our study shows that AFH can achieve non-col-
laborative coexistence effectively when the environ-
ment is not too congested and interference source
is relatively static in nature compared with the hop-

ping rate of Bluetooth. However, our simulations
also reveal the limitations of AFH, in congested
environment or when dealing with fast changing
interference originated from other Bluetooth pico-
nets. More importantly, such limitations are inde-
pendent of which AFH mechanism is used. To
summarize, we have found that AFH has four
inherent limitations:

1. AFH is unable to deal with inter-piconet interfer-
ence. As shown in the results, AFH is crippled
when dealing with fast changing, narrowband
interference like Bluetooth itself. Indeed, the col-
lision rate keeps on increasing with the number
of Bluetooth piconets nearby. No matter which
AFH mechanism is adopted, the performance is
the same as that of a pseudorandom FH.

2. AFH is a ‘‘best-effort’’ mechanism. Mobile
devices using AFH keep on transmitting when-
ever there is packet awaiting in the buffer.
Though a device always attempts to send on
‘‘good’’ channels, it can still transmit on ‘‘bad’’
channels if the Nmin requirement cannot be met.
Thus, the performance of AFH might keep on
deteriorating when the frequency domain
becomes more and more crowded. In our simula-
tions, we find that all AFH mechanisms cannot
perform well in a congested spectrum (e.g., two
to three WLAN connections nearby). The reason
is that they do not get sufficient number of
‘‘good’’ channels to hop with while they still keep
on attempting to transmit. Even worse, such an
attempt just induces more retransmission traffic
for both systems and hence, results in greater
potential interference.

3. AFH is backward incompatible because the fre-
quency hopping mechanism is generally imple-
mented in hardware or firmware. As such,
implementing AFH generally requires a new
Bluetooth chip set design or firmware modifica-
tions. Legacy Bluetooth devices cannot benefit
from AFH.

4. Performance of AFH is hardware dependent. A
high power level of IEEE 802.11b can saturate
the Bluetooth receiver and corrupt its packet no
matter which channel Bluetooth hops over. This
is a typical phenomenon in scenarios where both
systems are colocated or separated by less than
1 m [26,35]. In such cases, interference is inevita-
ble even though AFH is applied. Indeed, under
such situations, time domain coexistence mecha-
nisms could be better solutions.
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4.6. Simulation results for ISOMDMS

Fig. 9 shows the throughput of Bluetooth system
generated by different types of non-collaborative

coexistence mechanisms under different activity
level of interference (1–100%) and different con-
gestion levels in the ISM band (with one to three
IEEE 802.11b connections) for DH1 packet type.
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Fig. 9. Comparison of throughput generated by the three different non-collaborative coexistence mechanisms using DH1 Bluetooth
packet type in the presence of three independent IEEE 802.11b sources with varying load levels.
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Fig. 10 shows the corresponding mean access delay
results.

Fig. 10 indicates that when IEEE 802.11b inter-
ference is low (e.g., <30%), both ISOMDMS and
TG2 AFH have more or less the same throughput
since the effect of the interference is limited at such
a low level of activity, independent of the channel
estimation algorithm used. When the interference
level increases, ISOMDMS responds in that it real-
izes the ‘‘bad’’ channels/interference faster, and
hence, starts to skip the transmission period with
‘‘bad’’ frequencies assigned. This behavior results
in a reduced level of throughput. For TG2 AFH,
although it is expected to respond slower than
ISOMDMS, the throughput of TG2 AFH is still
slightly higher than ISOMDMS since TG2 AFH
always hops to a ‘‘good’’ channel.

When the interference level keeps on increasing
to a high level (e.g., >60%), both mechanisms can
respond to the interference in a shorter time and
take the corresponding adaptive actions. However,
TG2 AFH always attempts to find a ‘‘good’’ chan-
nel while ISOMDMS stops its transmission, and
thus, the difference between their throughputs fur-
ther increases. At very high IEEE 802.11b load lev-
els, the throughput of ISOMDMS drops to a very
low level as the interference level becomes very high.
This is because as more and more channels are occu-
pied by IEEE 802.11b connections, the ISOMDMS
algorithm tends to skip more transmissions. Thus,
the throughput drops to an unacceptably low level.
In summary, we can conclude that the performance
of the time domain coexistence approach is the
poorest among all coexistence mechanisms in trans-
mitting single slot packets.

Fig. 10 shows the access delay results. The results
are consistent and show that the delayed transmis-
sion of ISOMDMS results in the highest access
delay for DH1 packets in all interference levels.
However, the cost of delayed transmission control
starts to pay off in multi-slot transmission modes
as long as the interference level is not too high.

Finally, Fig. 11 shows the average packet loss
rates generated by the three different approaches
with DH1 Bluetooth packets. We can see that
ISOMDMS maintains very low packet loss rates
for both the Bluetooth and the three IEEE
802.11b networks. ISOAFH’s packet loss rates are
much higher than those of ISOMDMS because of
its inherent risk-taking approach. The performance
of the TG2 AFH is the worst. These findings con-
form to the results reported in [12,13].

5. Conclusions

In this paper, we consider non-collaborative
approaches for tackling the coexistence problem
involving the Bluetooth and IEEE 802.11b short
range wireless technologies. We propose a new
AFH (adaptive frequency hopping) scheme called
ISOAFH, which is less sensitive to power and
memory constraints compared with the existing
TG2 AFH method. Furthermore, the proposed
ISOAFH can keep a relative low collision rate
even in highly congested environments. In view of
the practical implementation difficulties in AFH
based approaches, we also propose a time domain
approach called ISOMDMS, which does not require
any change to the original hopping sequence but
achieves coexistence by stopping transmission when-
ever a designated channel becomes ‘‘bad’’. Simula-
tion results based on Matlab Simulink indicate that
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Fig. 11. Comparison of average packet loss rates generated by
the three different non-collaborative coexistence mechanisms with
DH1 Bluetooth packets in the presence of three independent
IEEE 802.11b sources with varying load levels. (a) Bluetooth
average packet loss rates, (b) IEEE 802.11b average packet loss
rates.
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our proposed approaches are effective in various
practical application scenarios.
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