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ABSTRACTMotivated by the poor experimental saling reported in astudy of the performane of ad ho networks in [15℄, wepropose a new protool for media aess ontrol in ad honetworks. Our protool seeks to avoid ollisions withoutmaking expliit reservations for eah and every paket. Thekey idea is to employ a random shedule whih is driven by apseudo-random number generator. By exhanging the seedsof their pseudo-random number generators within a two-hopneighborhood, the nodes e�etively publish their shedulesto all hidden as well as exposed nodes. This allows eahnode to opportunistially hoose transmission slots. Thissheme an also be employed during the reservation phaseof a protool suh as IEEE 802.11. Throughput alulationsand simulation results are presented.
1. INTRODUCTIONA key property that distinguishes the wireless radio mediumfrom wireline is that it is a shared medium. Thus, assumingthat neighboring nodes are within range of eah other, inFigure 1 we see that only ertain sets of simultaneous su-essful transmissions are feasible. When node C transmitsto node D, node A annot suessfully transmit a paket atthe same time to node B sine C's transmission auses aollision at B. Thus, nodes need to oordinate their trans-missions in order to ommuniate. However, suh oordi-�This material is based upon work partially supported bythe U.S. Army Researh OÆe under Contrats DAAD19-00-1-0466 and DAAD19-01010-465, the OÆe of Naval Re-searh under Contrat N00014-99-1-0696, and DARPA un-der Contrat No. N00014-01-1-0576. Any opinions, �nd-ings, and onlusions are those of the authors and do notneessarily reet the views of the above agenies.yPlease address all orrespondene to the last author atUniversity of Illinois, Coordinated Siene Laboratory, 1308West Main Street, Urbana, Illinois 61801, USA. Email:prkumar�uiu.edu. Web: blak.sl.uiu.edu/�prkumar.

Figure 1: Only ertain sets of transmissions an besimultaneously suessful.nation an only be ahieved through ommuniation. Thusommuniation needs oordination whih in turn needs om-muniation. Note also that nodes may not know when othernodes have pakets to transmit. This gives rise to the funda-mental Media Aess Control problem for ad ho networks:How should nodes make deisions in real time on when totransmit pakets?
2. THE IEEE 802.11 PROTOCOLOne solution, whih is available in many produts suh asLuent's WaveLan Cards, CISCO's Aironet Cards, et., isthe IEEE 802.11 Protool (see [1℄ and [3℄). This employsa four-way handshake for eah DATA paket. Consider thesituation shown in Figure 2.Suppose node T has a paket to send to a neighboring nodeR. Then it �rst sends a RTS (request-to-send) paket. Thisis heard by all pakets in the neighborhood of T , inludingR (assuming they experiene no onit). The neighborsof node T whih hear this RTS are then supposed to staysilent for a while. Upon hearing the RTS, node R sendsbak a CTS (lear-to-send) paket. This is heard by nodeR's neighbors (again assuming they experiene no onit),and they too have to then stay silent for a while. Sine nodeT 's neighbors have been silened, node T experienes noonit, and an hear node R's CTS. Upon hearing the CTS,node T sends its DATA paket. This is suessfully reeivedby node R sine node R's neighbors were earlier silened byits CTS paket. After reeiving the DATA paket, node Rsends bak an ACK, whih is again reeived suessfully byT . After this, the neighborhoods of R and T are releasedfrom their silene.One feature to note is that two neighborhoods (of T and of



Figure 2: The RTS-CTS-DATA-ACK handshake of IEEE 802.11.R) are silened. This is wasteful sine only the reeiver'sneighborhood has to stay silent in order for R to suess-fully reeive the DATA paket from T (the so alled \hid-den terminal" problem). Moreover, the elaborate four wayRTS-CTS-DATA-ACK handshake is neessary for eah andevery paket, whih again an be wasteful. Finally, when-ever a ollision ours, nodes employ a \bako�" mehanismas in ALOHA (see [3℄). This again an be wasteful.Indeed, a saling experiment onduted on a network rang-ing from 2 to 12 nodes, reported in [15℄ showed that the pernode throughput delined as O � 1n1:68 � bits/se. This sal-ing law is onsiderably worse than the optimal saling lawO � 1pn log n� bits/se shown to be feasible in [14℄. Indeed itis worse than even the throughput of O � 1n � bits/se that isfeasible by even when the nodes are oloated.This has motivated us to develop a new protool for theMAC layer. This protool, whih we all SEEDEX, at-tempts to make reservations without expliitly making them,as we desribe in the sequel.Now we present a brief review of the literature. To ad-dress the issue of eÆient and fair alloation of the band-width among stations in the presene of the hidden termi-nal problem, the MACAW protool [16℄ introdues a moreomplex RTS-CTS-DS-DATA-ACKmessage exhange and agentler adjustment bako� mehanism. FAMA [12℄ guaran-tees ollision-free transmission of one or more data pakets,using arrier sensing and ollision avoidane to assign a sta-tion ontrol of the hannel. The RTS part of the handshakeis removed in MACA-BI protool, whih is shown in [7℄ to

be more robust to ontrol paket ollisions and a �nite turn-around time problems. EÆieny of the ontention aessat low loads and stability of the alloation-based aess areexploited in the protools ombining the two methods of a-ess. HRMA [18℄, CHMA [2℄, and MACA-CT [13℄ use reser-vation mehanisms with frequeny-hoping spread-spetrum,while ADAPT [5℄, ABROAD [6℄, CATA [19℄, FPRP [4℄ arebased on ontention for or within TDMA slots. A on-trol hannel with transmit and reeive busy tones is usedin DBTMA sheme [17℄ for RTS/CTS dialogue to improvethe data hannel utilization.Closest to our approah are [10℄ and the sequene of [8℄, [9℄.[10℄ presents a link layer protool, alled Adaptive ReeiveNode Sheduling (ARNS), for a multiple satellite network.ARNS employs a pseudo-random time line to ompute re-eiver shedules, and provides eah satellite with a shedulefor its neighboring satellites so that the intended reeiver'santenna is pointed to the transmitter and it is listening fora transmission, thus avoiding ontention. Another set ofworks lose to our approah is [8℄, [9℄, where pseudo-randomsheduling is proposed for fair, low-delay energy-onservingmultiple aess in one-ell identi�ation networks environ-ment.
3. IF WE ONLY KNEW THE SCHEDULES

OF ALL NODES IN A TWO HOP NEIGH-
BORHOOD



Figure 3: Node T an send a paket to node R with-out a ollision sine node R as well as all its neigh-bors are guaranteed to stay silent.Suppose that all nodes ould publish their shedules. Bythis, we mean a statement of the following form:0 ms - 1 ms: Silent, listening for pakets, alled state \L"1 ms - 2 ms: Possibly send a paket, alled state \PT"2 ms - 3 ms: Possibly send a paket (PT )3 ms - 4 ms: Silent and listening for pakets (L)...Suppose that a node T knows the shedules of all the nodesin a two hop neighborhood of itself. Then, if node T wishesto send a paket to its neighbor R, it ould hoose a slotwhen1. Node T is in state PT , i.e., it has announed it maypossibly send a paket.2. Node R is in state L, i.e., it has announed it will staysilent.3. All of node R's neighbors are in state L, i.e., they haveannouned that they will stay silent.Then, as shown in Figure 3, node T an suessfully send apaket to node R without fear of a ollision at R.
4. CHOOSING A RANDOM SCHEDULEThe �rst question that arises is: How do we hoose a shed-ule? We will hoose a random shedule. Eah node hooses aprobability parameter 0 < p < 1. With probability p it willmark a slot as being one where it may \possibly transmit" apaket (state PT ), and otherwise (with probability (1� p))it will stay \silent" (state L). This is done independentlyfrom slot to slot, as shown in Figure 4. Thus a sheduleould simply be an i.i.d. Bernoulli sequene.A more ompliated shedule an be generated by driving aFinite State Mahine (FSM) with a pseudo-random numbergenerator. One an simply label the states of the FSM witheither S (for Silent) or PT (for possible transmit), as shownin Figure 5. This is analogous to a Markov hain, and allows

Figure 5: Driving a Finite State Mahine with apseudo-random number generator to reate a ran-dom shedule.for some temporal orrelations between neighboring slots,whih may be advantageous in reduing delays.We will �x our attention in this paper though to the simplerase of an i.i.d. Bernoulli sequene.
5. THE CENTRAL IDEA OF SEEDEX: PUB-

LISHING RANDOM SCHEDULES BY EX-
CHANGING SEEDSConsider the i.i.d. Bernoulli shedule, as in Figure 4. Itis generated through the use of a pseudo-random numbergenerator. Suh pseudo-random number generators have aninternal state, whose initial value is alled the \seed." A se-quene of random looking numbers whih de�ne the sheduleis then generated through a reurrene equation. Thus, ifnode A knows the initial seed of the pseudo-random numbergenerator used by node B, then node A an determine nodeB's shedule.This leads to a key idea: Nodes simply have to publish theirseeds, and not their entire shedules.Note that a node needs to let all other nodes in a two-hopneighborhood of itself know what its seed is. This an bedone through a fan-in and fan-out proedure, as shown inFigure 6.Every node broadasts the seeds of all its neighbors thatit knows about, inluding itself, to all its neighbors (fan-out). After hearing a similar broadast from eah of itsneighbors (fan-in), it then again broadasts the seeds of allits neighbors to all its neighbors. Seeds are thus exhangedwith all nodes in a two-hop neighborhood.To ope with mobility and nodes entering or leaving a neigh-borhood, this proedure of broadasting all the seeds of itsneighbors ould be repeated periodially. Seond, a nodeshould broadast not the initial ondition of the randomnumber generator of a neighbor, whih may have ourredat some indeterministi time in the past, but the urrentstate of the pseudo-random number generator. Note thatevery node keeps trak of the urrent state of its neighborsby simply propagating the reurrene equation. This noti-



Figure 4: A random shedule given by a Bernoulli sequene.

Figure 6: The fan-out and fan-in proedure for exhange seeds in a two-hop neighborhood.�ation of the urrent state obviates the need to tell othernodes what the initial times were. The periodi repetitionof information is also healthy sine nodes an orret theirpereptions of the states of the pseudo-random generators iferrors have rept in for some reason in sine the last update.Last, if nodes enter or leave the neighborhood, then thisrepetition updates all other nodes within a two-hop neigh-borhood of the ourrene.We should note that if the sheme involving Finite StateMahines (rather than simple Bernoulli random variables)is used, then a node will also have to transmit the stateof the Finite State Mahine in addition to the state of thepseudo-random number generator.
6. WHEN DOES A NODE TRANSMIT

A PACKET?Suppose a node T has a paket to transmit to a neighboringnode R. When should it transmit it?First, the node T should wait for a slot at whih simultane-ously node T is in a \Possibly Transmit" state and node Ris in a \Listen" state. At suh a slot, node T may disoverthat there are n other nodes of R whih are also in a \Possi-bly Transmit" state. Suppose, as in Figure 7, that there aren = 2 other neighbors of node R whih are also in the \Pos-sibly Transmit" state. Then node T should transmit withthe probability Minn �n+1 ; 1o, and refrain from transmittingits paket in that slot with the omplementary probability1�Minn �n+1 ; 1o.This rule is arrived at through the following reasoning. Sup-pose all the other n = 2 nodes have a paket to send to R(whih, as we will disuss in the next paragraph, need not bethe ase). Then if eah of the (n+ 1) nodes transmits withprobability �, the probability that there will be exatly one

Figure 7: Node transmits with probability �3 .suessful reeption is (n+1)�(1��)n, whih is maximizedwhen � = �n+1 with � = 1.Note however that all the other n neighbors of R whihare in a \Possibly Transmit" state may not atually havea paket to transmit. Thus, node T an a�ord to be moreaggressive, and transmit with probability �n+1 where � � 1.This motivates the use of the parameter �. In light traÆ� should be large, while in heavy traÆ � should be low. Inour experiment desribed in Setion 9, we found the hoie� � 2:5 optimal in light traÆ, and � � 1:5 optimal in heavytraÆ. Note also that to avoid probabilities larger than one,the \Min" operation is introdued to give the expressionMinn �n+1 ; 1o.One more point to note is that the other neighbors of Rwhih may be in a \Possibly Transmit" state may havea paket to send to another neighbor di�erent from R, asshown in Figure 8.Then, while node T notes that there are two other neighborsof R in a possibly transmit state, and so sends its paketwith probability �3 (assuming � < 3), node T 0 looks at theneighborhood of its intended reipient R0, and sine thatontains three other nodes in a possible transmit state, ittransmits with probability �4 .



Figure 8: Node T wants to send a paket to R, andNode T 0 wants to send a paket to R0.Thus, not all neighbors of node R in a \Possibly Transmit"state need transmit with the same probability. Neverthe-less, due to the absene of information on when a node hasa paket to transmit, and to whom, the guideline of trans-mitting with probability Minn �n+1 ; 1o will be employed.
7. WHAT IS A GOOD CHOICE OF P?Note that eah node stays \Silent" on a slot with probability(1�p), and is in a \Possibly Transmit" state with probabilityp. What is a good hoie of p?This an be analyzed using the approximation that all neigh-bors of R also have pakets to send to R whenever they arein a \Possibly Transmit" state.Suppose node R has N neighbors. Then node T suessfullytransmits a paket to node R on a slot when (i) node T is inthe \Possibly Transmit" state, whih ours with probabilityp, (ii) node R is in the \Listen" state, whih ours withprobability (1� p), (iii) j other neighbors (0 � j � N � 1)are also in a \ Possibly Transmit" state, and the remaining(N � 1 � j) neighbors of R are in a \Silent" state, whihhappens with probability �N�1j � pj(1 � p)N�1�j , (iv) foreah suh value of j = 0; : : : ; N � 1, only node T deidesto send a paket, whih happens with probability 1j+1 , whilethe other j nodes all deide not to send a paket to R, whihours with probability �1� 1j+1�j . Thus the probability ofsuessful transmission of a paket from 4T to R on a slot,denoted �TR, is�TR = p(1� p)N�1Xj=0 �N � 1j � pj(1� p)N�1�j 1j + 1��1� 1j + 1�j :Noting that there a total of N + 1 nodes in the wirelessfootprint,i.e., within range, let us de�ne the \throughput"(or hannel utilization) of the sheme as � := (N + 1)�TR.For N = 6, this expression � is maximized (see Figure 9)when p = 0:246. Simulation results show that the maxi-mizing value is p � 0:21, and that it is quite insensitive tothe traÆ load, see Figure 10. Our simulation experieneshows that it appears to be relatively insensitive even to thetopology.
8. ACKSWhen a node T transmits a paket intended for R, it hasno guarantee that R indeed reeives the paket suessfully.

Figure 9: A plot of � versus p.

Figure 10: A plot of the maximizing p for variousthroughputs, obtained from simulation.



This is due to several reasons. First, the wireless mediumis itself unreliable due to the presene of obstales, shad-owing, multipath e�ets, fading, et. Seond, the paketmay ollide at R with another paket being transmitted bya neighbor of R whih is \hidden" from T . Thus, for ser-vies needing reliable transport, we believe that link levelaknowledgments are a must in ad ho networks.When should R send an ACK, and what partiular paketof T (a la TCP) should it ACK? First, sine our shemeis using synhronized slots, we an simply set aside a smalltime at the end of the slot arrying the DATA paket from Tto R to send an ACK bak from R to T . Then R an eitherACK an ACK the partiular paket reeived, or NACK the\next awaited paket."
9. SOME PERFORMANCE NUMBERSOur �rst simulation experiment, onduted on NS, onsistsof 100 nodes loated at the verties of a regular hexago-nal tessellation. Eah node hooses a random neighboringreipient for eah paket.We also wish to study the e�et of hannel errors on the per-formane of our sheme. (Note that hannel errors an haveadverse impat on a shememaking \reservation," sine theyan disrupt suh reservations). To study the e�et of han-nel errors, we simply hoose a probability of error for eahpaket, whih is then applied independently for eah paket.We plot below the throughput versus delay harateristiin Figure 11. We exhibit the throughput at whih paketsmove from a node T to a neighboring node R. The values areaveraged over the 55 nodes in the enter of the network. Weshow the performane for six di�erent levels of per pakethannel error errors, 0%, 1%, 2%, 3%, 4%, and 5%. Thelarger delays in the �gure are for higher hannel error prob-abilities. The throughput � is alulated as 3�(Pakets perseond per ow), and the delay D is measured in slots. (See[11℄ for an explanation of the normalization used).One may note that the performane of the sheme only de-grades softly in the presene of hannel error.
10. USING SEEDEX FOR RTS RESERVA-

TIONSWe an further enhane the SEEDEX protool as follows.The idea is to employ a hybrid, using SEEDEX only on theRTS pakets whih are used to make reservations. The CTSthen follows, followed in turn by a DATA and an ACK, justas in IEEE 802.11 This has several advantages. First, ol-lisions are avoided for the long DATA pakets sine theirslots are \reserved." The only ontention for slots is by theRTS pakets whih are short. This ontention is resolvedthrough SEEDEX. This allows for a more eÆient utiliza-tion of the hannel sine it tries to avoid ollisions of thelarger DATA pakets. There is another advantage in usingSEEDEX for RTS pakets, as opposed to \ALOHA" typeshemes or arrier sensing shemes, suh as used in IEEE802.11. The bako� ounters do not migrate to large values,as in IEEE 802.11, whih we suspet ould be one ause forthe very poor throughput measured in experimental saling

Figure 13: Three interseting ows.in [15℄.We all this sheme SEEDEX-R, for SEEDEX with Reser-vations.
11. SEEDEX-R: SEEDEX WITH RESERVA-

TIONSThe full SEEDEX-R sheme whih employs RTS-CTS-DATA-ACK, with RTS ontending via SEEDEX, is as follows. TheRTS, CTS, and ACK pakets are eah 25 bytes long, whileDATA pakets are 1000 bytes long.A node T ontends for an RTS slot via SEEDEX. This issuessfully reeived by R. R sends a CTS to T on the nextslot. Then T sends a DATA paket. This is followed by anACK paket from R. After this, another ontention periodfor RTS follows. Figure 12 illustrates the operation.
12. PERFORMANCE COMPARISON OF

SEEDEX-R WITH IEEE 802.11We have ompared the performane of SEEDEX-R withIEEE 802.11 on a network with three interseting ows, asshown in Figure 13, in order to illustrate its performane inan environment with ontention.The throughput versus mean delay, and throughput versusstandard deviation of delay, are shown in Figures 14 and15. As earlier, for the throughput, we display N + 1 = 3times the total of the throughput rates of the three ows,whih is an indiator of hannel utilization in the ongestedneighborhood.We note that the apaity, i.e., the maximum throughputthat an be provided, is about 10% greater than that ob-tainable from IEEE 802.11.The mean delay is relatively onstant and lower than that ofIEEE 802.11 by 40%, while the standard deviation of delay(delay jitter) is substantially redued by a fator of about�ve.
13. HOW CAN ONE PROVIDE QOS?Can we provide di�erent levels of throughput for di�erentows? We show in this setion how this may be done.The key idea is to adjust the value of p that a node hooses.Let us denoted by pi, the value of Prob (Possibly Transmit)that node i uses.



Figure 11: Throughput versus Mean and Standard Deviation of Delay for SEEDEX. Shown is the performanefor six di�erent levels of per paket hannel errors: 0%, 1%, 2%, 3%, 4%, and 5%. The larger values of delaysin the �gure are for higher hannel error probabilities.
Figure 12: The operation of SEEDEX-R.

Figure 14: Throughput versus Mean Delay for SEEDEX-R and IEEE 802.11.

Figure 15: Throughput versus Standard Deviation of Delay for SEEDEX-R and IEEE 802.11.



We now show that the pi's an be adjusted to vary thethroughput obtained. Consider a senario with Node 0 sur-rounded by nodes, 1; 2; : : : ; N in its one-hop neighborhood:Then, by a straightforward alulation, the servie rate �1that node 1 obtains for its pakets to node 0, is�1 = p1(1� p0)26666666666664 X0 � k2 � 1...0 � kN � 1 NYi=2 pkii (1� pi)1�k137777777777775� 11 +PNi=2 ki  1� 11 +PNi=2 ki!PNi=2 ki :By using Jensen's inequality, this is lower bounded as fol-lows:�1 � p1(1� p0) 11 +PNi=2 pi  PNi=2 pi1 +PNi=2 pi!PNi=2 pi� p1(1� p0)1:4 + ePNi=2 pi :The last inequality follows from � 11+y�� y1+y�y � 11:4+ey .One an repeat this argument for the other nodes, and de-due that NXi=1 �i � (1� p0)PNi=1 pi1:4 + ePNi=2 pi :Now we show how to alloate the pi's to provide di�erentialQoS. Suppose that two guidelines are followed:(i) 0 < pi � �p < 1 for all i = 0; 1; : : : ; N .(ii) PNi=1 pi � P .Then it is easy to see that�ipi � 1� P1:4 + e(N � 1)�p :Thus, inreasing pi inreases �i (up to a limit), and providesa guideline for providing di�erent throughputs for di�erentows and an therefore be used to ontrol QoS. We refer thereader to [11℄ for more details.Finally, we note that SEEDEX an also be used in a multi-ast environment sine a transmitter knows the states of allits two-hop neighbors.
14. CONCLUDING REMARKSThe SEEDEX Protool is motivated by the goal of improv-ing the saling performane of ad ho networks. It seeks toavoid making reservations for eah and every paket, andalso does not require silening the neighborhoods of both

the reeiver as well as transmitter. It also does not employbako� ounters in the ase of ollisions.Several issues suh as overhead, the fan-in proedure, orre-lations between slots, adaptation of �, impat of topology,et., are worthy of further investigation.As an initial foray, and as a proof of onept, we have ur-rently implemented the sheme using some o� the shelf hard-ware: Ciso Aironet ards on laptops running Linux. Signif-iant hallenges inluded working around the arrier sensingmehanism, and the synhronization of slots of the laptops.To ahieve these goals, apaity is intentionally sari�ed.The next phase is to ondut some larger sale testing. Theavailability of synhronized slots, as in Bluetooth hardware,would be a big advantage.
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