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Abstract

High-speed packet networks will begin to support ser-
vices that need Quality-of-Service (QoS) guarantees.
Guaranteeing QoS typically translates to reserving re-
sources for the duration of a call. We propose a state-
dependent routing scheme that builds on any base state-
independent routing scheme, by routing flows which
are blocked on their primary paths (as selected by
the state-independent scheme) onto alternate paths in
a manner that is guaranteed—under certain Poisson
assumptions—to improve on the performance of the base
state-independent scheme. Qur scheme only requires
each node to have state information of those links that
are incident on . Such a scheme is of value when
either the base state-independent scheme is already n
place and a complete overhaul of the routing algorithm
is undesirable, or when the state (reserved flows) of a
link changes fast enough that the timely update of state
formation is infeasible to all possible call-originators.
The performance improvements due to our controlled al-
ternate routing scheme are borne out from simulations
conducted on a fully-connected 4-node network, as well
as on a sparsely-connected 12-node network modeled on

the NSFNet T3 Backbone.

1 Introduction

Recent work on supporting real-time QoS applica-
tions in a packet switched environment suggests that
reserving resources, particularly bandwidth, on a link
is imperative [6]. Such a resource guarantee can be
made possible by suitable service schemes such as Pack-
etized Generalized Processor Sharing [35]. Also see [4,
13, 11, 39, 41] for other service schemes, and [40, 24]
for a comparative survey. Packet networks supporting
QoS move away from the pure datagram paradigm and
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best-effort service, to support flows that require some
QoS guarantees with respect to transmission rate, de-
lay, loss, etc. See [36] for example. A common factor in
making QoS guarantees is the reserving of bandwidth.
Resource reservations to support such QoS guarantees
imply admission control: flows must be blocked from us-
ing a link whenever the inclusion of the flow will cause
the total of the resources reserved to exceed the capacity
of the link. Such a packet-switched network, which re-
serves resources for a flow along each link on a path, be-
gins to look very much like a multi-rate circuit-switched
network from the perspective of admission control and
blocking on a link with respect to bandwidth.

Our motivation is the Internet of the not too distant
future. The Internet today provides only best-effort ser-
vice: admission control to guarantee a level of service
does not exist, and network routing does not adapt to
congestion. In the early days of the Internet, traffic-
adaptive routing was an active area of experimenta-
tion. The early ARPA network routing algorithms used
a traffic-sensitive, delay-based metric for routing—first
using instantaneous delay measurements and a Bellman-
Ford distance-vector algorithm[27] and then using aver-
aged delay measurements and a Dijkstra shortest-path
first algorithm[26]. The problems with this approach
under heavy load became apparent, even for single-
path routing[22], and the ARPANET began its move
to a “capacity-based” metric (in the language of [22]).
Modern routing protocols such as OSPF[31] emphasize
quick adaptation to topology changes and low overhead,
rather than adaptation to traffic, so that, in the Internet
today, routes between an origin-destination pair are cho-
sen based on traffic-insensitive metrics, which produce
state-independent (SI) and, usually, single-path routes
for all flows. The exceptions to single-path routing are
routing using the IP TOS bits, and routing over equal-
cost paths. Both exceptions are still state independent
routings.

Soon, the Internet will begin to support real-time
QoS calls, which will introduce flows to the network
that have significant resource demands and require



service guarantees. Current approaches to resource
reservation[42] decouple the problem of resource reser-
vation and admission control from the routing problem.
We make the case that routing can be made to adapt
simply and efficiently to congestion by applying the well-
studied idea of alternate routing from telephony, to sup-
port flows blocked on their primary paths. Further, the
importance of alternate routing strategies in improv-
ing network performance under extreme conditions is
well-established by the experience in the AT&T net-
work. Ash, et al. [2] present measurements of average
network blocking performance in the AT&T switched
network under extraordinary traffic conditions. For ex-
ample, the Thanksgiving-day average network blocking
dropped from 34% in 1986 to 3% in 1987 and to 0.4% in
1991, as more and more sophisticated routing strategies
were 1implemented.

Still, for all the potential gains, experience with the
operation of the the US telephone network going back
at least to 1961 has demonstrated that networks with
sophisticated alternate routing have complex and often
undesirable behavior under overload[12]. We do not
attempt to survey the vast telephony literature here.
Kelly reviews the area in [19], and the interested reader
is directed to this work and references therein for a
comprehensive exposition on the underlying conceptual
ideas and analytic results.

The value of alternate routing over state-independent
routing is intuitively obvious. When there is insufficient
bandwidth on a call’s primary path, allowing a call to
complete on an alternate path prevents the call from
being lost. Alternate routing may be thus thought of
as a scheme that exploits idle resources elsewhere in the
network, caused by statistical fluctuations or imbalances
of link loads. Because alternate routing shares resources
more freely, it also has some desirable fairness properties
which we will more clearly evidence in Section 4.

Less obvious are the problems that uncontrolled al-
ternate routing can cause in a network. Careful study
of alternate routing even under symmetric scenarios
shows that uncontrolled alternate routing can actually
do much worse than state-independent routing when
the load on the network is beyond a certain criti-
cal (normalized) load. The exact value of this criti-
cal load depends on a host of factors: alternate path
lengths, network size, graph structure of the network,
etc. See [10, 19, 1, 25] for simulation and analytic stud-
ies of this phenomenon. The key to understanding why
alternate routing can have a deleterious effect on the
network is this: typically, an alternate-routed call will
use more resources than a call routed on the primary
path, and acceptance of an alternate-routed call can
cause other calls to be blocked on their primary path
and force them to a less efficient alternate path. This
in turn can aggravate the problem of finding primary

paths for other calls, resulting in an even larger fraction
of calls choosing alternate routes, leading to even more
inefficient utilization of resources. Such an avalanche
effect drives the network into a high-blocking operating
region. This behavior i1s not significant when the net-
work is lightly loaded, since the probability of blocking
on the primary path i1s small enough that the fraction
of calls using alternate routes remains small, but under
heavy loads the network can be driven into an inefficient
state [1, 10].

Since uncontrolled alternate routing can lead to un-
desirable behavior at high loads, we need to find a mech-
anism that will tame such behavior. We choose to use
state-protection as the technique to control such behav-
ior. State-protection, also known as trunk reservation,’
is a well-tested mechanism which has several desirable
properties. Essentially it is a scheme that blocks alter-
nate routed calls on a link, when its utilization is above a
certain threshold. It can also be thought of as a method
by which primary traffic is given priority over alternate
traffic. Experiments show that the scheme is robust,
in that a state-protection level optimized for a specific
loading situation works well under variations in load.
Key, in Section 2.2 of [21] demonstrates this property
through an example. Robustness is important because
the loading of links is estimated by the nodes they are
incident on. For a discussion of the optimality of state-
protection in certain environments, see [33].

In most theoretical studies in the field of circuit-
switched routing, and in the important special case of
the AT&T domestic long-distance network[2], the net-
work 1is logically fully connected, and the primary path
is the direct one-hop path. The alternate-routing prob-
lem is to select the best two-link path when the first
choice is not available. Algorithms such as LBA and
ALBA [28, 29], Dynamic Alternate Routing [9], and
FAR [30] are notable approaches to the problem. See
the work of Kelly [19] and Hunt & Laws [16] for some in-
teresting asymptotic results. We are however interested
in general-mesh networks, and these techniques do not
allow for such extensions if global state information is
not permitted, or if the primary path choice is fixed a
priori according to some arbitrary (state-independent)
routing rule. The environment we envision for our high-
speed network is one where either: (1) the network has
several links that are geographically distributed so that
timely access to such global state information 1s imprac-
tical — unlike a fully-connected network where all links
that comprise potential paths are typically at most a
hop away, or (2) where it is desirable to build on an

1We hesitate to introduce new jargon but the term trunk reser-
vation is problematic here for a couple of reasons. The idea of
reservation here is distinct from reservation of resources for a call,
and we do not want to overload the term. We also envision a more
general context of a transmission medium than that indicated by
the rather archaic term trunk.



already existing state-independent scheme.

Our work closely resembles the work of Ott and Kr-
ishnan [34], and it is instructive to compare their work
with ours at this point. Their approach centers on the
notion of a shadow price, which is the increase 1n calls
lost on average in the future due to the acceptance of
a call on a specific path when the network 1s in a given
state. In their work, they approximate the shadow price
for a call by summing over a simple shadow price asso-
ciated with each link on the path. The approximation
is the result of a certain separability assumption. The
routing rule is then to accept a call along the path that
minimizes this shadow price, unless this minimum is
larger than the revenue that the call brings, in which
case the call is blocked. The calculation of the shadow
prices itself depends on the base routing policy used,
but the policy improvement lemma[l5] guarantees that
the routing rule that results from their algorithm must
improve on the base routing policy.

Our work differs in three conceptual aspects. First,
we calculate the shadow price of accepting a call with
the alternate routing scheme already in place, as op-
posed to their work where the shadow price is computed
with respect to the base policy (following which the pol-
icy improvement lemma is invoked). Second we search
for an upper bound on, instead of an approximation to,
the shadow price of accepting a call on a specific route.
Third, in our scheme, a route is chosen according to
the base routing policy unless the base routing policy
suggests a path that is blocking. It 1s only under such
a scenario that the alternate-routing component kicks
in. The state protection levels are set such that alter-
nate routing is allowed only when the the revenue that
the call (which would be blocked under the base policy)
brings, is greater than the bound on the shadow price
of accepting the call on the alternate path in question.

The separability assumption does not appear to jeop-
ardize matters in [34], probably because their work fo-
cuses on the fully-connected telephony scenario, where
the one-hop path between every origin-destination (O-
D) pair is overwhelmingly chosen. In a general mesh
setting this assumption appears tenuous, as is evidenced
in Section 4 with respect to the NSFNet T3 Backbone.

Other pieces of work that are relevant are those of
Dziong and Mason [7] and Kelly [20]. Dziong and
Mason use an approach very similar to [34], but they
employ the policy improvement lemma repeatedly to
yield successively better policies in a continual man-
ner. Kelly’s work [20] on state-independent routing, can
be extended to approximate the shadow prices for an
alternate-routing scenario as well, though it is assumed
therein that alternate-routed traffic is state-independent
— an assumption that is questionable as Zachary notes
in the introduction of [38].

To recapitulate, our routing approach involves the

use of a base state-independent (SI) scheme as a
first tier, augmented with a completely localized sec-
ond state-dependent (SD) tier, which is applicable to
general-mesh networks. In this preliminary study we do
not address the support of multiple call types or multi-
cast calls.

The scheme we propose works in the following fash-
ion. A call request is made by a origin or the destina-
tion. The request specifies the origin, destination and a
flow-rate. A call set-up packet containing the origin and
destination node addresses, the flow-rate desired, and a
primary call flag which 1s set, zips along the primary
path? checking to see whether sufficient resources exist
on each link of the primary path. If they do, resources
are booked on its way back, and the call commences.
If resources are not available on the primary path, al-
ternate paths are successively attempted by call set-ups
(whose primary path flags are reset) in order of increas-
ing length.

In this study we demonstrate our control scheme with
the minimum-hop SI routing rule. We have also studied
a SI policy which minimizes link loss. The results are
discussed in Section 4, but omit a detailed discussion
due to space constraints. The minimum-hop SI routing
policy is not usually an optimal SI routing policy, but
in the context of alternate routing it appears to per-
form well. The choice of such an ad-hoc routing rule
is partly deliberate — the idea being to show how al-
ternate routing controlled in the way we describe can
utilize idle resources in an excellent way. Further, it
is well known that minimum-hop paths can be them-
selves computed in a distributed fashion with ease, and
are therefore attractive in their own right. The mech-
anism by which traffic is routed on alternate paths—
through source routes, using per-connection state in the
network, or by some hybrid mechanism—is largely in-
dependent of the control algorithms we develop here.
We note that the Internet itself may move to a source-
routed approach driven in part by the need for policy-
based routing [8]. Attempting alternate paths in or-
der of increasing length is again attractive because dis-
tributed computation of alternate paths based on hop-
count can be deduced with surprising ease from dis-
tributed minimum-hop path information. This observa-
tion is due to Harshavardhana, Dravida and Bondi [14],
who describe a distributed algorithm (DALFAR) that
computes alternate routes. The decision to admit a call
on an alternate path is distributed, and is based on the
state of each link constituting the path. A link will ac-
cept the call, provided its state (level of utilization) is
below a certain threshold. This threshold is computed
by the link itself, and is based on its current estimate

2We expect that this kind of signaling traffic is given priority,
and adequate resources are reserved for the flow of such call set-
ups. The amount of bandwidth required for this purpose should
be typically negligible.



of the resource demand on the link due to calls whose
primary path traverses that link. The estimate can be
found from the primary call set-ups that fly past the
link, or from measurements of established calls. The
estimation procedure 1s not detailed in this report.

In what follows we use the terms wuncontrolled
alternate-routing to denote the scheme where if primary
routes are blocking, alternate routes are attempted in
order, as long as there is bandwidth available on the
alternate path; controlled alternate routing to denote
our scheme where alternate routed calls complete only
if some local conditions are met; and finally single-path
routing where calls are permitted to complete on their
primary paths alone — that is alternate routing is pro-
hibited. Note that the term single-path in this context is
used in a loose fashion. It does not imply that a specific
call type between a specific O-D pair is always routed
along a fixed path, but that the chosen route (picked
independent of state, with some probability, between a
suite of choices) is the only one that is tried.

Our routing scheme is based on an analytic result
proved in Section 2. The call arrivals are assumed to
be Poisson, but with state-dependent rates. The result
states that no matter what intensity of alternate-routed
calls arrive at a link, state-protection guarantees an up-
per bound on the overall lost primary-routed calls at
the link due to the acceptance of an alternate-routed
call. In Section 3 we use this result to develop a scheme
to control alternate routing based on state-protection
thresholds, and show how these thresholds are chosen.
The choice is made in such a manner that we are guar-
anteed, under the Poisson assumptions, that we will al-
ways perform better than single-path routing in terms
of the total number of calls accepted. At low loads the
algorithm behaves like the uncontrolled alternate rout-
ing case, while at high loads the algorithm behaves like
single-path routing. The experimental results in Sec-
tion 4 demonstrate this with examples.

2 The Main result

We consider point-to-point calls, specified by their
origin, destination and the bandwidth they demand.
In this preliminary study we assume calls of identi-
cal statistics: exponential holding times of equal mean
length (we scale time so that the mean value is unity),
and demanding an equal amount of bandwidth.

The capacity of a link may thus be represented in
terms of the number of calls it can simultaneously sup-
port. The state of a link is denoted by the number of
calls currently in progress on the link.

The traffic matrix is a square matrix of size N (the
number of nodes in the network), and is denoted by
T. 7(i,7) is then the traffic demand in Erlangs of calls
originating at node ¢, and destined for node j. Every or-
dered node pair (4, j), has a unique primary path which

we denote by P*(i, 7).
Consider a link k. Let A* be the primary traffic de-
mand on link k. So that:

AF = > 7(i,j) (1)
P*(i,j):kEP*(ij)

Let C* denote the capacity of link k& and let #* denote
the state-protection (reservation) level of link k. That
is, in the last r* + 1 states, namely (C* — ¥, C* —r* +
1,...C*), the link k will not accept alternate-routed
calls. Let L* denote the increase in the number of pri-
mary calls lost, due to the acceptance of an alternate
routed call.

The theorem that follows is proven under the follow-
ing Poisson assumptions:

A1l Alternate-routed calls arrive in a Poisson fashion
at each link. The arrival rate of these calls 1s an
arbitrary function of the link state.

A2 Primary calls also arrive at a link in a Poisson but
state-independent fashion.?

We can relax the above assumptions by using a proof
based on Markov decision theory, but that proof is more
involved and somewhat less intuitive. It also requires a
mild regularity condition on the base state-independent
policy which would be satisfied by any reasonable base
policy. The interested reader is directed to [37] for such
a proof.

Theorem 1 If a link k uses a state-protection level v*,
then under assumptions Al and A2, L* satisfies the in-
equality:

B(A*, CF)
b —— = 7 2
= B(A¥,C* —rk) 2)
Proof:
We drop the superscript k& for the duration of this
proof.

We follow the convention that a call is lost at the link
along its path where it is first blocked. Since some calls
may be lost at other links, the effective arrival rate of
primary calls on a link is no greater than the primary
traffic demand on the link. Let the effective arrival rate
of primary calls at a link be v (v < A).

The birth-death process for the link thus has depar-
ture rates from a state to its neighbor on the right are
given by the vector: A = [v + /\éo),y + /\(10), v+
’\(CO)—r—pVaV' ..], where A§°> is the overflow, or arrival
rate of alternate-routed calls when the link is in state
s. The death rates, or departure rates from a state to
its neighbor on the left are of course [0,1,2,3...C]. We
denote the blocking probability of the link by the gen-
eralized Erlang Blocking function: B(A, ().

3This condition may be reduced to one where the primary call
arrival rate is state-dependent, with the rates a non-increasing
function of the link state.
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Figure 1: Markov Chain depicting the states of a link

Consider an alternate-routed call that arrives at time
t, when the link is in state s € [0,C —r — 1]. If ac-
cepted, the link-state becomes s+ 1, if not it remains at
s. Consider the case where the call is not accepted. Let
the time at which the link-state will ultimately reach
state s + 1 for the first time (due to future primary or
alternate-routed call accepts), be t+7. Then during the
period [t,t + 7], no calls can be lost, and once in state
s+1 (at t+7), the link behaves just like the case where
the call was accepted at time t. If we push our hori-
zon to infinity (assuming stationarity), the extra loss of
primary calls when the call is accepted is:?

L= B[] BAC) v 3)

We now find a bound for E[r]. Let X, ,41, denote
the expected number of accepted arrivals (primary or
alternate-routed) from time ¢ (when the link-state is s),
until it first reaches state s + 1.

o)

Aot = s+ (u+A§0>) i s+ (u+A§°>

) 'Xs—l,s+1

(4)

Since Xs_1 541 = Xs—1,s + X; 541, we have:

s
Xs,s+1 =1+ 7() : Xs—l,s (5)

(v+27)
This recursive equation, along with the initial condition
Xo,1 = 1, yields the inverse Blocking function corre-

sponding to a Markov Chain, M, whose departure rates
from a state to its neighbor on the right are given by the
vector: [v+ /\(10), vt ’\g:—)l]' Note that v+ /\éo) is ab-
sent. The vector of death rates, or departure rates from
a state to its neighbor on the left are: [0,1,2,3...5].
Denote the associated Blocking function by Bag, so that

Xs,s+1 = [BM]_l (6)

Consider the Markov Chain M’ derived from M, where
the death rates are increased by unity, so that the vector
of death rates are now: [1,2,3...(s + 1)]. Clearly:

*This argument is the same as that of Ott and Krishnan[34]

Now consider the Markov Chain M", derived from M/,
where an extra state is added before the states of M.

Let the associated departure rate from it to its neighbor

to its right be v + /\éo), and let it have a death rate of
zero. Clearly then:

BM’ Z BM” (8)

Note that M’ looks exactly like a truncated version of
the Markov Chain depicted in Figure 1. We thus use
our earlier notation of the generalized Erlang Blocking
function to denote Baqr by B(A, s+ 1), where A = [v +

/\go), N ’\g:-)l]~ From Equations 6, 7 and 8, we thus
have the result:

X1 < [BA, s+ 1)1 (9)

Since the inter-arrival time (in any state) is less than
1/v, we have:

Elf]<[BA,s+1)-v]7 <[BA,C—7r)-v]™h (10)
From Equations 3 and 10, we thus have:

B4, C)
LEEacon o

Denote [B(A, z)]7! by y, * € [C' — r,C]. We make
use of the well-know recursion for the inverse Blocking
function (see Equation 12 in [17]):

x
e = 1+ — Yy 12
Y o Yat (12)
Clearly then y¢ 1s of the form:

yC:f(yarac)—i_g(yarac)'yC—T (13)

where f(v,r,C) and g(v,r, C) are positive valued. Note
that f(v,r,C) and g(v,r,C) do not depend on the
Ale)g (overflow or alternate-routed call arrival rates).
From Equation 13 it is clear that for fixed v,r and
C, yo/yo—, decreases with increasing yo_,, that is
B(A, C)/B(A, C —r) decreases with increasing B(A, C'—
7).

By pushing all A(°)’s to zero, we decrease B(A, C'—r),
and thus increase B(A, C)/B(A, C' —r) for fixed v, r and
C'. This implies:

B(v,C) B(A, C)
Lsgu =SB o=—n

(14)

The second inequality can be proven using arguments
akin to those used earlier in the proof. QED.

3 The Routing Algorithm

A description of the overall routing mechanism has
been outlined in Section 1. Here we focus on how we
can use the result of Section 2 to come up with a smart



state-protection level which seeks to optimize network
performance, by minimizing the number of calls that are
blocked, over a wide variety of loading patterns.

We are interested in enjoying the benefits of uncon-
trolled alternate routing at low to medium loads, with-
out getting into high blocking states at high loads which
are characteristic of uncontrolled alternate routing—
see [1, 10, 25]. We will presently show that if the
state-protection level (or reservation parameter) is cho-
sen above a certain value we are guaranteed to do bet-
ter than single-path routing, under the Poisson assump-
tions. This is particularly attractive, not only because
we know we are necessarily improving on single-path
routing, but because it is known that in most typical
cases, single-path routing is near-optimal under suit-
ably high loads. Our algorithm therefore uses the lowest
reservation parameter (thereby imitating uncontrolled
alternate routing to the utmost), that will guarantee
that we always do better than single-path routing by
the results of Section 2. We expect that for moderate
loads, our algorithm will outperform uncontrolled alter-
nate routing as well as single-path routing—a claim that
is borne out in the results of Section 4.

3.1 Choosing the state-protection level
Consider a path P of an arbitrary alternate-routed
call. Consider links & € P. If we can guarantee that
ZkeP L*¥ <1 for every P, we guarantee that by accept-
ing the alternate routed call, we can only improve on
the single-path routing policy. Denote the maximum
hop-length over all alternate-routed calls by H. Note
that as long as alternate paths are loop free, H < N,
where N is the number of nodes in the network. Then
clearly if L*¥ < 1/H for all links k, this policy will al-
ways improve on the single-path routing policy. But
from Theorem 1, we know that for a given link k,

L* < B(A*,C*)/B(A*,C* — ¥*). So as long as:

B(A*, C*)

B(AF, CF — k) < 1/H for all k (15)

accepting an alternate call will necessarily improve on
single-path routing. Note that for each link, C* is
known, A* can be estimated, and H is a design pa-
rameter that is assumed fixed.?

From Equation 15, it is clear that if the inequality
is satisfied for some value of #*, it is satisfied for all
larger values as well. We are interested in the smallest
possible value of #* that does not violate the inequality.
Computations can be economized by using the recursive
definition outlined in Equation 12.

We note that topology changes, and links going up or
down, influence the computation of the state-protection

5H may be changed, but all links must be informed about it.
It is also possible that each link & can pick its own H*, which
would be the maximum hop-length of alternate-routed calls that
traverse link k. We do not study this possibility in this report.

level only insofar as it influences the primary traffic de-
mand A on the link. Detection of such events, and their
effects on the rest of the routing algorithm are outside
the scope of this work.

Figure 2 shows values of r* for C* = 100, over the
range A¥ < C*. The curves are drawn for H = 2, 6 and
120.
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Figure 2: State-protection level #* versus primary traffic
load A* for a link k. Capacity C* = 100, and maximum
number of hops on alternate path routes H = 2, 6, 120

3.2 Discussion

Several observations are in order here. Note that
H has nothing do with the length of primary paths.
For the results of earlier sections to hold, a node pair
could well have a primary path of length greater than H,
though this would mean the absence of alternate paths
for such a pair, since primary paths are of minimum hop
length.

From Figure 2 it is clear that while r increases with
H for a given load, the increase is contained. We have
curves (not shown here) for H € [1000, 2000], for which
r € [10, 20] for loads of 50 Erlangs (C=100).

It is worth comparing Mitra and Gibbens’ result in
[28] (see also [29]), where they study a fully-connected
network with 7 = 2. When the primary (one-hop)
path is blocked the least busy of the remaining two-hop
alternates 1s chosen. We consider the case when C' is
120 (the only one for which computed results appear
in [28]). Their optimal r values for various number of
alternates allowed, differ by at most two with respect to
the results that we get at moderately high loads (A €
[110,120]). This is the crucial range, because for loads
less than this, the r values are sufficiently small that
their influence on the dynamics of routing is minimal.

What if we chose H < N —17 This would mean that
fewer alternate routes will be available particularly for
nodes further apart, implying an additional restriction
on alternate routing. This is often not a serious concern



even in a moderately sparse network as we shall see in
Section 4, because there are typically so many alternate
paths to begin with. The value of reducing H is that
the r’s can be pushed down, allowing freer alternate
routing, which translates to better performance at low
loads. An in-depth analytic study on how to choose a
good value of H we leave as a topic for future research.

In our algorithm all alternate routed calls are treated
equally — while shorter alternate paths are tried first,
links will treat alternate calls of differing lengths the
same. It is possible to prioritize shorter paths (as they
are more resource efficient) by a state-protection scheme
too, but this typically inflates the values of r for primary
calls, and the gains tend to be overwhelmed by the losses
due to the inflated 7’s, in the scenarios we have studied.
We do not cover such schemes here.

Finally, it is worth noting that the strategy we have
employed for controlling alternate routing, can be di-
rectly applied to other Multiple Service/Multiple Re-
source models as well, wherever alternate resource sets
can be used (at an extra expense), when the primary
resource or set of resources of a service is/are block-
ing. A good example is Channel Borrowing in Cellular
Telephony [32, 18]. Here the resource is the channels
in a cell instead of bandwidth in a link. The primary
resource is the cell in which a call originates, and the
alternate resource sets are the neighboring cells whose
channels it can borrow. When a call arrives at a cell,
which has no channels idle, a channel may be borrowed
from a neighboring cell, but this will lead to locking of
that channel in the co-cells of the borrowing cell. If a
co-cell set consists of 3-cells (the situation most often
discussed in the literature), then by choosing a r cor-
responding to H = 3, we can guarantee that Channel
Borrowing will necessarily improve on the case when no
Channel Borrowing is allowed. In a real scenario we ex-
pect such a scheme to be quite close to optimal, owing
to the fact that the value of » for H = 3 will be quite
small for C' = 50.

4 Experiments

Call-by-call simulations were performed to test the
performance of the control proposed in Section 3. Here
we discuss two starkly different examples: a fully-
connected symmetric 4-node network, and a sparsely
connected 12-node network modeled on the NSFNet T3
Backbone. While the latter will be the focus, the former
also 1llustrates the performance of the control proposed
in Section 3.

The simulator, written in C, was run for 100 units
of time. Recall that the call holding time is unity. It
was run for each of 10 different seeds for a given traffic
matrix 7. In addition each sample run was warmed up
for 10 time units starting from an idle network. These
simulation parameters were found to be sufficient for

our examples. The algorithms studied were those of
single-path routing, uncontrolled alternate routing and
controlled alternate routing, according to the result of
Section 3. Each algorithm was run with identical call
arrivals and call holding times.

Note that we did not consider the case where links
estimate A*, an issue not covered in our work. We sim-
ply assumed that a link knew A* a priori. This sim-
plification should not take much from the validity of
our results owing to the robustness of state-protection.
See Section 2.2 in [21] for a discussion of why state-
protection is a robust mechanism.

The Erlang Bound on the blocking probability was
computed for both networks for each 7. The Erlang
Bound is expected to be a rather loose lower bound, be-
cause it is a lower bound even if re-packing (rearrang-
ing existing calls) is allowed—something that would im-
prove blocking performance but that we don’t allow in
any of our schemes. The Erlang Bound can be computed
by evaluating the maximum of the following expression
over all cut sets (S):

L 70J)
S T0)) x B Z’ng ZCZ] +
i

i€S i€S
J€S J€S

Zzgc T(Z]
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Here C(i,j) denotes the capacity of the link defined
by the ordered pair (4, j), if the link exists. If ¢ and j are
not directly connected then C(4,j) = 0. For reasons of
space we omit a discussion of the Erlang Bound and how
it was efficiently computed in our scenarios. A proof of
why this forms a lower bound on the overall blocking
probability can be gleaned from Section 2.3 of [9] where
the direction-less version is considered — that is, the
node pair (7, ) does not have a notion of order.

4.1 Fully-connected Quadrangle

Figure 3 and Figure 4 show the blocking results for
a fully-connected quadrangle, as a function of the of-
fered load. The latter is a log plot to emphasize the
blocking at low loads. The system with uncontrolled
alternate routing performs well in the 85 Erlang and
below range, and then the performance degrades badly.
Single-path routing on the other hand does poorly up to
90 Erlangs, but then stays low. The controlled scheme
however appears to stick with the better of the two,
and performs better than either in the 85 to 95 Erlang
range. Note that it validates our analysis in that our
controlled alternate routing scheme does at least as well
as single-path routing.
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4.2 Internet

The NSFNet T3 Backbone was used as the model for
this example. See Figure 5. The nodes here depict Core
Nodal Switching Subsystems, and the names associated
with each node (numbered from 0 to 11), correspond
to the Exterior Nodal Switching Subsystems that con-
nect to the Core Nodal Switching Subsystems. The map
roughly corresponds to the configuration as of Fall 1992.

4.2.1 Setting up the network

We assumed that each link consists of a pair of unidi-
rectional links transmitting in opposite directions. Fore-
casting into the future, we assumed a transmission rate
of 155 Mb/s links each way, where 100 Mb/s has been
allocated to rate-based traffic, and the remainder is con-
sumed by best-effort traffic. A medium picture quality
video call requiring 1 Mb/s was used as a prototype call.
This means that C' = 100 on each (directional) link.
Since the idea was to study a realistic scenario, the
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Figure 5: A map of the NSFNet T3 Backbone.

traffic matrix 7 given below, was computed to reflect
the variety of load patterns on the current NSFNet T3
Backbone. This was done by using proportionality ar-
guments (which we omit for reasons of space) starting
from traffic estimates made in [5]. The elements of the
matrix given below have been rounded to the nearest in-
teger. This matrix was considered as the nominal load
matrix. Note the wide disparities in the values of the
elements of the traffic matrix, 7.

o 4 2 3 6 0 71 9 5 2 3
4 0 3 6 13 0 15 2 19 9 4 6
2 30 2 50 61 7 3 1 2
3 6 2 0 8 0 10 1 12 6 2 4
7T 14 5 9 0 0 24 3 31 15 6 9
6o 00 0 00 OO0 O 00 O
8 17 6 11 25 0 0 4 37 18 7 11
121 1 30 3 0 4 2 1 1
11 22 9 15 33 0 39 5 0 24 9 15
5 94 6 14 0 16 2 21 0 4 6
2 41 2 50 61 8 4 0 2
3 6 2 4 8 0 10 1 12 6 2 O

Primary paths and (loop-free) alternate paths or-
dered by increasing length were computed using a K-
shortest path algorithm. With the knowledge of the pri-
mary path and the above traffic matrix, the A*’s were
calculated. See Equation 1. Two values of H were stud-
ied: H = 11 and H = 6. Note that the former allows ar-
bitrarily long (loop-free) alternate paths, since N = 12.
The values of r* for both cases are tabulated in Table 1.

4.2.2 Simulation results

Figure 6 shows the blocking results for the 12-node net-
work modeled after the NSFNet T3 Backbone. In Fig-
ure 6, a blocked call can attempt to complete on any
non-looping path. On the average each node pair had
about 9 alternate paths, with a maximum of 15 and
a minimum of 5. The traffic matrix 7 was used for
the nominal load, which corresponds to Load=10 in the



Linkk | CF AF Pk
H=6 | H=11
0—1 100 74 7 10
0—11 100 77 8 12
1—0 100 71 6 8
1—2 100 37 2 3
1—5 100 46 3 4
2—1 100 34 2 3
2—3 100 16 1 2
3—2 100 16 1 2
3—4 100 49 3 4
4—-3 100 54 3 4
4—5 100 63 4 6
4—11 100 | 103 56 100
5—1 100 49 3 4
5—4 100 65 5 6
5—6 100 81 11 15
6—5 100 87 16 26
6—7 100 74 7 10
7—6 100 73 7 9
7—8 100 71 6 8
7—9 100 43 3 3
8—T7 100 76 8 11
8—10 100 | 124 | 100 100
9—-7 100 39 2 3
9—10 100 49 3 4
10—8 100 | 107 70 100
10—9 100 48 3 4
10—11 | 100 | 167 | 100 100
11—0 100 85 14 22
11—4 100 | 104 60 100
11—10 | 100 | 154 | 100 100

Table 1: Capacity (in Erlangs), primary load (in Er-
langs), and state-protection levels for =6 and H=11,
of the (directed) links in the NSFNet T3 Backbone
model, under the nominal load condition. Primary load
values are rounded to the nearest integer.

plot. The 7’s used for the other loads were got by lin-
early scaling the 7 corresponding to the nominal load.
Figure 7 shows the same plot of the blocking probabil-
ity, but on a log scale, to emphasize the behavior at low
loads.

Figure 7 and Figure 6 show that single-path routing
performs poorly compared to alternate routing at mod-
erate loads, but approaches the Erlang Bound rapidly
beyond that. Uncontrolled alternate routing, on the
other hand performs very well and close to the bound for
low loads, but poorly—worse than single-path routing—
at loads above nominal. Qur controlled alternate rout-
ing scheme does as expected: it improves performance
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under moderate loads, and, consistent with our analysis,
never does worse than single-path routing. It is inter-
esting to note that if the state-dependent scheme of Ott
and Krishnan’s [34] were to be used the performance is
poor. We ascribe this to the fact that the approximate
shadow prices that are computed using the separabil-
ity assumption, swing more wildly when the network is
sparse, so that choosing routes based on shadow price
comparisons is more prone to error. In their work they
use a reduced-load approximation to compute the ef-
fective primary load intensities. Here we have simply
chosen to use the unreduced primary load intensities.
We have also investigated the effect of limiting the
length of the alternate paths (the H parameter in Equa-
tion 15). When the alternate paths are limited to 6
hops, on the average each node pair had about 7 alter-
nate paths with a maximum of 13, and minimum of 5.
It is somewhat encouraging that, even by cutting down
the maximum hop length by about half in a network



that 1s reasonably sparse, the alternates available to a
node-pair do not change in any drastic fashion. The
6-hop results show a small improvement of controlled
alternate routing and little change in single-path and
uncontrolled alternate routing. We attribute the im-
provement to a reduction in the values of r needed to
satisfy Equation 15, while almost all the good alternate
paths remain even when H is reduced to 6. This ob-
servation also tells us that the values of r computed in
Section 3 (based on the result in Section 2) may be more
conservative than they need to be.

We have carried out other simulation experiments to
investigate the controlled alternate routing strategy.

Link failures We disabled links 2—3 and 3—2, and
while the blocking in general was higher, the relative
position of the curves was maintained. This was also

the case when links 7—9 and 9—7 were disabled.

Blocking on an O-D pair basis  Until now we have
looked at average network blocking as a performance
measure. The skewness in blocking probabilities across
O-D pairs for the case H = 6 was also studied. As ex-
pected the blocking was most skewed for the single-path
routing case, and least skewed for the uncontrolled alter-
nate routing case almost uniformly across all O-D pairs.
This reaffirms the observation made in Section 1 regard-
ing the inherent fairness property of alternate routing,
because of the greater degree to which it shares network
resources.

Primary paths chosen to minimize link loss In
all of the above we chose the minimum hop path as the
primary path. We also re-ran all of the above experi-
ments when primary paths were chosen so as to min-
imize overall system blocking of primary calls, under
the independent link assumption. In general, this re-
sulted in bifurcated primary flows, where a path would
be a primary path for an O-D pair with a certain prob-
ability. The expected number of lost calls on a link of
capacity C, fed by a Poisson stream of traffic intensity
A, each call holding for unit time and requiring unit
bandwidth, is convex in A. See [23] for a proof. Using
this as a cost function we used an iterative conjugate-
gradient method to minimize the expected sum of link
costs [3]. The results for the case without alternate rout-
ing did better than in the minimum-hop primary path
scenario. However when our alternate routing algorithm
was added, the performance was almost coincident with
that of the minimum-hop primary path scenario. This
suggests that our scheme, at least in this example, is
robust, in that it appears to be insensitive to the two
differing ways of choosing primary paths.
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5 Concluding remarks

This work demonstrates how the benefits of alter-
nate routing — lower average network blocking, better
fairness in blocking on a node pair basis, less sensi-
tivity of blocking performance to traffic estimates and
network engineering — can be exploited without mov-
ing the network into an inefficient state of operation
by a simple distributed and robust control strategy.
While state-protection (the control mechanism used)
has been studied and algorithms have been suggested
on how the state-protection levels are to be chosen for
fully-connected networks, our work is applicable to a
general-mesh network, and therefore applicable to can-
didate multi-path routing strategies that might be im-
plemented on the Internet as it evolves to support traf-
fic demanding resource reservations for guaranteed QoS.
Our proposed state-dependent scheme can work in con-
junction with any state-independent routing rule. The
scheme 1s lightweight in that it does not require links to
advertise state information, but simply requires knowl-
edge by a node of the state of links incident on it.
It also provides the important guarantee that the net-
work will necessarily improve on the case when only
state-independent routing is permitted, under the Pois-
The result in Section 2 is the piv-
otal argument that we use in designing our distributed
routing algorithm. The power of the control scheme

son assumptions.

has been demonstrated in Section 4, both for a simple
fully-connected network and for a more realistic network
based on the NSFNet T3 Backbone topology and traffic.
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